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White House knows, if they open it, it 
becomes public domain. So secrecy is 
what this administration lives by. 

This is a blatant example of where 
they want to keep secret an illegal pro-
gram. I don’t think we should be 
complicit. I don’t think we should en-
able them to avoid the constitutional 
scrutiny of our Federal courts. We 
can’t sacrifice—we can’t—the truth for 
convenient expediency. It is not Amer-
ican. We have a system of government 
that is built not only on our Constitu-
tion but on the notion of checks and 
balances. The Federal courts are doing 
their job by checking this administra-
tion’s broad exercise of Executive 
power. That is why I will be supporting 
other amendments that will be coming 
up that deal with this matter. 

Last week, Chief Judge Walker, of 
the Northern District of California, 
issued an opinion rejecting this admin-
istration’s claim to have ‘‘inherent au-
thority’’ to eavesdrop on Americans 
outside of statutory law. What does 
this Senate want to do? A lot of the 
leaders you hear speaking on this want 
to make it possible to give retro-
actively to this administration the in-
herent authority to eavesdrop on 
Americans outside the law. In the fu-
ture, we are fixing it. Good, I am glad. 
I am happy. But you can’t then say, 
but we are going to look back and 
change the law. It is not right. 

Listen to what Judge Walker wrote: 
Congress appears clearly to have intended 

to establish the exclusive means for foreign 
intelligence activities to be conducted. 
Whatever power the executive might other-
wise have had in this regard, FISA limits the 
power of the executive branch to conduct 
such activities and it limits the executive 
branch’s authority to assert the State se-
crets privilege in response to challenges to 
the legality of its foreign intelligence sur-
veillance activities. 

So we, Congress, limited the power of 
the executive. We said: You can’t as-
sert the state secrets privilege in re-
sponse to challenges to the legality of 
its foreign intelligence activities. And 
here we are rolling over with bravado 
to say to this administration—and by 
the way, I would feel the same way 
whoever was the President, this admin-
istration or any administration—oh, 
you are the absolute ruler, the King. 
You can do whatever you want. You 
can roll over. You can do all of that. 

We need to protect this country from 
terrorists. We must. I voted to go to 
war against bin Laden, and I will not 
rest until he is gone and we break the 
back of al-Qaida. Unfortunately, that 
has gone awry. I will be very willing to 
have our Government listen in on con-
versations of the bad actors out there, 
but I don’t want good people being 
spied on. That was the whole reason 
FISA came into being in the first 
place. People seem to forget the origi-
nal FISA was to protect the people 
from being spied on, ordinary people. 
Suddenly, it has been turned on its 
head. I believe the current process 
works. Our system of government 
works. The Federal courts are exer-

cising their constitutional duty to re-
view Executive power. 

So why in this bill are we seeking to 
stop that process? Why are we attempt-
ing to tie the capable hands of the Fed-
eral courts and deny our citizens their 
day in court? Covering up the truth is 
not the way to gain or regain the trust 
of the American people. The truth is 
the basis of the American ideal. 

I always marveled, as a little girl and 
as a young woman, growing up, watch-
ing as the truth came out about Amer-
ica. I remember my dad, who loved this 
country so much, saying to me: Honey, 
you just watch this country. We are 
not afraid to admit a mistake. We are 
not fearful of giving people rights. We 
will stand up and tell the truth, even 
when we make the biggest mistakes. 

Covering up the truth is not the way 
to gain the trust of the American peo-
ple. Since learning, in late 2005, that 
the President violated the trust of our 
people by spying on our citizens, Con-
gress and the American people have 
struggled to find out what happened. 
Last week, we celebrated the day we 
adopted the Declaration of Independ-
ence, Independence Day, July 4. In that 
historic document is the following 
phrase: 

To secure these rights, governments are in-
stituted among men deriving their just pow-
ers from the consent of the governed. 

‘‘The consent of the governed,’’ that 
means the law has to be behind you 
when you undertake to do something 
such as this administration did. They 
didn’t care about the consent of the 
governed. They didn’t care about the 
law that was in place. Truth is the cen-
terpiece of justice. I don’t see how we 
ever get to the truth if we grant this 
immunity. I don’t. It is not, to me, 
about the punishment. 

As I said, I will be happy to have sub-
stitution, to have the Government step 
in. That is not the issue. We need to 
get to the truth, and we all know how 
that happens in our country. The im-
munity provision in this bill sweeps 
the warrantless program under the car-
pet. It hides the truth. The people de-
serve better from us. 

I will close with a quote by former 
Supreme Court Justice Sandra Day 
O’Connor: 

It is during our most challenging and un-
certain moments that our nation’s commit-
ment to due process is severely tested. It is 
in those times we must preserve our commit-
ment at home to the principles for which we 
fight abroad. 

I hope we will support the Dodd 
amendment to strike the immunity 
provision. 

I thank the Chair. 
The ACTING PRESIDENT pro tem-

pore. The Senator from Missouri. 
Mr. BOND. Mr. President, I under-

stand we are coming up on a hard 
break, as they say in television, for the 
party lunches. 

The ACTING PRESIDENT pro tem-
pore. That is correct. 

Mr. BOND. Mr. President, I note only 
before we go into that break that the 

Senator from Pennsylvania has made a 
number of comments on time for the 
supporters of the bill that actually de-
serve a response. 

One clear point that needs to be 
made in response to the Senator from 
Pennsylvania and the Senator from 
California is that Judge Walker’s ac-
tions will not be dismissed if retro-
active liability protection is accorded 
carriers. It is a case against the United 
States, not a case against the tele-
phone companies. 

Furthermore, I would say that the 
dictum in Judge Walker’s opinion is 
contrary to higher, more authoritative 
courts. So Judge Walker was not cor-
rect, and I believe should his case go up 
on appeal, he will be found not to be 
accurate. But that does not go, as my 
colleague from West Virginia has said, 
to the issue of whether carriers deserve 
retroactive liability protection. So I 
will reserve my comments, and I will 
ask to be recognized when—when will 
the Senate return to session? 

The ACTING PRESIDENT pro tem-
pore. At 2:15 p.m. 

Mr. BOND. Mr. President, I ask unan-
imous consent that I be recognized for 
what remains of time on this side. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

f 

RECESS 

The ACTING PRESIDENT pro tem-
pore. Under the previous order, the 
Senate stands in recess until 2:15 p.m. 

Thereupon, the Senate, at 12:31 p.m., 
recessed until 2:15 p.m. and reassem-
bled when called to order by the Pre-
siding Officer (Mr. CARPER). 

f 

FOREIGN INTELLIGENCE SURVEIL-
LANCE AMENDMENTS ACT OF 
2008—Continued 

The PRESIDING OFFICER. Under 
the previous order, the Senator from 
Missouri is recognized for 29 minutes. 

Mr. BOND. Thank you, Mr. Presi-
dent. I appreciate the recognition. 

To begin, to clarify for the floor and 
our colleagues the arrangement the 
chairman and I have on this bill, I ask 
unanimous consent that Senator 
ROCKEFELLER manage the time in oppo-
sition to the Specter amendment and 
that I manage the time in opposition 
to the Dodd and Bingaman amend-
ments. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
Mr. BOND. Mr. President, as I men-

tioned earlier today, the Senate is 
poised to wrap up consideration of the 
Foreign Intelligence Surveillance 
Amendments Act of 2008 in the form of 
H.R. 6304. Now, most of my colleagues 
know this legislation has had a way of 
hanging around for quite awhile, being 
caught up in the congressional process. 
Many, including myself, believe we 
should have passed it well before now, 
but it appears that we are on about the 
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5 yard line and ready to move it across 
into the end zone. As one who believes 
this badly needed update to FISA will 
enhance our Nation’s security and ad-
vance and protect America’s civil lib-
erties and privacy rights, I certainly 
hope a strong majority of the Senate 
will pass this legislation unamended 
tomorrow. 

Some of my colleagues have been in-
tent on using Senate procedures to 
slow this legislation to a snail’s pace. 
They have succeeded in doing so, first 
by choosing to ignore the Director of 
National Intelligence—and I will call 
him the DNI from now on—the DNI’s 
pleas for modernization of the Foreign 
Intelligence Surveillance Act, or FISA, 
as we will call it, in April 2007, for over 
3 months, until August of 2007, and 
back in December of 2007 when a Demo-
cratic Member filibustered us past the 
end of the year and into the recess, 
into 2008. It came to the floor in Feb-
ruary when it took us several weeks to 
work out a way to move forward; then, 
once again, over the past few weeks, 
with another Democratic Member fili-
buster of sorts that pushed us past last 
week’s recess. Up until now, we have 
been delayed, but one thing is sure in 
the Senate. Just as they say in mili-
tary and basic training: No matter 
what you do, you can’t stop the clock. 
Now that some of my colleagues are 
out of time in delaying any further, the 
Senate will move ahead this week, de-
spite all of these delays. 

I am very proud of the comprehensive 
compromise legislation before us today 
which passed out of the House with a 
strong bipartisan vote of 293 to 129. 
That was almost 3 weeks ago. As with 
the Senate’s original FISA bill that 
passed several months ago, the com-
promise that is before us required a lit-
tle give from all sides but, in essence, 
what we have before us today is basi-
cally the Senate bill all over again. Ev-
eryone who studied the language recog-
nizes that. I have here a detailed legis-
lative history that I will ask unani-
mous consent to be printed in the 
RECORD that explains the provisions of 
the bill. Chairman ROCKEFELLER sub-
mitted his own legislative history be-
fore the recess, and while we largely 
agree on the description of the legisla-
tion, we do have a few key differences. 
So as Vice Chairman of the Intel-
ligence Committee, I believe it is im-
portant to make my views and those of 
several other Senators a part of the 
legislative history of this bill by in-
cluding it in the RECORD. I therefore 
ask unanimous consent to have this 
legislative description printed in the 
RECORD as part of my remarks. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 
H.R. 6304, FISA AMENDMENTS ACT OF 2008 

SECTION-BY-SECTION ANALYSIS AND 
EXPLANATION 

This section-by-section analysis is based 
almost entirely upon the good work of Sen-
ator John D. Rockefeller IV, Chairman of the 
Select Committee on Intelligence. Time did 

not permit us to reach an agreement on text 
that may have been mutually agreeable to 
both of us, so I have modified his section-by- 
section analysis to reflect my own perspec-
tive as a co-manager on this important legis-
lation. A careful comparison of these two 
versions will reveal that there are fewer 
areas in which our analyses diverge than in 
which they agree. 

The consideration of legislation to amend 
the Foreign Intelligence Surveillance Act of 
1978 (‘‘FISA’’) in the 110th Congress began 
with the submission by the Director of Na-
tional Intelligence (‘‘DNI’’) on April 12, 2007 
of a proposed Foreign Intelligence Surveil-
lance Modernization Act of 2007, as Title IV 
of the Administration’s proposed Intel-
ligence Authorization Act for Fiscal Year 
2008. The DNI’s proposal was the subject of 
an open hearing on May 1, 2007 and subse-
quent closed hearings by the Senate Select 
Committee on Intelligence, but was not for-
mally introduced. It is available on the Com-
mittee’s website: http://intelligence.senate 
.gov/070501/bill.pdf. 

In May 2007, a decision by the Foreign In-
telligence Surveillance Court (FISA Court) 
led to the creation of significant gaps in our 
foreign intelligence collection. As a result of 
this decision, throughout the summer of 
2007, the DNI asked Congress to consider his 
FISA modernization legislation. In response 
to the DNI’s concerns, Congress passed the 
Protect America Act of 2007, Pub. L. 110–55 
(August 5, 2007) (‘‘Protect America Act’’). As 
a result of the Protect America Act, the In-
telligence Community was able to close im-
mediately the intelligence gaps that had 
been created by the court’s decision. While 
the Protect America Act provided important 
authorities for the collection of foreign in-
telligence, it did not contain any retroactive 
civil liability protections for those elec-
tronic communication service providers who 
had assisted with the President’s Terrorist 
Surveillance Program following the Sep-
tember 11th terrorist attacks on our nation. 

The Protect America Act included a sunset 
of February 1, 2008. After the passage of the 
Protect America Act, the Chairman and Vice 
Chairman began to draft permanent FISA 
legislation. S. 2248 was reported by the Se-
lect Committee on Intelligence on October 
26, 2007 (S. Rep. No. 110–209 (2007)), and then 
sequentially reported by the Committee on 
the Judiciary on November 16, 2007 (S. Rep. 
No. 110–258 (2008)). In the House, the original 
legislative vehicle was H.R. 3773. It was re-
ported by the Committee on the Judiciary 
and the Permanent Select Committee on In-
telligence on October 12, 2007 (H. Rep. No. 
110–373 (Parts 1 and 2) (2007)). H.R. 3773 passed 
the House on November 15, 2007. S. 2248 
passed the Senate on February 12, 2008, and 
was sent to the House as an amendment to 
H.R. 3773. On March 14, 2008, the House re-
turned H.R. 3773 to the Senate with an 
amendment. 

No formal conference was convened to re-
solve the differences between the two Houses 
on H.R. 3773. Instead, following an agreement 
reached without a formal conference, the 
House passed a new bill, H.R. 6304, which 
contains a complete compromise of the dif-
ferences on H.R. 3773. 

H.R. 6304 is a direct descendant of the Pro-
tect America Act and S. 2248, which became 
the basis for the Senate amendment to H.R. 
3373 (February 12, 2008) and influenced the 
House amendment to H.R. 3373 (March 18, 
2008). The Protect America Act, H.R. 3773, as 
well as the original Senate bill, S. 2248, and 
the legislative history of those measures 
constitutes the legislative history of H.R. 
6304. 

The section-by-section analysis and expla-
nation set forth below is based on the anal-
ysis and explanation in the report of the Se-

lect Committee on Intelligence on S. 2248, at 
S. Rep. No. 110–209, pp. 12–25, as expanded and 
edited to reflect the floor amendments to S. 
2248 and the negotiations that produced H.R. 
6304. 

OVERALL ORGANIZATION OF ACT 
The FISA Amendments Act of 2008 (‘‘FISA 

Amendments Act’’) contains four titles. 
Title I includes, in Section 101, a new Title 

VII of FISA entitled ‘‘Additional Procedures 
Regarding Certain Persons Outside the 
United States.’’ This new title of FISA 
(which will sunset in four and a half years) is 
a successor to the Protect America Act, with 
amendments. Sections 102 through 110 of the 
Act contain a number of amendments to 
FISA apart from the collection issues ad-
dressed in the new Title VII of FISA. These 
include a provision that FISA is the exclu-
sive statutory means for electronic surveil-
lance, important streamlining provisions, 
and a change in the definitions section of 
FISA (in Section 110 of the bill) to facilitate 
foreign intelligence collection against 
proliferators of weapons of mass destruction. 

Title II establishes a new Title VIII of 
FISA, entitled ‘‘Protection of Persons As-
sisting the Government.’’ This new title es-
tablishes a long-term procedure, in new 
FISA Section 802, for the Government to im-
plement statutory defenses and obtain the 
dismissal of civil cases against persons, prin-
cipally electronic communication service 
providers, who assist elements of the intel-
ligence community in accordance with de-
fined legal documents, namely, orders of the 
FISA Court or certifications or directives 
provided for and defined by statute. Section 
802 also incorporates a procedure with pre-
cise boundaries for civil liability relief for 
electronic communication service providers 
who are or may be defendants in civil cases 
involving an intelligence activity authorized 
by the President between September 11, 2001, 
and January 17, 2007. In addition, Title II 
provides for the protection, by way of pre-
emption, of the federal government’s ability 
to conduct intelligence activities without in-
terference by state investigations. 

Title III directs the Inspectors General of 
the Department of Justice, the Department 
of Defense, the Office of National Intel-
ligence, the National Security Agency, and 
any other element of the intelligence com-
munity that participated in the President’s 
Surveillance Program authorized by the 
President between September 11, 2001, and 
January 17, 2007, to conduct a comprehensive 
review of the program. The Inspectors Gen-
eral are required to submit a report to the 
appropriate committees of Congress, within 
one year, that addresses, among other 
things, all of the facts necessary to describe 
the establishment, implementation, product, 
and use of the product of the President’s 
Surveillance Program, including the partici-
pation of individuals and entities in the pri-
vate sector related to the program. 

Title IV contains important procedures for 
the transition from the Protect America Act 
to the new Title VII of FISA. Section 
404(a)(7) directs the Attorney General and 
the DNI, if they seek to replace an author-
ization under the Protect America Act, to 
submit the certification and procedures re-
quired in accordance with the new Section 
702 to the FISA Court at least 30 days before 
the expiration of such authorizations, to the 
extent practicable. Title IV explicitly pro-
vides for the continued effect of orders, au-
thorizations, and directives issued under the 
Protect America Act, and of the provisions 
pertaining to protection from liability, FISA 
Court jurisdiction, the use of information ac-
quired, and Executive branch reporting re-
quirements, past the statutory sunset of that 
act. Title IV also contains provisions on the 
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continuation of authorizations, directives, 
and orders under Title VII that are in effect 
at the time of the December 31, 2012, sunset, 
until their expiration within the year fol-
lowing the sunset. 
TITLE I. FOREIGN INTELLIGENCE SURVEILLANCE 
Section 101. Targeting the Communications of 

Persons Outside the United States 
Section 101(a) of the FISA Amendments 

Act establishes a new Title VII of FISA. En-
titled ‘‘Additional Procedures Regarding 
Certain Persons Outside the United States,’’ 
the new title includes, with important modi-
fications, an authority similar to that grant-
ed by the Protect America Act as temporary 
sections 105A, 105B, and 105C of FISA. Those 
Protect America Act provisions had been 
placed within FISA’s Title I on electronic 
surveillance. Moving the amended authority 
to a title of its own is appropriate because 
the authority involves not only the acquisi-
tion of communications as they are being 
carried but also while they are stored by 
electronic communication service providers. 
Section 701. Definitions 

Section 701 incorporates into Title VII the 
definition of nine terms that are defined in 
Title I of FISA and used in Title VII: ‘‘agent 
of a foreign power,’’ ‘‘Attorney General,’’ 
‘‘contents,’’ ‘‘electronic surveillance,’’ ‘‘for-
eign intelligence information,’’ ‘‘foreign 
power,’’ ‘‘person,’’ ‘‘United States,’’ and 
‘‘United States person.’’ It defines the con-
gressional intelligence committees for the 
purposes of Title VII. Section 701 defines the 
two courts established in Title I that are as-
signed responsibilities under Title VII: the 
FISA Court and the Foreign Intelligence 
Surveillance Court of Review. Section 701 
also defines ‘‘intelligence community’’ as 
found in the National Security Act of 1947. 
Finally, Section 701 defines a term, not pre-
viously defined in FISA, which has an impor-
tant role in setting the parameters of Title 
VII: ‘‘electronic communication service pro-
vider.’’ This definition is connected to the 
objective that the acquisition of foreign in-
telligence pursuant to this title is meant to 
encompass the acquisition of stored elec-
tronic communications and related data. 
Section 702. Procedures for Targeting Certain 

Persons Outside the United States Other 
than United States Persons 

Section 702(a) sets forth the basic author-
ization in Title VII, replacing Section 105B of 
FISA, as added by the Protect America Act. 
Unlike the Protect America Act, the collec-
tion authority in Section 702(a) cannot be ex-
ercised until the FISA Court has conducted 
its review in accordance with subsection 
(i)(3), or the Attorney General and the DNI, 
acting jointly, have made a determination 
that exigent circumstances exist, as defined 
in Section 702(c)(2). Following such deter-
mination and subsequent submission of a 
certification and related procedures, the 
Court is required to conduct its review expe-
ditiously. Authorizations must contain an 
effective date and may be valid for a period 
of up to one year from that date. 

Subsequent provisions of the Act imple-
ment the prior order and effective date pro-
visions of Section 702(a): in addition to Sec-
tion 702(c)(2) which defines exigent cir-
cumstances, Section 702(i)(1)(B) provides 
that the court shall complete its review of 
certifications and procedures within 30 days 
(unless extended under Section 702(j)(2)); 
Section 702(i)(5)(A) provides for the submis-
sion of certifications and procedures to the 
FISA Court at least 30 days before the expi-
ration of authorizations that are being re-
placed, to the extent practicable; and Sec-
tion 702(i)(5)(B) provides for the continued ef-
fectiveness of expiring certifications and 
procedures until the court issues an order 
concerning their replacements. 

Section 105B and Section 702(a) differ in 
other important respects. Section 105B au-
thorized the acquisition of foreign intel-
ligence information ‘‘concerning’’ persons 
reasonably believed to be outside the United 
States. To make clear that all collection 
under Title VII must be targeted at persons 
who are reasonably believed to be outside 
the United States, Section 702(a) eliminates 
the word ‘‘concerning’’ and instead author-
izes ‘‘the targeting of persons reasonably be-
lieved to be located outside the United 
States to collect foreign intelligence infor-
mation.’’ 

Section 702(b) establishes five related limi-
tations on the authorization in Section 
702(a). Overall, the limitations ensure that 
the new authority is not used for surveil-
lance directed at persons within the United 
States or at United States persons. The first 
is a specific prohibition on using the new au-
thority to target intentionally any person 
within the United States. The second pro-
vides that the authority may not be used to 
conduct ‘‘reverse targeting,’’ the intentional 
targeting of a person reasonably believed to 
be outside the United States if the purpose of 
the acquisition is to target a person reason-
ably believed to be in the United States. If 
the purpose is to target a person reasonably 
believed to be in the United States, then the 
electronic surveillance should be conducted 
in accordance with FISA or the criminal 
wiretap statutes. The third bars the inten-
tional targeting of a United States person 
reasonably believed to be outside the United 
States. In order to target such United States 
person, acquisition must be conducted under 
three subsequent sections of Title VII, which 
require individual FISA court orders for 
United States persons: Sections 703, 704, and 
705. The fourth limitation goes beyond tar-
geting (the object of the first three limita-
tions) and prohibits the intentional acquisi-
tion of any communication as to which the 
sender and all intended recipients are known 
at the time of the acquisition to be located 
in the United States. The fifth is an over-
arching mandate that an acquisition author-
ized in Section 702(a) shall be conducted in a 
manner consistent with the Fourth Amend-
ment to the U.S. Constitution, which pro-
vides for ‘‘the right of the people to be secure 
in their persons, houses, papers, and effects, 
against unreasonable searches and seizures.’’ 

Section 702(c) governs the conduct of ac-
quisitions. Pursuant to Section 702(c)(1), ac-
quisitions authorized under Section 702(a) 
may be conducted only in accordance with 
targeting and minimization procedures ap-
proved at least annually by the FISA Court 
and a certification of the Attorney General 
and the DNI, upon its submission in accord-
ance with Section 702(g). Section 702(c)(2) de-
scribes the ‘‘exigent circumstances’’ in 
which the Attorney General and Director of 
National Intelligence may authorize tar-
geting for a limited time without a prior 
court order for purposes of subsection (a). 
Section 702(c)(2) provides that the Attorney 
General and the DNI may make a determina-
tion that exigent circumstances exist be-
cause, without immediate implementation of 
an authorization under Section 702(a), intel-
ligence important to the national security of 
the United States may be lost or not timely 
acquired and time does not permit the 
issuance of an order pursuant to Section 
702(i)(3) prior to the implementation of such 
authorization. Section 702(c)(3) provides that 
the Attorney General and the DNI may make 
such a determination before the submission 
of a certification or by amending a certifi-
cation at any time during which judicial re-
view of such certification is pending before 
the FISA Court. 

Section 702(c)(4) addresses the concern, re-
flected in Section 105A of FISA as added by 

the Protect America Act, that the definition 
of electronic surveillance in Title I might 
prevent use of the new procedures. To ad-
dress this concern, Section 105A redefined 
the term ‘‘electronic surveillance’’ to ex-
clude ‘‘surveillance directed at a person rea-
sonably believed to be located outside of the 
United States.’’ In contrast, Section 702(c)(4) 
does not change the definition of electronic 
surveillance, but clarifies the intent of Con-
gress to allow the targeting of foreign tar-
gets outside the United States in accordance 
with Section 702 without an application for a 
court order under Title I of FISA. The addi-
tion of this construction paragraph, as well 
as the language in Section 702(a) that an au-
thorization may occur ‘‘notwithstanding any 
other law,’’ makes clear that nothing in 
Title I of FISA shall be construed to require 
a court order under that title for an acquisi-
tion that is targeted in accordance with Sec-
tion 702 at a foreign person outside the 
United States. 

Section 702(d) provides, in a manner essen-
tially identical to the Protect America Act, 
for the adoption by the Attorney General, in 
consultation with the DNI, of targeting pro-
cedures that are reasonably designed to en-
sure that collection is limited to targeting 
persons reasonably believed to be outside the 
United States. As provided in the Protect 
America Act, the targeting procedures are 
subject to judicial review and approval. In 
addition to the requirements of the Protect 
America Act, however, Section 702(d) pro-
vides that the targeting procedures also 
must be reasonably designed to prevent the 
intentional acquisition of any communica-
tion as to which the sender and all intended 
recipients are known at the time of the ac-
quisition to be located in the United States. 
Section 702(d)(2) subjects these targeting 
procedures to judicial review and approval. 

Section 702(e) provides that the Attorney 
General, in consultation with the DNI, shall 
adopt, for acquisitions authorized by Section 
702(a), minimization procedures that are con-
sistent with Section 101(h) or 301(4) of FISA, 
which establish FISA’s minimization re-
quirements for electronic surveillance and 
physical searches. Unlike the Protect Amer-
ica Act, Section 702(e)(2) provides that the 
minimization procedures, which are essen-
tial to the protection of United States per-
sons, shall be subject to judicial review and 
approval. 

Section 702(f) provides that the Attorney 
General, in consultation with the DNI, shall 
adopt guidelines to ensure compliance with 
the limitations in Section 702(b), including 
prohibitions on the acquisition of purely do-
mestic communications, targeting persons 
within the United States, targeting United 
States persons located outside the United 
States, and reverse targeting. Such guide-
lines shall also ensure that an application 
for a court order is filed as required by FISA. 
It is intended that these guidelines will pro-
vide clear requirements and procedures gov-
erning the appropriate implementation of 
the authority under this title of FISA. The 
Attorney General is to provide these guide-
lines to the congressional intelligence com-
mittees, the judiciary committees of the 
House of Representatives and the Senate, 
and the FISA Court. Subsequent provisions 
implement the guidelines requirement. See 
Section 702(g)(2)(A)(iii) (certification re-
quirements); Section 702(l)(1) and 702(l)(2) 
(Attorney General and DNI assessment of 
compliance with guidelines); and Section 
707(b)(1)(G)(ii) (reporting on noncompliance 
with guidelines). 

Section 702(g) requires that the Attorney 
General and the DNI provide to the FISA 
Court, prior to implementation of an author-
ization under subsection (a), a written cer-
tification, with any supporting affidavits. In 

VerDate Aug 31 2005 00:39 Jul 10, 2008 Jkt 059060 PO 00000 Frm 00018 Fmt 4624 Sfmt 0634 J:\CRONLINE\2008BA~3\URGENT~1\RECFILE\S08JY8.REC S08JY8m
m

ah
er

 o
n 

P
R

O
D

P
C

24
 w

ith
 C

O
N

G
-R

E
C

-O
N

LI
N

E



CONGRESSIONAL RECORD — SENATE S6389 July 8, 2008 
exigent circumstances, the Attorney General 
and DNI may make a determination that, 
without immediate implementation, intel-
ligence important to the national security 
may be lost or not timely acquired prior to 
the implementation of an authorization. It is 
expected that the Attorney General and the 
DNI will utilize this ‘‘exigent cir-
cumstances’’ exception as often as necessary 
to ensure the protection of our national se-
curity. For this reason, the standard to use 
this authority is much lower than in tradi-
tional emergency situations under FISA. In 
exigent circumstances, if time does not per-
mit the submission of a certification prior to 
the implementation of an authorization, the 
certification must be submitted to the FISA 
Court no later than seven days after the de-
termination is made. The seven-day time pe-
riod for submission of a certification in the 
case of exigent circumstances is identical to 
the time period by which the Attorney Gen-
eral must apply for a court order after au-
thorizing an emergency surveillance under 
other provisions of FISA, as amended by this 
Act. 

Section 702(g)(2) sets forth the require-
ments that must be contained in the written 
certification. The required elements are: (1) 
the targeting and minimization procedures 
have been approved by the FISA Court or 
will be submitted to the court with the cer-
tification; (2) guidelines have been adopted 
to ensure compliance with the limitations of 
subsection (b); (3) those procedures and 
guidelines are consistent with the Fourth 
Amendment; (4) the acquisition is targeted 
at persons reasonably believed to be outside 
the United States; (5) a significant purpose 
of the acquisition is to obtain foreign intel-
ligence information; and (6) an effective date 
for the authorization that in most cases is at 
least 30 days after the submission of the 
written certification. Additionally, as an 
overall limitation on the method of acquisi-
tion permitted under Section 702, the certifi-
cation must attest that the acquisition in-
volves obtaining foreign intelligence infor-
mation from or with the assistance of an 
electronic communication service provider. 

Requiring an effective date in the certifi-
cation serves to identify the beginning of the 
period of authorization (which is likely to be 
a year) for collection and to alert the FISA 
Court of when the Attorney General and DNI 
are seeking to begin collection. Section 
702(g)(3) permits the Attorney General and 
DNI to change the effective date in the cer-
tification by amending the certification. 

As with the Protect America Act, the cer-
tification under Section 702(g)(4) is not re-
quired to identify the specific facilities, 
places, premises, or property at which the 
acquisition under Section 702(a) will be di-
rected or conducted. The certification shall 
be subject to review by the FISA Court. 

Section 702(h) authorizes the Attorney 
General and the DNI to direct, in writing, an 
electronic communication service provider 
to furnish the Government with all informa-
tion, facilities, or assistance necessary to ac-
complish the acquisition authorized under 
Section 702(a). It is important to note that 
such directives may be issued only in exigent 
circumstances pursuant to Section 702(c)(2) 
or after the FISA Court has conducted its re-
view of the certification and the targeting 
and minimization procedures and issued an 
order pursuant to Section 702(i)(3). Section 
702(h) requires compensation for this assist-
ance and provides that no cause of action 
shall lie in any court against an electronic 
communication service provider for its as-
sistance in accordance with a directive. It 
also establishes expedited procedures in the 
FISA Court for a provider to challenge the 
legality of a directive or the Government to 
enforce it. In either case, the question for 

the court is whether the directive meets the 
requirements of Section 702 and is otherwise 
lawful. Whether the proceeding begins as a 
provider challenge or a Government enforce-
ment petition, if the court upholds the direc-
tive as issued or modified, the court shall 
order the provider to comply. Failure to 
comply may be punished as a contempt of 
court. The proceedings shall be expedited 
and decided within 30 days, unless that time 
is extended under Section 702(j)(2). 

Section 702(i) provides for judicial review 
of any certification required by Section 
702(g) and the targeting and minimization 
procedures adopted pursuant to Sections 
702(d) and 702(e). In accordance with Section 
702(i)(5), if the Attorney General and the DNI 
seek to reauthorize or replace an authoriza-
tion in effect under the Act, they shall sub-
mit, to the extent practicable, the certifi-
cation and procedures at least 30 days prior 
to the expiration of such authorization. 

The court shall review certifications to de-
termine whether they contain all the re-
quired elements. It shall review targeting 
procedures to assess whether they are rea-
sonably designed to ensure that the acquisi-
tion activity is limited to the targeting of 
persons reasonably believed to be located 
outside the United States and prevent the in-
tentional acquisition of any communication 
whose sender and intended recipients are 
known at the time of acquisition to be lo-
cated in the United States. The Protect 
America Act had limited the review of tar-
geting procedures to a ‘‘clearly erroneous’’ 
standard; Section 702(i) omits that limita-
tion. For minimization procedures, Section 
702(i) provides that the court shall review 
them to assess whether they meet the statu-
tory requirements. The court is to review 
the certifications and procedures and issue 
its order within 30 days after they were sub-
mitted unless that time is extended under 
Section 702(j)(2). The Attorney General and 
the DNI may also amend the certification or 
procedures at any time under Section 
702(i)(1)(C), but those amended certifications 
or procedures must be submitted to the 
court in no more than 7 days after amend-
ment. The amended procedures may be used 
pending the court’s review. 

If the FISA Court finds that the certifi-
cation contains all the required elements 
and that the targeting and minimization 
procedures are consistent with the require-
ments of subsections (d) and (e) and with the 
Fourth Amendment, the court shall enter an 
order approving their use or continued use 
for the acquisition authorized by Section 
702(a). If it does not so find, the court shall 
order the Government, at its election, to cor-
rect any deficiencies or cease, or not begin, 
the acquisition. If acquisitions have begun, 
they may continue during any rehearing en 
banc of an order requiring the correction of 
deficiencies. If the Government appeals to 
the Foreign Intelligence Surveillance Court 
of Review, any collection that has begun 
may continue at least until that court enters 
an order, not later than 60 days after filing of 
the petition for review, which determines 
whether all or any part of the correction 
order shall be implemented during the ap-
peal. 

Section 702(j)(1) provides that judicial pro-
ceedings are to be conducted as expedi-
tiously as possible. Section 702(j)(2) provides 
that the time limits for judicial review in 
Section 702 (for judicial review of certifi-
cations and procedures or in challenges or 
enforcement proceedings concerning direc-
tives) shall apply unless extended, by written 
order, as necessary for good cause in a man-
ner consistent with national security. 

Section 702(k) requires that records of pro-
ceedings under Section 702 shall be main-
tained by the FISA Court under security 

measures adopted by the Chief Justice in 
consultation with the Attorney General and 
the DNI. In addition, all petitions are to be 
filed under seal and the FISA Court, upon 
the request of the Government, shall con-
sider ex parte and in camera any Govern-
ment submission or portions of a submission 
that may include classified information. The 
Attorney General and the DNI are to retain 
directives made or orders granted for not 
less than 10 years. 

Section 702(l) provides for oversight of the 
implementation of Title VII. It has three 
parts. First, the Attorney General and the 
DNI shall assess semiannually under sub-
section (l)(1) compliance with the targeting 
and minimization procedures, and the Attor-
ney General guidelines for compliance with 
limitations under Section 702(b), and submit 
the assessment to the FISA Court and to the 
congressional intelligence and judiciary 
committees, consistent with congressional 
rules. 

Second, under subsection (l)(2)(A), the In-
spector General of the Department of Justice 
and the Inspector General (‘‘IG’’) of any in-
telligence community element authorized to 
acquire foreign intelligence under Section 
702(a) are authorized to review compliance of 
their agency or element with the targeting 
and minimization procedures adopted in ac-
cordance with subsections (d) and (e) and the 
guidelines adopted in accordance with sub-
section (f). Subsections (l)(2)(B) and (l)(2)(C) 
mandate several statistics that the IGs shall 
review with respect to United States per-
sons, including the number of disseminated 
intelligence reports that contain references 
to particular known U.S. persons, the num-
ber of U.S. persons whose identities were dis-
seminated in response to particular requests, 
and the number of targets later determined 
to be located in the United States. Their re-
ports shall be submitted to the Attorney 
General, the DNI, and the appropriate con-
gressional committees. Section 702(l)(2) pro-
vides no statutory schedule for the comple-
tion of these IG reviews; the IGs should co-
ordinate with the heads of their agencies 
about the timing for completion of the IG re-
views so that they are done at a time that 
would be useful for the agency heads to com-
plete their semiannual reviews. 

Third, under subsection (l)(3), the head of 
an intelligence community element that 
conducts an acquisition under Section 702 
shall review annually whether there is rea-
son to believe that foreign intelligence infor-
mation has been or will be obtained from the 
acquisition and provide an accounting of in-
formation pertaining to United States per-
sons similar to that included in the IG re-
port. Subsection (l)(3) also encourages the 
head of the element to develop procedures to 
assess the extent to which the new authority 
acquires the communications of U.S. per-
sons, and to report the results of such assess-
ment. The review is to be used by the head of 
the element to evaluate the adequacy of 
minimization procedures. The annual review 
is to be submitted to the FISA Court, the At-
torney General and the DNI, and to the ap-
propriate congressional committees. 
Section 703. Certain Acquisition Inside the 

United States Targeting United States Per-
sons Outside the United States 

Section 703 governs the targeting of United 
States persons who are reasonably believed 
to be outside the United States when the ac-
quisition of foreign intelligence is conducted 
inside the United States. The authority and 
procedures of Section 703 apply when the ac-
quisition either constitutes electronic sur-
veillance, as defined in Title I of FISA, or is 
of stored electronic communications or 
stored electronic data. If the United States 
person returns to the United States, acquisi-
tion under Section 703 must cease. The Gov-
ernment may always, however, obtain an 
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order or authorization under another title of 
FISA. 

The application procedures and provisions 
for a FISA Court order in Sections 703(b) and 
703(c) are drawn from Titles I and III of 
FISA. Key among them is the requirement 
that the FISA Court determine that there is 
probable cause to believe that, for the United 
States person who is the target of the sur-
veillance, the person is reasonably believed 
to be located outside the United States and 
is a foreign power or an agent, officer, or em-
ployee of a foreign power. The inclusion of 
United States persons who are officers or 
employees of a foreign power, as well as 
those who are agents of a foreign power as 
that term is used in FISA, is intended to per-
mit the type of collection against United 
States persons outside the United States 
that has been allowed under Executive Order 
12333 and existing Executive branch guide-
lines. The FISA Court shall also review and 
approve minimization procedures that will 
be applicable to the acquisition, and shall 
order compliance with such procedures. 

As with FISA orders against persons in the 
United States, FISA orders against United 
States persons outside of the United States 
under Section 703 may not exceed 90 days 
and may be renewed for additional 90–day pe-
riods upon the submission of renewal appli-
cations. Emergency authorizations under 
Section 703 are consistent with the require-
ments for emergency authorizations in FISA 
against persons in the United States, as 
amended by this Act; the Attorney General 
may authorize an emergency acquisition if 
an application is submitted to the FISA 
Court in not more than seven days. 

Section 703(g) is a construction provision 
that clarifies that, if the Government ob-
tains an order and targets a particular 
United States person in accordance with Sec-
tion 703, FISA does not require the Govern-
ment to seek a court order under any other 
provision of FISA to target that United 
States person while that person is reason-
ably believed to be located outside the 
United States. 
Section 704. Other Acquisitions Targeting 

United States Persons Outside the United 
States 

Section 704 governs other acquisitions that 
target United States persons who are outside 
the United States. Sections 702 and 703 ad-
dress acquisitions that constitute electronic 
surveillance or the acquisition of stored elec-
tronic communications. In contrast, Section 
704 addresses any targeting of a United 
States person outside of the United States 
under circumstances in which that person 
has a reasonable expectation of privacy and 
a warrant would be required if the acquisi-
tion occurred within the United States. It 
thus covers not only communications intel-
ligence, but, if it were to occur, the physical 
search for foreign intelligence purposes of a 
home, office, or business of a United States 
person by an element of the United States 
intelligence community, outside of the 
United States. 

Pursuant to Section 704(a)(3), if the tar-
geted United States person is reasonably be-
lieved to be in the United States while an 
order under Section 704 is in effect, the ac-
quisition against that person shall cease un-
less authority is obtained under another ap-
plicable provision of FISA. The Government 
may not use Section 704 to authorize an ac-
quisition of foreign intelligence inside the 
United States. 

Section 704(b) describes the application to 
the FISA Court that is required. For an 
order under Section 704(c), the FISA Court 
must determine that there is probable cause 
to believe that the United States person who 
is the target of the acquisition is reasonably 

believed to be located outside the United 
States and is a foreign power, or an agent, 
officer, or employee of a foreign power. An 
order is valid for a period not to exceed 90 
days, and may be renewed for additional 90– 
day periods upon submission of renewal ap-
plications meeting application requirements. 

Because an acquisition under Section 704 is 
conducted outside the United States, or is 
otherwise not covered by FISA, the FISA 
Court is expressly not given jurisdiction to 
review the means by which an acquisition 
under this section may be conducted. Al-
though the FISA Court’s review is limited to 
determinations of probable cause, Section 
704 anticipates that any acquisition con-
ducted pursuant to a Section 704 order will 
in all other respects be conducted in compli-
ance with relevant regulations and Execu-
tive Orders governing the acquisition of for-
eign intelligence outside the United States, 
including Executive Order 12333 or any suc-
cessor order. 
Section 705. Joint Applications and Concurrent 

Authorizations 
Section 705 provides that if an acquisition 

targeting a United States person under Sec-
tion 703 or 704 is proposed to be conducted 
both inside and outside the United States, a 
judge of the FISA Court may issue simulta-
neously, upon the request of the Government 
in a joint application meeting the require-
ments of Sections 703 and 704, orders under 
both sections as appropriate. If an order au-
thorizing electronic surveillance or physical 
search has been obtained under Section 105 
or 304, and that order is still in effect, the 
Attorney General may authorize, without an 
order under Section 703 or 704, the targeting 
of that United States person for the purpose 
of acquiring foreign intelligence information 
while such person is reasonably believed to 
be located outside the United States. 
Section 706. Use of Information Acquired Under 

Title VII 
Section 706 fills a void that has existed 

under the Protect America Act which had 
contained no provision governing the use of 
acquired intelligence. Section 706(a) provides 
that information acquired from an acquisi-
tion conducted under Section 702 shall be 
deemed to be information acquired from an 
electronic surveillance pursuant to Title I of 
FISA for the purposes of Section 106 of FISA, 
which is the provision of Title I of FISA that 
governs public disclosure or use in criminal 
proceedings. The one exception is for sub-
section (j) of Section 106, as the notice provi-
sion in that subsection, while manageable in 
individual Title I proceedings, would present 
a difficult national security question when 
applied to a Title VII acquisition. Section 
706(b) also provides that information ac-
quired from an acquisition conducted under 
Section 703 shall be deemed to be informa-
tion acquired from an electronic surveillance 
pursuant to Title I of FISA for the purposes 
of Section 106 of FISA; however, the notice 
provision of subsection (j) applies. Section 
706 ensures a uniform standard for the types 
of information acquired under the new title. 
Section 707. Congressional Oversight 

Section 707 provides for additional congres-
sional oversight of the implementation of 
Title VII. The Attorney General is to fully 
inform ‘‘in a manner consistent with na-
tional security’’ the congressional intel-
ligence and judiciary committees about im-
plementation of the Act at least semiannu-
ally. Each report is to include any certifi-
cations made under Section 702, the reasons 
for any determinations made under Section 
702(c)(2), any directives issued during the re-
porting period, a description of the judicial 
review during the reporting period to include 
a copy of any order or pleading that contains 

a significant legal interpretation of Section 
702, incidents of noncompliance and proce-
dures to implement the section. With respect 
to Sections 703 and 704, the report must con-
tain the number of applications made for or-
ders under each section and the number of 
such orders granted, modified and denied, as 
well as the number of emergency authoriza-
tions made pursuant to each section and the 
subsequent orders approving or denying the 
relevant application. 
Section 708. Savings Provision 

Section 708 provides that nothing in Title 
VII shall be construed to limit the authority 
of the Government to seek an order or au-
thorization under, or otherwise engage in 
any activity that is authorized under, any 
other title of FISA. This language is de-
signed to ensure that Title VII cannot be in-
terpreted to prevent the Government from 
submitting applications and seeking orders 
under other titles of FISA. 
Section 101(b). Table of Contents 

Section 101(b) of the bill amends the table 
of contents in the first section of FISA. 
Subsection 101(c). Technical and Conforming 

Amendments 
Section 101(c) of the bill provides for tech-

nical and conforming amendments in Title 18 
of the United States Code and in FISA. 
Section 102. Statement of Exclusive Means by 

which Electronic Surveillance and Intercep-
tion of Certain Communications May Be 
Conducted 

Section 102(a) amends Title I of FISA by 
adding a new Section 112 of FISA. Under the 
heading of ‘‘Statement of Exclusive Means 
by which Electronic Surveillance and Inter-
ception of Certain Communications May Be 
Conducted,’’ the new Section 112(a) states: 
‘‘Except as provided in subsection (b), the 
procedures of chapters 119, 121 and 126 of 
Title 18, United States Code, and this Act 
shall be the exclusive means by which elec-
tronic surveillance and the interception of 
domestic wire, oral, or electronic commu-
nication may be conducted.’’ New Section 
112(b) of FISA provides that only an express 
statutory authorization for electronic sur-
veillance or the interception of domestic 
wire, oral, or electronic communications, 
other than as an amendment to FISA or 
chapters 119, 121, or 206 of Title 18 shall con-
stitute an additional exclusive means for the 
purpose of subsection (a). The new Section 
112 is based on a provision which Congress 
enacted in 1978 as part of the original FISA 
that is codified in Section 2511(2)(f) of Title 
18, United States Code, and which will re-
main in the U.S. Code. 

Section 102(a) strengthens the statutory 
provisions pertaining to electronic surveil-
lance and interception of certain commu-
nications to clarify the express intent of 
Congress that these statutory provisions are 
the exclusive means for conducting elec-
tronic surveillance and interception of cer-
tain communications. This section makes it 
clear that any existing statute cannot be 
used in the future as the statutory basis for 
circumventing FISA. Section 102(a) is in-
tended to ensure that additional exclusive 
means for surveillance or interceptions shall 
be express statutory authorizations. 

In accord with Section 102(b) of the bill, 
Section 109 of FISA that provides for crimi-
nal penalties for violations of FISA, is 
amended to implement the exclusivity re-
quirement added in Section 112 by making 
clear that the safe harbor to FISA’s criminal 
offense provision is limited to statutory au-
thorizations for electronic surveillance or 
the interception of domestic wire, oral, or 
electronic communications which are pursu-
ant to a provision of FISA, one of the enu-
merated chapters of the criminal code, or a 
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statutory authorization that expressly pro-
vides an additional exclusive means for con-
ducting the electronic surveillance. By vir-
tue of the cross-reference in Section 110 of 
FISA to Section 109, that limitation on the 
safe harbor in Section 109 applies equally to 
Section 110 on civil liability for conducting 
unlawful electronic surveillance. 

Section 102(c) requires that, if a certifi-
cation for assistance to obtain foreign intel-
ligence is based on statutory authority, the 
certification provided to an electronic com-
munication service provider is to include the 
specific statutory authorization for the re-
quest for assistance and certify that the 
statutory requirements have been met. This 
provision is designed to assist electronic 
communication service providers in under-
standing the legal basis for any government 
request for assistance. 

In the section-by-section analysis of S. 
2248, the report of the Select Committee on 
Intelligence (S. Rep. No. 110–209, at 18) de-
scribed and incorporated the discussion of 
exclusivity in the 1978 conference report on 
the original Foreign Intelligence Surveil-
lance Act, in particular the conferees’ de-
scription of the analysis in Youngstown Sheet 
and Tube Co. v. Sawyer, 343 U.S. 579, 637 (1952) 
and the application of the principles de-
scribed there to the current legislation. That 
full discussion should be deemed incor-
porated in this section-by-section analysis. 

Section 102 of the bill will not—and can-
not—preclude the President from exercising 
his Article II constitutional authority to 
conduct warrantless foreign intelligence sur-
veillance. At most, this exclusive means pro-
vision only places the President at his ‘‘low-
est ebb’’ under the third prong of the 
Youngstown case analysis. That is exactly 
where the President was when FISA was 
passed back in 1978 and the ‘‘revised’’ exclu-
sive means provision in this bill does not 
change this fact. Even at his lowest ebb, the 
President’s authority with respect to inter-
cepting enemy communications is still quite 
strong, especially when compared to the non- 
existent capability of Congress to engage in 
similar interception activities. 

Further, Section 102(c) actually reinforces 
the President’s Article II authority, stating 
that ‘‘if a certification . . . for assistance to 
obtain foreign intelligence information is 
based on statutory authority, the certifi-
cation shall identify the specific statutory 
provision and shall certify that the statu-
tory requirements have been met.’’ The im-
plication from such language is that if a cer-
tification is not based on statutory author-
ity, then citing statutory authority would be 
unnecessary. This language thus acknowl-
edges that certifications may be based on 
something other than statutory authority, 
namely the President’s inherent constitu-
tional authority. 
Section 103. Submittal to Congress of Certain 

Court Orders under the Foreign Intelligence 
Surveillance Act of 1978 

Section 6002 of the Intelligence Reform Act 
and Terrorism Prevention Act of 2004 (Pub. 
L. 108–458), added a Title VI to FISA that 
augments the semiannual reporting obliga-
tions of the Attorney General to the intel-
ligence and judiciary committees of the Sen-
ate and House of Representatives. Under Sec-
tion 6002, the Attorney General shall report 
a summary of significant legal interpreta-
tions of FISA in matters before the FISA 
Court or Foreign Intelligence Surveillance 
Court of Review. The requirement extends to 
interpretations presented in applications or 
pleadings filed with either court by the De-
partment of Justice. In addition to the semi-
annual summary, the Department of Justice 
is required to provide copies of court deci-
sions, but not orders, which include signifi-

cant interpretations of FISA. The impor-
tance of the reporting requirement is that, 
because the two courts conduct their busi-
ness in secret, Congress needs the reports to 
know how the law it has enacted is being in-
terpreted. 

Section 103 adds to the Title VI reporting 
requirements in three ways. First, as signifi-
cant legal interpretations may be included 
in orders as well as opinions, Section 103 re-
quires that orders also be provided to the 
committees. Second, as the semiannual re-
port often takes many months after the end 
of the semiannual period to prepare, Section 
103 accelerates provision of information 
about significant legal interpretations by re-
quiring the submission of such decisions, or-
ders, or opinions within 45 days. Finally, 
Section 103 requires that the Attorney Gen-
eral shall submit a copy of any such deci-
sion, order, or opinion, and any pleadings, 
applications, or memoranda of law associ-
ated with such decision, order, or opinion, 
from the period five years preceding enact-
ment of the bill that has not previously been 
submitted to the congressional intelligence 
and judiciary committees. The Attorney 
General, in consultation with the Director of 
National Intelligence, may authorize 
redactions of documents submitted in ac-
cordance with subsection 103(c) as necessary 
to protect national security. 

OVERVIEW OF SECTIONS 104 THROUGH SECTION 
109; FISA STREAMLINING 

Sections 104 through 109 amend various 
sections of FISA for such purposes as reduc-
ing a paperwork requirement, modifying 
time requirements, or providing additional 
flexibility in terms of the range of Govern-
ment officials who may authorize FISA ac-
tions. Collectively, these amendments are 
described as streamlining amendments. In 
general, they are intended to increase the ef-
ficiency of the FISA process without depriv-
ing the FISA Court of the information it 
needs to make findings required under FISA. 
Section 104. Applications for Court Orders 

Section 104 of the bill strikes two of the 
eleven paragraphs on standard information 
in an application for a surveillance order 
under Section 104 of FISA, either because the 
information is provided elsewhere in the ap-
plication process or is not needed. 

In various places, FISA has required the 
submission of ‘‘detailed’’ information, as in 
Section 104 of FISA, ‘‘a detailed description 
of the nature of the information sought and 
the type of communications or activities to 
be subjected to the surveillance.’’ The DNI 
requested legislation that asked that ‘‘sum-
mary’’ be substituted for ‘‘detailed’’ for this 
and other application requirements, in order 
to reduce the length of FISA applications. In 
general, the bill approaches this by elimi-
nating the mandate for ‘‘detailed’’ descrip-
tions, leaving it to the FISA Court and the 
Government to work out the level of speci-
ficity needed by the FISA Court to perform 
its statutory responsibilities. With respect 
to one item of information, ‘‘a statement of 
the means by which the surveillance will be 
effected,’’ the bill modifies the requirement 
by allowing for ‘‘a summary statement.’’ 

In aid of flexibility, Section 104 increases 
the number of individuals who may make 
FISA applications by allowing the President 
to designate the Deputy Director of the Fed-
eral Bureau of Investigation (‘‘FBI’’) as one 
of those individuals. This should enable the 
Government to move more expeditiously to 
obtain certifications when the Director of 
the FBI is away from Washington or other-
wise unavailable. 

Subsection (b) of Section 104 of FISA is 
eliminated as obsolete in light of current ap-
plications. The Director of the Central Intel-
ligence Agency is added to the list of offi-

cials who may make a written request to the 
Attorney General to personally review a 
FISA application as the head of the CIA had 
this authority prior to the establishment of 
the Office of the Director of National Intel-
ligence. 
Section 105. Issuance of an Order 

Section 105 strikes from Section 105 of 
FISA several unnecessary or obsolete provi-
sions. Section 105 strikes subsection (c)(1)(F) 
of Section 105 of FISA which requires mini-
mization procedures applicable to each sur-
veillance device employed because Section 
105(c)(2)(A) requires each order approving 
electronic surveillance to direct the mini-
mization procedures to be followed. 

Subsection (a)(6) reorganizes, in more read-
able form, the emergency surveillance provi-
sion of Section 105(f), now redesignated Sec-
tion 105(e), with a substantive change of ex-
tending from 3 to 7 days the time by which 
the Attorney General must apply for and ob-
tain a court order after authorizing an emer-
gency surveillance. The purpose of the 
change is to ease the administrative burdens 
upon the Department of Justice, the Intel-
ligence Community, and the FISA Court cur-
rently imposed by the three-day require-
ment. 

Subsection (a)(7) adds a new paragraph to 
Section 105 of FISA to require the FISA 
Court, on the Government’s request, when 
granting an application for electronic sur-
veillance, to authorize at the same time the 
installation and use of pen registers and trap 
and trace devices. This change recognizes 
that when the Intelligence Community seeks 
to use electronic surveillance, pen register 
and trap and trace information is often es-
sential to conducting complete surveillance, 
and the Government should not need to file 
two separate applications. 
Section 106. Use of Information 

Section 106 amends Section 106(i) of FISA 
with regard to the limitations on the use of 
unintentionally acquired information. Cur-
rently, Section 106(i) of FISA provides that 
unintentionally acquired radio communica-
tion between persons located in the United 
States must be destroyed unless the Attor-
ney General determines that the contents of 
the communications indicates a threat of 
death or serious bodily harm to any person. 
Section 106 of the bill amends subsection 
106(i) of FISA by making it technology neu-
tral on the principle that the same rule for 
the use of information indicating threats of 
death or serious harm should apply no mat-
ter how the communication is transmitted. 
Section 107. Amendments for Physical Searches 

Section 107 makes changes to Title III of 
FISA: changing applications and orders for 
physical searches to correspond to changes 
in Sections 104 and 105 on reduction of some 
application paperwork; providing the FBI 
with administrative flexibility in enabling 
its Deputy Director to be a certifying officer; 
and extending the time, from 3 days to 7 
days, for applying for and obtaining a court 
order after authorization of an emergency 
search. 

Section 303(a)(4)(C), which will be redesig-
nated Section 303(a)(3)(C), requires that each 
application for physical search authority 
state the applicant’s belief that the property 
is ‘‘owned, used, possessed by, or is in trans-
mit to or from’’ a foreign power or an agent 
of a foreign power. In order to provide needed 
flexibility and to make the provision con-
sistent with electronic surveillance provi-
sions, Section 107(a)(1)(D) of the bill allows 
the FBI to apply for authority to search 
property that also is ‘‘about to be’’ owned, 
used, or possessed by a foreign power or 
agent of a foreign power, or in transit to or 
from one. 
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Section 108. Amendments for Emergency Pen 

Registers and Trap and Trace Devices 
Section 108 amends Section 403 of FISA to 

extend from 2 days to 7 days the time for ap-
plying for and obtaining a court order after 
an emergency installation of a pen register 
or trap and trace device. This change har-
monizes among FISA’s provisions for elec-
tronic surveillance, search, and pen register/ 
trap and trace authority the time require-
ments that follow the Attorney General’s de-
cision to take emergency action. 
Section 109. Foreign Intelligence Surveillance 

Court 
Section 109 contains four amendments to 

Section 103 of FISA, which establishes the 
FISA Court and the Foreign Intelligence 
Surveillance Court of Review. 

Section 109(a) amends Section 103 to pro-
vide that judges on the FISA Court shall be 
drawn from ‘‘at least seven’’ of the United 
States judicial circuits. The current require-
ment—that the eleven judges be drawn from 
seven judicial circuits (with the number ap-
pearing to be a ceiling rather than a floor) 
has proven unnecessarily restrictive or com-
plicated for the designation of the judges to 
the FISA Court. 

Section 109(b) amends Section 103 to allow 
the FISA Court to hold a hearing or rehear-
ing of a matter en banc, which is by all the 
judges who constitute the FISA Court sit-
ting together. The Court may determine to 
do this on its own initiative, at the request 
of the Government in any proceeding under 
FISA, or at the request of a party in the few 
proceedings in which a private entity or per-
son may be a party, i.e., challenges to docu-
ment production orders under Title V, or 
proceedings on the legality or enforcement 
of directives to electronic communication 
service providers under Title VII. 

Under Section 109(b), en banc review may 
be ordered by a majority of the judges who 
constitute the FISA Court upon a determina-
tion that it is necessary to secure or main-
tain uniformity of the court’s decisions or 
that a particular proceeding involves a ques-
tion of exceptional importance. En banc pro-
ceedings should be rare and in the interest of 
the general objective of fostering expeditious 
consideration of matters before the FISA 
Court. 

Section 109(c) provides authority for the 
entry of stays, or the entry of orders modi-
fying orders entered by the FISA Court or 
the Foreign Intelligence Surveillance Court 
of Review, pending appeal or review in the 
Supreme Court. This authority is supple-
mental to, and does not supersede, the spe-
cific provision in Section 702(i)(4)(B) that ac-
quisitions under Title VII may continue dur-
ing the pendency of any rehearing en banc 
and appeal to the Court of Review subject to 
the requirement for a determination within 
60 days under Section 702(i)(4)(C). 

Section 109(d) provides that nothing in 
FISA shall be construed to reduce or con-
travene the inherent authority of the FISA 
Court to determine or enforce compliance 
with an order or a rule of that court or with 
a procedure approved by it. The recognition 
in subsection (d) of the FISA Court’s inher-
ent authority to determine or enforce com-
pliance with a court order, rule, or procedure 
does not authorize the Court to assess com-
pliance with the minimization procedures 
used in the foreign targeting context. This 
conclusion is based upon three observations. 

First, Section 702 contains no explicit stat-
utory provision that authorizes the FISA 
Court to assess compliance with the mini-
mization procedures in the foreign targeting 
context. If it had so desired, Congress could 
have included a specific statutory authoriza-
tion like those included in Sections 105(d)(3), 
304(d)(3), and 703(c)(7). In fact, there were 

several unsuccessful efforts during the legis-
lative process to include a specific statutory 
authorization in this bill. 

Second, the Court’s inherent authority to 
review and approve minimization procedures 
in the context of domestic electronic surveil-
lance or physical searches is different from 
its inherent authority to review and approve 
minimization procedures in the foreign tar-
geting context. In the domestic context, the 
Court must direct that the minimization 
procedures be followed. See Sections 
105(c)(2)(A), 304(c)(2)(A), and 703(c)(5)(A). 
There is no such requirement in the foreign 
targeting context. Instead, the Court’s judi-
cial review is limited to assessing whether 
the procedures meet the definition of mini-
mization procedures under FISA. See Sec-
tion 702(i)(2)(C). When the Court issues an 
order under Section 702, it merely enters an 
order approving the use of the minimization 
procedures for the acquisition. See 
702(i)(3)(A). This limitation on the scope of 
the Court’s order in the foreign targeting 
context should be interpreted as not pro-
viding the Court with any inherent author-
ity to assess compliance with the approved 
minimization procedures in the foreign tar-
geting context. 

Finally, assessing compliance with mini-
mization procedures in the foreign targeting 
context has historically been a responsibility 
performed by the Executive branch. This bill 
preserves that responsibility by requiring 
the Attorney General and the Director of Na-
tional Intelligence to assess compliance with 
the minimization procedures on a semi-an-
nual basis. See Section 702(l)(1). Inspectors 
General of each element of the Intelligence 
Community are authorized to review compli-
ance with the adopted minimization proce-
dures. See Section 702(l)(2). Also, the heads 
of each element of the Intelligence Commu-
nity are required to conduct an annual re-
view to evaluate the adequacy of the mini-
mization procedures used by their element in 
conducting a particular acquisition. See Sec-
tion 702(l)(3). Conversely, the FISA Court has 
little, if any, historical experience with as-
sessing compliance with minimization in the 
context of foreign targeting. There are sig-
nificant differences between the scope, pur-
pose, and means by which the acquisition of 
foreign intelligence is conducted in the do-
mestic and foreign targeting contexts. While 
the FISA Court is well-suited to assess com-
pliance with minimization procedures in the 
domestic context, such assessment is better 
left to the Executive branch in the foreign 
targeting context. 
Section 110. Weapons of Mass Destruction 

Section 110 amends the definitions in FISA 
of foreign power and agent of a foreign power 
to include individuals who are not United 
States persons and entities not substantially 
composed of United States persons that are 
engaged in the international proliferation of 
weapons of mass destruction. Section 110 
also adds a definition of weapon of mass de-
struction to the Act that defines weapons of 
mass destruction to cover explosive, incen-
diary, or poison gas devices that are de-
signed, intended to, or have the capability to 
cause a mass casualty incident or death, and 
biological, chemical and nuclear weapons 
that are designed, intended to, or have the 
capability to cause illness or serious bodily 
injury to a significant number of persons. 
Section 110 also makes corresponding tech-
nical and conforming changes to FISA. 

TITLE II. PROTECTIONS FOR ELECTRONIC 
COMMUNICATION SERVICE PROVIDERS 

This title establishes a new Title VIII of 
FISA. The title addresses liability relief for 
electronic communication service providers 
who have been alleged in various civil ac-
tions to have assisted the U.S. Government 

between September 11, 2001, and January 17, 
2007, when the Attorney General announced 
the termination of the Terrorist Surveil-
lance Program. In addition, Title VIII con-
tains provisions of law intended to imple-
ment statutory defenses for electronic com-
munication service providers and others who 
assist the Government in accordance with 
precise, existing legal requirements, and pro-
vides for federal preemption of state inves-
tigations. The liability protection provisions 
of Title VIII are not subject to sunset. 

Section 801. Definitions 

Section 801 establishes definitions for Title 
VIII. Several are of particular importance. 

The term ‘‘assistance’’ is defined to mean 
the provision of, or the provision of access 
to, information, facilities, or another form of 
assistance. The word ‘‘information’’ is itself 
described in a parenthetical to include com-
munication contents, communication 
records, or other information relating to a 
customer or communications. ‘‘Contents’’ is 
defined by reference to its meaning in Title 
I of FISA. By that reference, it includes any 
information concerning the identity of the 
parties to a communication or the existence, 
substance, purport, or meaning of it. 

The term ‘‘civil action’’ is defined to in-
clude a ‘‘covered civil action.’’ Thus, ‘‘cov-
ered civil actions’’ are a subset of civil ac-
tions, and everything in new Title VIII that 
is applicable generally to civil actions is also 
applicable to ‘‘covered civil actions.’’ A 
‘‘covered civil action’’ has two key elements. 
It is defined as a civil action filed in a fed-
eral or state court which (1) alleges that an 
electronic communication service provider 
(a defined term) furnished assistance to an 
element of the intelligence community and 
(2) seeks monetary or other relief from the 
electronic communication service provider 
related to the provision of the assistance. 
Both elements must be present for the law-
suit to be a covered civil action. 

The term ‘‘person’’ (the full universe of 
those protected by Section 802) is necessarily 
broader than the definition of electronic 
communication service provider. The aspects 
of Title VIII that apply to those who assist 
the Government in accordance with precise, 
existing legal requirements apply to all who 
may be ordered to provide assistance under 
FISA, such as custodians of records who may 
be directed to produce records by the FISA 
Court under Title V of FISA or landlords 
who may be required to provide access under 
Title I or III of FISA, not just to electronic 
communication service providers. 

Section 802. Procedures for Implementing Statu-
tory Defenses 

Section 802 establishes procedures for im-
plementing statutory defenses. Notwith-
standing any other provision of law, no civil 
action may lie or be maintained in a federal 
or state court against any person for pro-
viding assistance to an element of the intel-
ligence community, and shall be promptly 
dismissed, if the Attorney General makes a 
certification to the district court in which 
the action is pending. (If an action had been 
commenced in state court, it would have to 
be removed, pursuant to Section 802(g) to a 
district court, where a certification under 
Section 802 could be filed.) The certification 
must state either that the assistance was not 
provided (Section 802(a)(5)) or, if furnished, 
that it was provided pursuant to specific 
statutory requirements (Sections 802(a)(1–4)). 
Three of these underlying requirements, 
which are specifically described in Section 
802 (Sections 802(a)(1–3)), come from existing 
law. They include: an order of the FISA 
Court directing assistance, a certification in 
writing under Sections 2511(2)(a)(ii)(B) or 
2709(b) of Title 18, or directives to electronic 
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communication service providers under par-
ticular sections of FISA or the Protect 
America Act. 

The Attorney General may only make a 
certification under the fourth statutory re-
quirement, Section 802(a)(4), if the civil ac-
tion is a covered civil action (as defined in 
Section 801(5)). To satisfy the requirements 
of Section 802(a)(4), the Attorney General 
must certify first that the assistance alleged 
to have been provided by the electronic com-
munication service provider was in connec-
tion with an intelligence activity involving 
communications that was (1) authorized by 
the President between September 11, 2001 and 
January 17, 2007 and (2) designed to detect or 
prevent a terrorist attack or preparations 
for one against the United States. In addi-
tion, the Attorney General must also certify 
that the assistance was the subject of a writ-
ten request or directive, or a series of writ-
ten requests or directives, from the Attorney 
General or the head (or deputy to the head) 
of an element of the intelligence community 
to the electronic communication service pro-
vider indicating that the activity was (1) au-
thorized by the President and (2) determined 
to be lawful. The report of the Select Com-
mittee on Intelligence contained a descrip-
tion of the relevant correspondence provided 
to electronic communication service pro-
viders (S. Rep. No. 110–209, at 9). 

The district court must give effect to the 
Attorney General’s certification unless the 
court finds it is not supported by substantial 
evidence provided to the court pursuant to 
this section. In its review, the court may ex-
amine any relevant court order, certifi-
cation, written request or directive sub-
mitted by the Attorney General pursuant to 
subsection (b)(2) or by the parties pursuant 
to subsection (d). 

If the Attorney General files a declaration 
that disclosure of a certification or supple-
mental materials would harm national secu-
rity, the court shall review the certification 
and supplemental materials in camera and 
ex parte, which means with only the Govern-
ment present. A public order following that 
review shall be limited to a statement as to 
whether the case is dismissed and a descrip-
tion of the legal standards that govern the 
order, without disclosing the basis for the 
certification of the Attorney General. The 
purpose of this requirement is to protect the 
classified national security information in-
volved in the identification of providers who 
assist the Government. A public order shall 
not disclose whether the certification was 
based on an order, certification, or directive, 
or on the ground that the electronic commu-
nication service provider furnished no assist-
ance. Because the district court must find 
that the certification—including a certifi-
cation that states that a party did not pro-
vide the alleged assistance—is supported by 
substantial evidence in order to dismiss a 
case, an order failing to dismiss a case is 
only a conclusion that the substantial evi-
dence test has not been met. It does not indi-
cate whether a particular provider assisted 
the government. 

Subsection (d) makes clear that any plain-
tiff or defendant in a civil action may sub-
mit any relevant court order, certification, 
written request, or directive to the district 
court for review and be permitted to partici-
pate in the briefing or argument of any legal 
issue in a judicial proceeding conducted pur-
suant to this section, to the extent that such 
participation does not require the disclosure 
of classified information to such party. The 
authorities of the Attorney General under 
Section 802 are to be performed only by the 
Attorney General, the Acting Attorney Gen-
eral, or the Deputy Attorney General. 

In adopting the portions of Section 802 
that allow for liability protection for those 

electronic communication service providers 
who may have participated in the program of 
intelligence activity involving communica-
tions authorized by the President between 
September 11, 2001, and January 17, 2007, the 
Congress makes no statement on the legality 
of the program. The extension of immunity 
in Section 802 also reflects the Congress’s de-
termination that the electronic communica-
tion service providers acted on a good faith 
belief that the President’s program, and 
their assistance, was lawful. Both of these 
assertions are in accord with the statements 
in the report of the Senate Intelligence Com-
mittee. S. Rep. No. 110–209, at 9. 
Section 803. Preemption of State Investigations 

Section 803 addresses actions taken by a 
number of state regulatory commissions to 
force disclosure of information concerning 
cooperation by state regulated electronic 
communication service providers with U.S. 
intelligence agencies. Section 803 preempts 
these state actions and authorizes the 
United States to bring suit to enforce the 
prohibition. 
Section 804. Reporting 

Section 804 provides for oversight of the 
implementation of Title VIII. On a semi-
annual basis, the Attorney General is to pro-
vide to the appropriate congressional com-
mittees a report on any certifications made 
under Section 802, a description of the judi-
cial review of the certifications made under 
Section 802, and any actions taken to enforce 
the provisions of Section 803. 
Section 202. Technical Amendments 

Section 202 amends the table of contents of 
the first section of FISA. 

TITLE III. REVIEW OF PREVIOUS ACTIONS 
Title III directs the Inspectors General of 

the Department of Justice, the Office of the 
Director of National Intelligence, the De-
partment of Defense, the National Security 
Agency, and any other element of the intel-
ligence community that participated in the 
President’s surveillance program, defined in 
the title to mean the intelligence activity 
involving communications that was author-
ized by the President during the period be-
ginning on September 11, 2001, and ending on 
January 17, 2007, to complete a comprehen-
sive review of the program with respect to 
the oversight authority and responsibility of 
each Inspector General. 

The review is to include: (1) all of the facts 
necessary to describe the establishment, im-
plementation, product, and use of the prod-
uct of the program; (2) access to legal re-
views of the program and information about 
the program; (3) communications with, and 
participation of, individuals and entities in 
the private sector related to the program; (4) 
interaction with the FISA Court and transi-
tion to court orders related to the program; 
and (5) any other matters identified by any 
such Inspector General that would enable 
that inspector general to complete a review 
of the program with respect to the Inspector 
General’s department or element. While 
other versions of this Inspector General 
audit provision may have included the re-
quirement that the Inspectors General re-
view the ‘‘substance’’ of the legal reviews or 
opinions regarding the President’s Terrorist 
Surveillance Program, this bill expressly ex-
cludes that language. Thus, it is not in-
tended for the Inspectors General to deter-
mine or consider the legality of the Terrorist 
Surveillance Program. 

The Inspectors General are directed to 
work in conjunction, to the extent prac-
ticable, with other Inspectors General re-
quired to conduct a review, and not unneces-
sarily duplicate or delay any reviews or au-
dits that have already been completed or are 
being undertaken with respect to the pro-

gram. In addition, the Counsel of the Office 
of Professional Responsibility of the Depart-
ment of Justice is directed to provide the re-
port of any investigation of that office relat-
ing to the program, including any investiga-
tion of the process through which the legal 
reviews of the program were conducted and 
the substance of such reviews, to the Inspec-
tor General of the Department of Justice, 
who shall integrate the factual findings and 
conclusions of such investigation into its re-
view. 

The Inspectors General shall designate one 
of the Senate confirmed Inspectors General 
required to conduct a review to coordinate 
the conduct of the reviews and the prepara-
tion of the reports. The Inspectors General 
are to submit an interim report within sixty 
days to the appropriate congressional com-
mittees on their planned scope of review. 
The final report is to be completed no later 
than one year after enactment and shall be 
submitted in unclassified form, but may in-
clude a classified annex. 

TITLE IV. OTHER PROVISIONS 

Section 401. Severability 

Section 401 provides that if any provision 
of this bill or its application is held invalid, 
the validity of the remainder of the Act and 
its application to other persons or cir-
cumstances is unaffected. 

Section 402. Effective Date 

Section 402 provides that except as pro-
vided in the transition procedures (Section 
404 of the title), the amendments made by 
the bill shall take effect immediately. 

Section 403. Repeals 

Section 403(a) provides for the repeal of 
those sections of FISA enacted as amend-
ments to FISA by the Protect America Act, 
except as provided otherwise in the transi-
tion procedures of Section 404, and makes 
technical and conforming amendments. 

Section 403(b) provides for the sunset of 
the FISA Amendments Act on December 31, 
2012, except as provided in Section 404 of the 
bill. This date ensures that the amendments 
by the Act will be reviewed during the next 
presidential administration. The subsection 
also makes technical and conforming amend-
ments. 

Section 404. Transition Procedures 

Section 404 establishes transition proce-
dures for the Protect America Act and the 
Foreign Intelligence Surveillance Act 
Amendments of 2008. 

Subsection (a)(1) continues in effect orders, 
authorizations, and directives issued under 
FISA, as amended by Section 2 of the Pro-
tect America Act, until the expiration of 
such order, authorization or directive. 

Subsection (a)(2) sets forth the provisions 
of FISA and the Protect America Act that 
continue to apply to any acquisition con-
ducted under such Protect America Act 
order, authorization or directive. In addi-
tion, subsection (a) clarifies the following 
provisions of the Protect America Act: the 
protection from liability provision of sub-
section (l) of Section 105B of FISA as added 
by Section 2 of the Protect America Act; ju-
risdiction of the FISA Court with respect to 
a directive issued pursuant to the Protect 
America Act, and the Protect America Act 
reporting requirements of the Attorney Gen-
eral and the DNI. Subsection (a) is made ef-
fective as of the date of enactment of the 
Protect America Act (August 5, 2007). The 
purpose of these clarifications and the effec-
tive date for them is to ensure that there are 
no gaps in the legal protections contained in 
that act, including for authorized collection 
following the sunset of the Protect America 
Act, notwithstanding that its sunset provi-
sion was only extended once until February 
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16, 2008. Additionally, subsection (a)(3) fills a 
void in the Protect America Act and applies 
the use provisions of Section 106 of FISA to 
collection under the Protect America Act, in 
the same manner that Section 706 does for 
collection under Title VII. 

In addition, subsection (a)(7) makes clear 
that if the Attorney General and the DNI 
seek to replace an authorization made pursu-
ant to the Protect America Act with an au-
thorization made under Section 702, as added 
by this bill, they are, to the extent prac-
ticable, to submit a certification to the FISA 
Court at least 30 days in advance of the expi-
ration of such authorization. The authoriza-
tions, and any directives issued pursuant to 
the authorization, are to remain in effect 
until the FISA Court issues an order with re-
spect to that certification. 

Subsection (b) provides similar treatment 
for any order of the FISA Court issued under 
Title VII of this bill in effect on December 
31, 2012. 

Subsection (c) provides transition proce-
dures for the authorizations in effect under 
Section 2.5 of Executive Order 12333. Those 
authorizations shall continue in effect until 
the earlier of the date that authorization ex-
pires or the date that is 90 days after the en-
actment of this Act. This transition provi-
sion is particularly applicable to the transi-
tion to FISA Court orders that will occur as 
a result of Sections 703 and 704 of FISA, as 
added by this bill. 

Mr. BOND. Mr. President, before the 
recess I mentioned how the press 
picked up on the similarities between 
this bill and the Senate bill and how 
they kept asking me to help find out 
the big changes in the bill that no one 
could find. Well, they stopped asking 
me that question because they realized 
there is not much that is significantly 
different, save some cosmetic fixes 
that satisfied the House Democratic 
leadership. Since we started with a bi-
partisan product here in the Senate, 
that means we still have a very strong 
bipartisan bill before us. 

I am very pleased that the strong li-
ability protections the Senate bill of-
fered are still in place and our vital in-
telligence sources and intelligence 
methods will be safeguarded. I am 
pleased this compromise preserves the 
ability of the intelligence community 
to collect foreign intelligence quickly 
and in exigent circumstances without 
any prior court review. I am also 
pleased that the 2012 sunset—3 years 
longer than any sunset previously of-
fered in any House bill—will give our 
intelligence collectors the certainty 
they need and the tools they use to 
keep us safe. I am confident that the 
few changes we made to the Senate bill 
in H.R. 6304 will not diminish the intel-
ligence community’s ability to target 
terrorists overseas, and the Director of 
National Intelligence—the DNI—and 
the Attorney General agree. 

I will highlight for my colleagues 
five of the six main tweaks to the Sen-
ate bill that we find in the bill before 
us, as nuanced as they may be. I say 
‘‘five’’ because one of these tweaks I 
explained in detail before the recess. I 
trust all of my colleagues remember 
that discussion very clearly. It was 
that the civil liability protection pro-
vision was slightly modified but still 
ensures that the companies who may, 

in good faith, have assisted the Govern-
ment in the terrorist surveillance pro-
gram, or TSP, will receive relief. An-
other way to describe it is that we have 
essentially provided the district court 
with an appellate standard review just 
as we did in the Senate bill. Congress 
affirms in this legislation that the law-
suits will be dismissed unless the dis-
trict court judge determines that the 
Attorney General’s certification was 
not supported by substantial evidence 
based on the information the Attorney 
General provides to the court. The in-
tent of Congress is clear. The Intel-
ligence Committee found that the com-
panies deserve liability protection. 
They were asked by legitimate Govern-
ment authorities to assist them in a 
program to keep our country safe. 
They did it, and now they are being 
thanked by lawsuits designed not only 
to destroy their reputation but to de-
stroy the program. 

There are several misconceptions 
that were brought up in the discussions 
today. Several have said that we don’t 
know what we are granting immunity 
for; we shouldn’t grant it without re-
viewing the litigation; and there were 
70 Members of the Senate who haven’t 
even been briefed on the program. Well, 
the reason the Senate Select Com-
mittee on Intelligence was set up was 
to review some of the most important 
and highly classified intelligence-gath-
ering activities of the intelligence 
community. It was agreed, as we all be-
lieve very strongly, that these are very 
important tools. No. 1, they must be 
overseen carefully to make sure that 
the constitutional rights, the privacy 
rights of American citizens, are pro-
tected, and at the same time, within 
the constitutional framework, the abil-
ity of the limited authority of the in-
telligence community to collect the in-
telligence is not inhibited. That is 
what the Senate Intelligence Com-
mittee has done in reporting out this 
bill on a 13-to-2 vote. I am very pleased 
that our colleagues showed confidence 
in us by passing this, essentially the 
same measure, 68 to 29 in February. 

There are some who say we don’t 
even know whom we are granting im-
munity to or what we are granting it 
to. Very simply, the people—the car-
riers, the good citizens—who responded 
to the request to protect our country 
from terrorist acts are now being sued, 
and some of them who didn’t even par-
ticipate may be sued. They can’t say 
whether they participated. We are only 
saying if the Attorney General pro-
vides information to be judged on an 
appellate standard that is not without 
substantial supporting evidence, then 
these companies should be dismissed, 
either because they didn’t participate 
or they participated in good faith. 

It does not, as I pointed out, say the 
Government cannot be sued. There are 
some who believe—and I think they are 
wrong—that the President’s TSP was 
unlawful. That can be litigated in the 
court system. It is being litigated. I 
will discuss further Judge Walker’s 

opinion and why I think it is wrong and 
it will not stand up, but that doesn’t 
change the fact that at the time the 
Attorney General told these American 
companies, these good citizens, that it 
was lawful for them to participate and 
they needed that help, they provided 
that help, and helped to keep our coun-
try safe. We should not thank them by 
slapping them with lawsuits that 
would not only destroy their reputa-
tion, endanger their personnel here and 
abroad, but potentially disclose even 
more of the operations of our very sen-
sitive electronic surveillance program. 
The more the terrorists who wish to do 
us harm learn about it, the better able 
they are to defend against it. 

These three amendments all seek to 
destroy that protection provided by 
good corporate citizens, patriotic 
Americans who are responding to a di-
rective of the President, approved by 
the Attorney General. 

Moving on to the first of the five 
items I haven’t discussed, the first 
item is the concept of prior court re-
view that was included in this lan-
guage. It is important for all of us to 
understand that prior court review is 
not prior court approval. Prior court 
approval occurs when the court ap-
proves the actual acquisition of elec-
tronic surveillance as it does in the do-
mestic FISA context. Prior court re-
view, on the other hand, is limited to 
the court’s review of the Government’s 
certification and the targeting and 
minimization procedures. The prior 
court review contained in this bill is 
essentially the same as it was under 
the bipartisan Senate bill. However, 
the timing has been changed to allow 
the court to conduct its review before 
the Attorney General and the DNI au-
thorize actual acquisition. 

The bottom line here is that what 
many of us feared in prior court ap-
proval scenarios has been avoided. To 
ensure that will always remain the 
case, we have included a generous ‘‘exi-
gent circumstances’’ provision offered 
by House Majority Leader HOYER that 
allows the Attorney General and the 
DNI to act immediately if intelligence 
may be lost or not timely acquired. I 
thank Leader HOYER for that sugges-
tion. Thus, a finding of exigent cir-
cumstances requires a much lower 
threshold than an emergency under 
traditional FISA. 

One of our nonnegotiables in reach-
ing this agreement is that the contin-
ued intelligence collection would be as-
sured and uninterrupted by court pro-
cedures and delays. It is only because 
this broad ‘‘exigent circumstances’’ ex-
emption allows for continuous collec-
tion that I can wholeheartedly support 
this nuanced version of prior court re-
view of the DNI and the AG authoriza-
tions. 

Second, we agreed to language in-
sisted upon by House Speaker PELOSI 
regarding an ‘‘exclusive means’’ provi-
sion. I am confident that the exclusive 
means provision we have agreed to will 
not—and indeed cannot—preclude the 
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President from exercising his constitu-
tional authority to conduct 
warrantless foreign intelligence sur-
veillance. That is the President’s arti-
cle II constitutional power that no 
statute can remove, and case law, in-
cluding recent statements in opinions 
by the FISA Court itself, reaffirmed 
this. 

I am aware, as several people have 
discussed, of the district court’s ruling 
last week in California where, in a suit 
against the Government, the judge 
stated in dicta that: 

Congress appears clearly to have intended 
to—and did—establish the exclusive means 
for foreign intelligence surveillance activi-
ties to be conducted. 

Interestingly, Judge Walker ignored 
legislative history which acknowledged 
the President’s inherent constitutional 
authority. Even though it may have 
been placed at the lowest ebb, if you 
agree with that interpretation of the 
constitutional limitations cited in the 
Senate Intelligence Committee report 
on the Senate FISA bill, he still has 
that authority. 

For a variety of reasons, I strongly 
believe Judge Walker’s decision will 
not stand on appeal. As to the court’s 
comments on exclusive means, there is 
a fair amount of dictum standing in op-
position to his opinion. I happen to 
think it is right. 

For example, the FISA Court in 2002 
ruled In re: Sealed Case—a very impor-
tant decision which I urge everybody 
to read, if they have time—noted with 
approval the U.S. Fourth Circuit’s 
holding in the Truong case that the 
President does have ‘‘inherent author-
ity to conduct warrantless searches to 
obtain foreign intelligence informa-
tion.’’ 

The Truong case involved a U.S. per-
son in the United States, and the sur-
veillance was ordered by the Carter ad-
ministration without getting a war-
rant. The Fourth Circuit upheld that 
action in the criminal prosecution of 
Truong. 

These decisions, along with others 
like them, were ignored by the analysis 
of the district court judge last week. 
At most, this exclusive means provi-
sion only places the President at his 
lowest ebb under the third prong of the 
steel seizure case analysis, which I do 
not accept as being valid. But if you 
use that test, it still exists. 

That is exactly where the President 
was when FISA was passed in 1978, and 
the revised exclusive means provision 
in this bill does not change that fact. 

We should remember, however, even 
at its lowest ebb, the President’s au-
thority with respect to intercepting 
enemy communications is still quite 
strong, especially when compared to 
the nonexistent capability of Congress 
to engage in similar interception ac-
tivities. 

It has been said that the President 
initiated this without any congres-
sional notice. I was not among them at 
the time, but I understand the Gang of 
8 was thoroughly briefed before they 

started this program. The Gang of 8, 
for those who may be listening and 
may not be aware, consists of the Re-
publican and Democratic leaders and 
second leaders in this body and the 
other body and the Democratic and Re-
publican leaders of the House and the 
Senate Intelligence Committees. I be-
lieve these people were briefed on this 
program, and I understand that advice 
was given in that meeting that we 
could not change the FISA statute to 
enable the collection of vital informa-
tion in any timely fashion; that we 
could not wait to start listening in on 
foreign terrorists abroad, possibly plot-
ting against this country, until we 
passed it. 

I think they were right. It has been 
15 months since we were told that we 
needed to revise FISA. Outside of one 
6-month, 15-day patch that we elected 
to adopt last August, we have not been 
able to change it. I hope a mere 15 
months will allow us to change it. But 
the fact is, had we not had the concur-
rence of the Gang of 8 in the TSP, it is 
likely we would not be talking with 
shock and horror about 9/11, but we 
would be talking about other similar 
incidents occurring in the United 
States. 

I believe with respect to the Speak-
er’s own language, conditional lan-
guage that she offered to us, it actually 
reinforces the President’s article II au-
thority. That bill language we accepted 
states: 

If a certification . . . for assistance to ob-
tain foreign intelligence information is 
based on statutory authority, the certifi-
cation shall identify the specific statutory 
provision and shall certify that the statu-
tory requirements have been met. 

The obvious implication from this 
language is if a certification is not 
based on statutory authority, then cit-
ing statutory authority would be un-
necessary. This language acknowledges 
that certifications may be based on 
something other than statutory au-
thority; namely, the President’s inher-
ent constitutional authority. Further-
more, the DNI and Attorney General 
have assured me there will not be any 
operational impediments due to this 
provision. From a constitutional per-
spective, this language actually im-
proved upon what we were looking at 
before in the Senate. 

What Congress is clearly saying in 
this language is FISA is the exclusive 
statutory means for conducting elec-
tronic surveillance for intelligence pur-
poses. 

I am well aware that some will argue 
that there is no nonstatutory or con-
stitutional means, but I can remember 
a long time ago when I was in a basic 
constitutional law course in law school 
that the Constitution trumps statutes. 
What the Constitution gives in rights 
or powers or authority cannot be 
exterminated, eliminated, or taken out 
by statute. 

The courts have clearly said the 
President has that constitutional au-
thority. I mentioned the Carter admin-

istration and the Truong case, but on a 
historical note, it is interesting to note 
that when President Clinton ordered a 
warrantless physical search, not elec-
tronic eavesdropping but a more intru-
sive, actual physical search of Aldrich 
Ames’ residence in 1993, Congress re-
sponded by seeking to bolster the 
President’s authority by updating 
FISA to include physical searches. 

Aldrich Ames is a U.S. citizen, prob-
ably still in prison. Let’s pause and 
think about that: President Clinton or-
dered a warrantless physical search of 
an American citizen inside the United 
States, and what did Congress do? Con-
gress sought to assist the President in-
stead of accuse him of illegal activity. 
It sought to help him. I would hope 
some of my colleagues would take a 
similar approach as we did with Presi-
dent Clinton before. 

Third, as a part of our compromise 
with the House Democrats, we agreed 
to replace our version of what we call 
a carve-out from the definition of elec-
tronic surveillance with their defini-
tion of a carve-out which they call con-
struction. Operationally, there is no 
difference between the two approaches, 
but we think our approach is more 
forthright with the American people 
because we put our carve-out right up 
front instead of burying it several 
chapters later in title VII of FISA as 
they wanted to do. 

Why did they do this? I am sure this 
is not of great moment to anybody 
here, but let me say that it was clear 
from negotiations the other side want-
ed to be able to come out of the nego-
tiations and say: We wrestled the Re-
publicans back to the original defini-
tion of ‘‘electronic surveillance’’ in the 
1978 FISA Act, but they failed to men-
tion they buried their carve-out deep in 
this legislation, and it has the same ef-
fect. 

They also failed to remind folks it 
was the original language of the 1978 
FISA Act that, due to technology 
changes, got us into this mess in the 
first place. 

Last year, when the DNI first asked 
us to modernize FISA, he requested we 
create a technology-neutral definition 
of ‘‘electronic surveillance.’’ I believed 
then and I still believe we should rede-
fine ‘‘electronic surveillance.’’ FISA is 
complicated enough, and we should be 
forthright with the American people. 

But some other leaders prefer for po-
litical reasons to bury construction 
provisions deep within the bill instead 
of presenting an upfront, crystal-clear 
carve-out. One consequence of their ap-
proach is that the same acquisition ac-
tivities the Government uses to target 
non-U.S. persons overseas will trigger 
both the definition of electronic sur-
veillance in title I of FISA and the con-
struction provision in section 7. 

Essentially, we have agreed to build 
an unnecessary internal inconsistency 
in statute as a political compromise. I 
reluctantly agreed to do this because 
the DNI and the Attorney General as-
sured us that going for the carve-out 
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now would not create any operational 
problems for the intelligence commu-
nity, but we should fix this in the fu-
ture during less politically charged 
times. 

For historical note, it should be re-
membered that the American Govern-
ment was able to intercept radio com-
munications long before we got into 
this stage of the intercepts without 
getting court orders. They were inter-
cepting overseas communications 
which might have been coming into the 
United States, and they followed the 
same procedure that we do now. That 
was called the procedure of minimiza-
tion for innocent conversations. Just 
like the case back when the radio 
interceptions were going forward, there 
is not, as I have said before, any evi-
dence that we have seen that innocent 
Americans were being listened in on. 

The bugaboo that this gives the in-
telligence community the right to lis-
ten in on ordinary citizens’ conversa-
tions willy-nilly, without any limita-
tions, is absolutely false. That is why 
we built in the protections in the law. 
That is why we have the layers of su-
pervision to make sure it does not hap-
pen. 

Fourth, we included a provision for 
coordinated inspector general audits of 
the TSP. However, the IGs will not re-
view the substance of the legal reviews 
related to the President’s TSP. In 
other words, they will not review 
whether the program was lawful. 

I know some colleagues are saying 
the opposite in the media, but I encour-
age them to read the language because 
it is accurate. It is accurate that the 
IGs will not review whether the pro-
gram was lawful. 

The Senate Intelligence Committee 
already conducted an exhaustive re-
view of the TSP and found no legal or 
unlawful conduct. There is no need for 
an IG audit to second-guess the bipar-
tisan determination. Numerous IGs 
have already conducted reviews, and 
several reviews are ongoing. I cannot 
imagine the IG finding out anything 
different than they already have or 
that the Intelligence Committee has 
found for that matter. But it does 
make for good politics in an election 
year to say Congress mandated these 
reviews even if, in some cases, they 
will simply be doing reviews that have 
already been done. To reach agree-
ment, we reluctantly agreed to a more 
redundant review on the overly taxed 
intelligence community. 

I offer to those who want to chal-
lenge the lawfulness of the President’s 
Terrorist Surveillance Program that 
this bill does not block plaintiff suits 
against the Government or Govern-
ment officials. We only offer civil li-
ability protection for providers in the 
bill. The court case I mentioned earlier 
against the Government will be able to 
proceed unaffected by this legislation. 

Fifth, and finally, we agreed to a 5- 
year sunset instead of 6 years. I don’t 
like sunsets. As intelligence commu-
nity leaders have told us, there are no 

sunsets in fatwahs against the United 
States issued by al-Qaida leaders. I 
only agreed to a 6-year sunset in the 
Senate bill as a bipartisan compromise. 
But even with a 5-year sunset, Con-
gress is unlikely to take up FISA re-
form again in the fall of a Presidential 
election year, and I trust they will 
have the good wisdom to push the sun-
set out longer so they don’t find them-
selves in an election year going 
through the same drill. Regardless, 
there is little operational impact. 

Remember, it is the job of the House 
and Senate Intelligence Committees to 
conduct ongoing, continuing oversight 
of electronic surveillance, as well as 
the rest of the intelligence commu-
nity’s programs. If we see the need to 
make changes before sunset, we will. A 
sunset does not change that. 

In the end, I am proud to say we ac-
complished our collective goals of 
making sure we have a bill with clear 
authorities for foreign targeting, with 
strong protections for U.S. persons, 
and with civil liability protection for 
those providers who allegedly assisted 
with the President’s TSP. We are in a 
better position today than we were a 
few months ago legislatively because 
we not only have the Senate bill before 
us in essence all over again—and one 
that received 68 votes the last time— 
but we have it before us already having 
passed the House. We know we have a 
bill we can send straight to the Presi-
dent that the Attorney General and 
DNI would support and the President 
can sign into law. 

Should we fail to do so, there is a 
real danger we could fall back into the 
trap we were in last summer when be-
cause of the existing underlying out-
moded FISA bill, we put the intel-
ligence community out of business of 
collecting much vital intelligence dur-
ing a brief period, far too long, but 
brief nevertheless. 

Why is having essentially the Senate 
bill with minor tweaks before us all 
over again a major bipartisan victory? 
I answer: Because the Senate bill we 
passed a few months ago was the deli-
cate bipartisan compromise that took 
months to produce. We had the bipar-
tisan product that increased civil li-
ability protections more than ever be-
fore and gave our intelligence opera-
tors the tools they needed to keep us 
safe. I am proud of that bipartisan bill, 
proud to have negotiated with the 
House to bring it back to the Senate 
with essentially the same position in a 
major bipartisan victory for all sides. 

Mr. President, I will reserve the rest 
of my comments in appreciation of my 
colleagues. I thank the Chair, and I 
yield the floor. 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania. 

Mr. SPECTER. Mr. President, I ask if 
the Senator from Missouri will yield 
for two questions? 

The PRESIDING OFFICER. The Sen-
ator from Missouri has used his time. 

Mr. SPECTER. Will the Chair repeat 
that? 

The PRESIDING OFFICER. The Sen-
ator from Missouri has used his entire 
29 minutes allocated under the pre-
vious order. 

Mr. SPECTER. Mr. President, I will 
yield myself 5 minutes from my time 
on the amendment which is scheduled 
later this afternoon. 

The PRESIDING OFFICER. Does the 
Senator from Missouri consent to being 
questioned by the Senator from Penn-
sylvania? 

Mr. BOND. Of course. I would be hon-
ored. 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania. 

Mr. SPECTER. The first question I 
have relates to the Senator’s conten-
tion that the action by the Intelligence 
Committee is sufficient. 

We know from the representations 
made earlier today that some 70 Mem-
bers of the Senate have not been 
briefed on this subject, and the House 
leadership has said that the majority 
of the House Members have not been 
briefed on this subject. There is no 
question that a Member’s constitu-
tional authority cannot be delegated to 
another Member. Under the procedures 
of the Senate and the House but focus-
ing on the Senate, which is where we 
are, the committees hear the matters, 
they file reports, they make disclosure 
to the full body, and the full body then 
acts. 

The question I have for the Senator 
from Missouri is: How can some 70 
Members of the Senate be expected to 
cast an intelligent vote granting retro-
active immunity to a program that the 
Senators have not been briefed on and 
don’t know about, in light of the clear- 
cut rule that we cannot delegate our 
constitutional responsibilities? 

Mr. BOND. Well, to reply to my 
friend—who served in the past on the 
Intelligence Committee, I believe—that 
committee was set up to handle mat-
ters that involved the most critical 
classified information. The committee 
was set up, long before I came to the 
Senate, to provide a forum, a bipar-
tisan group of Senators with a very 
able staff, to go over everything that 
was done in the intelligence commu-
nity, to oversee it, to make sure it was 
proper, to make sure it stayed within 
the guidelines and to provide support 
and change it where necessary. 

Now, I have fought very strongly, 
alongside my colleague, the chairman, 
to get the full committee briefed on all 
these programs. As I have said before, 
the terrorist surveillance program was 
not briefed to the full committee, it 
was briefed and then oversight held 
with eight people. This, to me, was a 
mistake. I believe it should have been 
briefed to the entire committee, but 
the members of that group of eight did 
know about it and were briefed about 
it. 

Now, I might say to my good friend, 
the Senator from Pennsylvania, that 
we have many important committees 
putting out legislation on the floor. No 
person can participate in all the com-
mittee work. No person can be involved 
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in every committee. So we have to 
take the reports, and usually on a bi-
partisan agreement or disagreement, 
based on what our colleagues in those 
committees have studied, have re-
viewed, and have found to be the case. 
In this case, an overwhelmingly bipar-
tisan majority of 13 to 2, after studying 
the bill and the question for 6 months 
and engaging in about 2 solid months 
of hard work, found out it was appro-
priate to give retroactive liability pro-
tection to these companies that had 
acted in good faith. 

We were shown the certifications and 
the authorizations that went to them, 
and I believe, based on my legal back-
ground, that those were adequate and 
sufficient for these companies to par-
ticipate. Let us remember, these were 
critical times. We had just experienced 
an attack. We were being threatened 
with more attacks. The Government 
went to some of these—not all of them 
but some—companies and said: Please 
help us. You must help us. We believe 
in the committee that their actions 
should not be punished but should be 
rewarded by preventing them from 
being harassed by lawsuits. 

The legality of the program, if it is 
to be judged, was not one for a judg-
ment for those companies to make, but 
it will be played out in Judge Walker’s 
and other courtrooms. 

Mr. SPECTER. Mr. President, on my 
time, which we are on, may I say, be-
fore moving to the second brief ques-
tion, that I admire what the Senator 
from Missouri has done as vice chair-
man. I see his diligent work, and I 
know what the Intelligence Committee 
is involved with because I served on it 
for 8 years and chaired it in the 104th 
Congress. But when the Senator from 
Missouri delineates even the fewer 
members within the Intelligence Com-
mittee who were briefed, it underscores 
my point, and that is that most Sen-
ators haven’t been briefed. 

While it is true every Senator does 
not know what is in every committee 
report, at least every Senator has ac-
cess to it, and it is not a matter where 
there are secret facts and there has 
been no briefing of them, or where 
there has been no disclosure and they 
are called upon to vote. Significantly, 
the Senator does not deny that no Sen-
ator can delegate his constitutional au-
thority, and that is exactly what 70 
Senators will be doing. 

Let me move within my 5-minute 
time limit because time is fleeting and 
there is a great deal to argue. 

The PRESIDING OFFICER. The Sen-
ator has used 6 minutes. There is 4 
minutes remaining. 

Mr. SPECTER. We have here litiga-
tion which has been ongoing in the 
Federal court in San Francisco for sev-
eral years, and a very extended opinion 
was filed on July 20 of 2006 by Chief 
Judge Walker on the telephone case on 
the state secrets doctrine, and that 
case is now on appeal to the Court of 
Appeals for the Ninth Circuit. 

Here we have a context where the 
Congress has been totally ineffective in 

limiting executive authority, where 
the Executive has violated the specific 
mandate of the National Security Act 
of 1947 to brief all members of the In-
telligence Committee. It hasn’t been 
done. The Congress has been ineffective 
on the Foreign Intelligence Surveil-
lance Act, where the Supreme Court 
denied cert, as I said earlier today, and 
ducked the decision. Although from the 
dissenting opinion in the Sixth Circuit, 
they could have found the requisite 
standing. Now we have Chief Judge 
Walker coming down with a 56-page 
opinion last Wednesday, which does 
bear on the telephone case. I concede, 
as the Senator from Missouri has said, 
that the telephone companies have 
been good citizens. But there is a way 
to save them harmless with the amend-
ment I offered in February to sub-
stitute the Government in the shoes of 
the telephone companies. 

Have they had problems with their 
reputation? Well, perhaps so, but they 
can withstand that. Have they had 
legal expenses? Well, those can be com-
pensated by indemnity from the Gov-
ernment. We are all called upon to 
make sacrifices. My father, who served 
in World War I, was wounded in action. 
My brother served in World War II. I 
served 2 years in the Korean war, state-
side. I don’t think the telephone com-
panies, given their positions, as regu-
lated companies, have been asked for 
too much. I think it is highly unlikely 
they would ever have to pay a dime, 
but that could all be handled by substi-
tution, so we look at a situation where 
we can both have this electronic sur-
veillance program continue and not 
give up court jurisdiction through 
court stripping. 

So that brings me to my question: 
Does the Senator from Missouri now 
know of any case—there have been ju-
risdictional issues of a variety of 
sorts—but any case involving constitu-
tional rights, which has been pending 
for more than 3 years and is in mid-
stream on appeal to the Court of Ap-
peals for the Ninth Circuit—from a 
very learned opinion handed down by 
Chief Judge Walker in 2006—when the 
Congress has stepped in and taken the 
case away from the courts, in a context 
where there is no other way to get a ju-
dicial determination on the constitu-
tionality of this conduct? 

Mr. BOND. Mr. President, I am happy 
to answer my colleague. He has stated 
that the Executive has violated the 
laws. Not under the constitutional au-
thority that I have outlined. The FISA 
Court itself recognized what he fails to 
understand; that it is not a question of 
the carriers being held liable for any 
amount of money. Because I agree with 
him, they are not going to find any-
body liable. But what they would do, 
by continuing having this out in open 
hearing, is to disclose the most secre-
tive methods and procedures used by 
our intelligence community, giving the 
terrorists and those who seek to do us 
harm a roadmap for getting around it 
and avoiding those intercepts. 

Now, what it would also do is expose 
those companies to tremendous public 
scorn and possibly even to injury to 
their property or to their personnel. 
Where they operate overseas, they 
might be attacked. When we started 
this debate, my colleague, the senior 
Senator from Illinois, was talking 
about how an unwarranted disclosure 
of a question about one of the vitally 
important exchanges operating in Chi-
cago had cost billions of dollars to that 
exchange. 

When you leak out something that is 
classified, when you leak out some-
thing that is secret, you can have a 
tremendous impact, and every share-
holder of that exchange and every 
shareholder, whether it be in your pen-
sion fund or anyone else, of one of the 
carriers that might be drawn out and 
drawn into court in one of these ac-
tions, would lose significantly. 

Now, to answer the question put spe-
cifically by the Senator from Pennsyl-
vania, the cases against the Govern-
ment are not blocked. The cases 
against the Government are not 
blocked. If we are looking for a means 
of determining the constitutionality, 
which I believe exists—he obviously 
doesn’t believe exists. OK, we have a 
disagreement. He is a learned lawyer, 
and I studied constitutional law a long 
time ago. We have different views. I 
can line up a bunch of constitutional 
law professors on my side. I am sure he 
can do the same. But that court can go 
forward because a suit really is a suit 
against the government. 

I think he is right when he is saying 
he doesn’t want to hurt the companies. 
I don’t believe any significant number 
of Members of this body want to hurt 
the employees or their shareholders of 
the companies that may have partici-
pated because they were true American 
heroes. But if he wants to solve the 
problem that he has—getting court re-
view—then there is no bar in this legis-
lation to a suit against the Govern-
ment, a Government officer, or a Gov-
ernment agent. 

Mr. SPECTER. Mr. President, on my 
time. 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania is advised he 
has used all his time—13 minutes. 

Mr. SPECTER. I yield myself 3 more 
minutes. 

The PRESIDING OFFICER. The Sen-
ator has 3 minutes. 

Mr. SPECTER. On my time, Mr. 
President. 

When the Senator from Missouri 
talks about being exposed to risks or 
physical harm, that is happening to 
American soldiers every day around 
the world, as we know. It happened to 
my father serving in World War I. 
There are certain risks, physical or 
otherwise, which have to be sustained 
in a democracy doing our duty. We talk 
about money, about costs. Dollars and 
cents don’t amount to a hill of beans 
when you are talking about constitu-
tional rights. 

When the Senator from Missouri 
talks about the case can continue 
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against the Government, that is a fal-
lacious argument. The Government has 
the defense of governmental immunity. 
The telephone companies do not have 
that. 

I offered the amendment in February 
to have the Government step into the 
shoes of the telephone companies with 
no different defenses. They would have 
state secrets but no governmental im-
munity. That was turned down. It is a 
very different matter to drop suits as 
to the telephone companies. They do 
not have governmental immunity. It is 
very different. Significantly, when 
challenged for any case which has been 
going on for years, with these kinds of 
opinions by the Chief Judge in San 
Francisco and on appeal to the Court of 
Appeals for the Ninth Circuit, for the 
Congress to step in and take away ju-
risdiction is an anathema. In the con-
text of congressional ineffectiveness on 
oversight on separation of powers and 
in the context of the Supreme Court of 
the United States, which, as I elabo-
rated earlier today, has ducked it, the 
only way to get this decision is to let 
the courts proceed. Congress is ineffec-
tive on curtailing executive authority. 
That is why I think it is so important 
that we can both keep this surveillance 
program and at the same time protect 
constitutional rights. 

Mr. President, how much time do I 
have remaining? 

The PRESIDING OFFICER. The Sen-
ator has consumed 15 minutes, so he 
has 45 minutes remaining on his 
amendment. 

Mr. SPECTER. I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from New Mexico is recognized. 
Mr. BINGAMAN. Mr. President, 

could the Presiding Officer please indi-
cate what the order of sequence of 
events is at this point? 

The PRESIDING OFFICER. The Sen-
ator from New Mexico is authorized to 
offer his amendment with 1 hour of de-
bate equally divided. 

Mr. BINGAMAN. Let me defer to my 
friend from Michigan. Let me indicate 
I will plan to use the first 15 minutes of 
the 30 minutes allocated to me to make 
a statement now, and then Senator 
CASEY from Pennsylvania will take 5 
minutes, and then Senator LEVIN from 
Michigan will have the remaining 10 
minutes. That is my plan. 

I believe the Senator from Michigan 
wanted to state a question. 

Mr. LEVIN. Mr. President, par-
liamentary inquiry. I thank my friend 
from New Mexico. 

The PRESIDING OFFICER. The Sen-
ator from Michigan is recognized. 

Mr. LEVIN. Under the plan that was 
just stated, if 10 minutes is yielded to 
this Senator, can the 10 minutes be 
used at any time this afternoon or 
must it follow immediately in sequence 
to either Senator CASEY or Senator 
BINGAMAN? 

The PRESIDING OFFICER. The 10 
minutes would have to be used some-
time this afternoon. 

Mr. LEVIN. At any time this after-
noon. I thank the Presiding Officer. 

AMENDMENT NO. 5066 
Mr. BINGAMAN. Mr. President, I ask 

to call up amendment No. 5066. 
The PRESIDING OFFICER. The 

clerk will report. 
The assistant legislative clerk read 

as follows: 
The Senator from New Mexico [Mr. BINGA-

MAN], for himself, Mr. CASEY, and Mr. SPEC-
TER, proposes an amendment numbered 5066. 

Mr. BINGAMAN. I ask unanimous 
consent that the reading of the amend-
ment be dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment is as follows: 
(Purpose: To stay pending cases against cer-

tain telecommunications companies and 
provide that such companies may not seek 
retroactive immunity until 90 days after 
the date the final report of the Inspectors 
General on the President’s Surveillance 
Program is submitted to Congress) 
Beginning on page 88, strike line 23 and all 

that follows through page 90, line 15, and in-
sert the following: 

‘‘(a) REQUIREMENT FOR CERTIFICATION.— 
‘‘(1) IN GENERAL.—Notwithstanding any 

other provision of law other than paragraph 
(2), a civil action may not lie or be main-
tained in a Federal or State court against 
any person for providing assistance to an ele-
ment of the intelligence community, and 
shall be promptly dismissed, if the Attorney 
General certifies to the district court of the 
United States in which such action is pend-
ing that— 

‘‘(A) any assistance by that person was 
provided pursuant to an order of the court 
established under section 103(a) directing 
such assistance; 

‘‘(B) any assistance by that person was pro-
vided pursuant to a certification in writing 
under section 2511(2)(a)(ii)(B) or 2709(b) of 
title 18, United States Code; 

‘‘(C) any assistance by that person was pro-
vided pursuant to a directive under section 
102(a)(4), 105B(e), as added by section 2 of the 
Protect America Act of 2007 (Public Law 110– 
55; 121 Stat. 553), or 702(h) directing such as-
sistance; 

‘‘(D) in the case of a covered civil action, 
the assistance alleged to have been provided 
by the electronic communication service 
provider was— 

‘‘(i) in connection with an intelligence ac-
tivity involving communications that was— 

‘‘(I) authorized by the President during the 
period beginning on September 11, 2001, and 
ending on January 17, 2007; and 

‘‘(II) designed to detect or prevent a ter-
rorist attack, or activities in preparation for 
a terrorist attack, against the United States; 
and 

‘‘(ii) the subject of a written request or di-
rective, or a series of written requests or di-
rectives, from the Attorney General or the 
head of an element of the intelligence com-
munity (or the deputy of such person) to the 
electronic communication service provider 
indicating that the activity was— 

‘‘(I) authorized by the President; and 
‘‘(II) determined to be lawful; or 
‘‘(E) the person did not provide the alleged 

assistance. 
‘‘(2) LIMITATION ON IMPLEMENTATION.— 
‘‘(A) IN GENERAL.—The Attorney General 

may not make a certification for any civil 
action described in paragraph (1)(D) until 
after the date described in subparagraph (C). 

‘‘(B) STAY OF CIVIL ACTIONS.—During the 
period beginning on the date of the enact-
ment of the FISA Amendments Act of 2008 
and ending on the date described in subpara-
graph (C), a civil action described in para-

graph (1)(D) shall be stayed by the court in 
which the civil action is pending. 

‘‘(C) DATE DESCRIBED.—The date described 
in this subparagraph is the date that is 90 
days after the final report described in sec-
tion 301(c)(2) of the FISA Amendments Act of 
2008 is submitted to the appropriate commit-
tees of Congress, as required by such sec-
tion.’’. 

Mr. BINGAMAN. Mr. President, this 
is an amendment cosponsored by Sen-
ators CASEY and SPECTER. The main 
thrust of this amendment is to make a 
point that this legislation which is cur-
rently before us puts the cart before 
the horse. As soon as we enact the leg-
islation, it essentially grants tele-
communications companies retroactive 
immunity for their past actions, but 
then after the fact, after they have 
been granted that retroactive immu-
nity, it requires that an in-depth inves-
tigation occur regarding what those ac-
tivities actually were. 

The purpose of the amendment I am 
offering is simply to put the horse and 
the cart in the right order. I believe 
this chart makes the case very well. 
Let me just allude to this chart. 

First, let’s look at the process for 
dismissing lawsuits under the current 
bill, the way the bill now pends. That 
is the top line here. You can see the 
first step would be to enact provisions 
that would set up a procedure for the 
telecom companies to seek the retro-
active immunity. 

Second, in the middle here, in ac-
cordance with the underlying provi-
sions, the pending civil cases would al-
most certainly be promptly dismissed 
as soon as the Attorney General makes 
the necessary certifications. 

Then the last step, over here at the 
right—it is very difficult to read from 
any distance, but the last step says, 
‘‘IG’s investigation and report to Con-
gress.’’ The last step would be inves-
tigation about whether the companies’ 
participation in the President’s 
warrantless wiretapping program was 
lawful and whether the relevant inspec-
tors general can report back to Con-
gress with their findings within a year. 
That is a requirement in the bill, that 
they do that report within 1 year. 

Basically, the current bill’s approach 
is to grant the immunity first and in-
vestigate later, after the companies 
have already been provided with legal 
liability protection for whatever it is 
later determined they have been en-
gaged in. The amendment I am offering 
would change this by modifying the 
timing of the process that enables 
these telecom companies to seek im-
munity, and it changes it so that the 
investigation of what has occurred 
would occur first. Only after that in-
vestigation has been completed would 
we allow the immunity to be granted. 

Under the amendment—this is the 
bottom part of this chart—the first 
step would still be to enact the legisla-
tion establishing the procedures for 
companies to seek immunity. At the 
same time, the amendment would stay 
all of the pending court cases against 
the telecom companies, thereby put-
ting all those cases on hold. The second 
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step would be to allow the inspectors 
general—that is, from each of these 
Federal agencies that are designated in 
the statute—allow the inspectors gen-
eral to conduct their investigation and 
to inform Congress about what they 
found. The amendment would then give 
Congress 90 days to review those find-
ings, after which time the companies 
could go ahead and seek dismissal of 
their lawsuits. So the dismissal of the 
lawsuits would be the last step and not 
the first step and could only occur 
after the investigation was complete 
and after Congress had an opportunity 
to review their report that has been 
done. 

The bill does recognize that it is im-
portant to understand all the facts sur-
rounding the President’s warrantless 
program. I am glad the legislation re-
quires that the relevant inspectors gen-
eral come to Congress with a report on 
the subject. This review will cover the 
establishment and implementation and 
use of the surveillance program, as well 
as the participation of private telecom 
companies. 

However, as I have discussed, the bill 
also allows the same telecom compa-
nies to immediately seek and to obtain 
retroactive immunity for their partici-
pation in the program as soon as the 
bill becomes law. And that is a mis-
take, in my view. I find it troubling 
that Congress would confer immunity 
before the full extent of the companies’ 
participation in the program is known. 
Maybe these companies acted in good 
faith, as some of my colleagues have 
argued. Maybe they did not. I don’t 
know, myself, what the facts are, but, 
like most Members of Congress who do 
not sit on the Intelligence Committee 
or the Judiciary Committee, I received 
very little information regarding what 
actually did occur. I do know, however, 
that their participation in an unlawful, 
warrantless surveillance program is a 
serious issue. It deserves the in-depth 
review we call for in this legislation, 
but it deserves that review before we 
grant those companies blanket protec-
tion for their past actions. If we go 
down this path without first con-
ducting the thorough review, we may 
very well look back with great regret. 

To me, a much more sensible ap-
proach would be to have the com-
prehensive IG report submitted to Con-
gress before companies are allowed to 
seek dismissal of their suits. The 
amendment would stay all of the civil 
cases against the telecom companies. 
It would allow time for the inspectors 
general to investigate the cir-
cumstances surrounding the Presi-
dent’s warrantless surveillance pro-
gram. It would give Congress the 90 
days to review what is found in the IG’s 
report. 

While retaining the overall substance 
and structure of the bill, this would 
give Congress an opportunity, even 
though it is a brief opportunity, to at 
least review the inspectors general re-
port before the companies would be 
permitted to apply for immunity. If 

Congress does not affirmatively pass 
legislation within 90 days of getting 
the report from the inspectors general, 
then the companies would be free to 
seek relief from the court. 

I would also like to take just a 
minute to discuss what the amendment 
would not do. The amendment is not a 
deal breaker. The amendment would 
not remove or alter the substantive 
provisions in the immunity title of the 
bill. With passage of this amendment, 
those provisions would remain intact. 
Personally, I am opposed to retroactive 
immunity, but the amendment I am of-
fering does not change the substance of 
those provisions. 

Additionally, by staying the pending 
lawsuits, the companies would not be 
subject to the costs of litigation during 
the development of the IG report or 
while Congress reviews the report’s 
findings. Proceedings in these cases 
would be suspended until the called-for 
report is delivered to Congress and the 
90 days have passed. 

Some of my colleagues have ex-
pressed concerns that unless we imme-
diately grant the telecom companies 
retroactive immunity, they will refuse 
to provide assistance in the future. I 
think that is unfounded. Clearly they 
are under an obligation to do so under 
the language of this bill. 

Regardless of whether Senators gen-
erally favor the legislation or are ada-
mantly opposed to it; that is, the un-
derlying legislation, I hope my col-
leagues will agree that this amendment 
is a reasonable modification which 
would, in fact, improve the bill. 

Let me point out one other red her-
ring that has come up. In a letter to 
Senate leadership dated yesterday, 
July 7, the administration urged that 
my amendment: 

. . . fails to address the risk that on-going 
litigation will result in the release of sen-
sitive national security information, a risk 
that, if realized, could cause grave harm to 
the national security. 

I suggest the Attorney General and 
the Director of National Intelligence 
need to read the amendment I am of-
fering. As I stated, the amendment 
puts all of the cases on hold. There 
would be no ongoing activity during 
the time that proceedings in these 
cases were stayed, so there is no activ-
ity that could create a risk of releasing 
sensitive information. 

This is a good amendment. It would 
improve this bill. It would make it 
more logical and certainly improve our 
ability to understand what it is we are 
being asked to grant immunity for. I 
urge my colleagues to support it. 

I yield the floor. 
The PRESIDING OFFICER (Mr. 

SANDERS). The Senator from Missouri 
is recognized. 

Mr. BOND. Mr. President, I yield my-
self 10 minutes in opposition. 

When the inspector general audit 
provisions were first discussed in the 
House and Senate, there was a great 
concern that these audits would be 
used to delay or deny essential civil li-

ability protections. Unfortunately, this 
amendment shows that these concerns 
were justified. 

When negotiating this compromise 
legislation with House Majority Leader 
HOYER, I agreed in good faith to a lim-
ited inspector general review of the 
President’s terrorist surveillance pro-
gram even though this program has 
been reviewed up and down on a bipar-
tisan basis by the Senate Intelligence 
Committee and no abuse or wrongdoing 
had been found. 

Now, in what I could only assume is 
a political move to undermine the crit-
ical civil liability protections in this 
bill, this amendment delays any liabil-
ity protection until 90 days after the 
inspector general review of the bill is 
completed. What is supposed to happen 
after that is anything but clear, but I 
can only assume that will be followed 
by yet another effort to delay liability 
relief. That is extraordinarily and un-
acceptably unfair to those providers 
that assisted the Government in the 
aftermath of the September 11 terrorist 
attacks. We owe them our thanks, not 
our continued partisan maneuvering. 

Earlier, we heard a justification for 
exposing these providers to public 
light, having participated in a classi-
fied program. The assertion was made: 
It is like our troops who go abroad and 
go under fire. Mr. President, as the fa-
ther of a son who spent 20 months in 
the last 3 years as a marine sniper in 
Iraq, I can tell you that they go under 
tremendous threat and tremendous 
danger. But they are extremely well 
trained, they are extremely well sup-
ported, and they are extremely well 
armed. 

To say with a straight face that we 
can subject private companies to that, 
private companies with American citi-
zens working for them, and that we 
don’t care if they are attacked when 
they don’t have any protection, they 
don’t have any weapons, they don’t 
have any training, I think goes way too 
far. 

That is not reasonable. Let’s not hear 
any more of that stuff, that they 
should be put in the same position as 
our trained military men and women 
who go into battle accepting the risks 
of battle. These people, these good 
American citizens, did not expect to be 
under physical attack. 

How often are we going to tell those 
patriotic Americans we have to delay 
further any halt to the lawsuits so we 
can ‘‘review’’ the terrorist surveillance 
program? Enough is enough. Inspectors 
general have very clear roles in our 
Government. They determine if there 
is waste, fraud, or abuse. Their review 
under title IV of this bill is essentially 
for these purposes. They will not deter-
mine whether the TSP was lawful. 
They will not determine whether the 
providers acted in good faith. That is 
for the court to do. 

So exactly what purpose does it serve 
to delay liability relief to these compa-
nies? The only purpose I can think of is 
to appease these liberal activists who 
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have tried repeatedly throughout this 
FISA debate to tie the hands of the in-
telligence community and punish these 
companies with frivolous lawsuits. 

What message are we sending to all 
of those private partners who help our 
intelligence community, our military, 
our law enforcement community on a 
daily basis far beyond the FISA con-
text: Help us now, but we cannot guar-
antee that years later you will not be 
taken to the cleaners because you did. 
Is that an incentive? Is that the way 
we want to deal with fellow Americans 
whose help we need? 

I appreciate there is serious debate 
about whether the President has arti-
cle II authority to conduct surveil-
lance. But this is a debate that should 
not impact whether these providers, 
who trusted their Government, who in 
good faith, on the word of the Attorney 
General, helped to ensure our home-
land did not suffer another terrorist at-
tack. And we think they should be 
treated fairly and protected. 

We need to remember the Senate In-
telligence Committee conducted an ex-
haustive review of the TSP. It found no 
evidence of illegal or unlawful conduct 
either by the providers or the Govern-
ment. We agreed on a bipartisan basis, 
ratified by the Senate, that the pro-
viders acted in good faith. So I do not 
see how waiting to give them the fair 
and just relief they deserve advances 
any goals. It is more likely, the longer 
these lawsuits, these frivolous lawsuits 
go on, that our most sensitive sources 
and methods will be revealed. It be-
comes much more likely that the pro-
viders who helped us will refuse to do 
so unless we go through a lengthy proc-
ess to compel them. 

We went without cooperation for 
some time when the act expired, and it 
was only on the assurance of prompt 
action that they were able to with-
stand shareholder pressure and the ad-
vice of lawyers not to worry. 

The Attorney General and the DNI 
sent a letter on July 7. It says: 

Any FISA modernization bill must contain 
effective legal protection for those compa-
nies sued because they’re believed to have 
helped the Government prevent terrorist at-
tacks. Liability protection, a fair and just 
result, is necessary to ensure the continued 
assistance of the private sector. 

H.R. 6304 contains such protection, but the 
amendment addressed in this letter 

Essentially the Bingaman amend-
ment— 
would unnecessarily delay implementation 
of the protections with the purpose of defer-
ring any decision on this issue for more than 
a year. 

Accordingly, we as well as the President’s 
other senior advisors will recommend that 
the President veto any bill that includes 
such an amendment. The Intelligence Com-
mittee has recognized the intelligence com-
munity cannot obtain intelligence it needs 
without assistance from these companies. We 
recognize that the companies in the future 
may be less willing to assist the Government 
if they face the threat of lawsuits, and we 
know that a delay could result in the very 
degradation and the cooperation that this 
bill was designed to provide. Continued delay 

in protecting those who provided assistance 
will be invariably noted by those who may 
some day be called upon to help us again. 

Finally, by raising the prospect that the 
litigation at issue could eventually proceed, 
this amendment fails to address the risks 
that ongoing litigation will result in release 
of national security sensitive information, a 
risk that if realized could cause grave harm 
to national security. 

I reserve the remainder of my time 
on this side. I ask unanimous consent 
that after the Senator from Pennsyl-
vania is recognized, the chairman of 
the committee be recognized for 10 
minutes. 

I ask unanimous consent that this 
letter addressed to Leader REID from 
the DNI and the Attorney General be 
printed in the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

JULY 7, 2008. 
Hon. HARRY REID, 
Majority Leader, U.S. Senate, Hart Senate Of-

fice Building, Washington, DC. 
DEAR MR. LEADER: This letter presents the 

views of the Administration on an amend-
ment to the Foreign Intelligence Surveil-
lance Act of 1978 (‘‘FISA’’) Amendments Act 
of 2008 (H.R. 6304) that was not covered in our 
letter of June 26, 2008. As we stated in that 
letter, we strongly support enactment of 
H.R. 6304, which would represent an historic 
modernization of FISA to reflect dramatic 
changes in communications technology over 
the last 30 years. This bill, which passed the 
House of Representatives by a wide margin 
of 293–129, is the result of a bipartisan effort 
that will place the Nation’s foreign intel-
ligence effort in this area on a firm, long- 
term foundation. The bill provides our intel-
ligence professionals the tools they need to 
protect the country and protects companies 
whose assistance is vital to this effort from 
lawsuits for past and future cooperation with 
the Government. 

As we have previously noted, any FISA 
modernization bill must contain effective 
legal protections for those companies sued 
because they are believed to have helped the 
government prevent terrorist attacks in the 
aftermath of September 11, 2001. Liability 
protection is the fair and just result and is 
necessary to ensure the continued assistance 
of the private sector. H.R. 6304 contains such 
protection, but the amendment addressed in 
this letter would unnecessarily delay imple-
mentation of the protections with the pur-
pose of deferring any decision on this issue 
for more than a year. This amendment would 
reportedly foreclose an electronic commu-
nication service provider from receiving ret-
roactive liability protection until 90 days 
after the Inspectors General of various de-
partments, as required by section 301 of H.R. 
6304, complete a comprehensive review of, 
and submit a final report on, communica-
tions intelligence activities authorized by 
the President between September 11, 2001, 
and January 17, 2007. The final report is not 
due for a year after the enactment of the 
bill. Any amendment that would delay im-
plementation of the liability protections in 
this manner is unacceptable. Providing 
prompt liability protection is critical to the 
national security. Accordingly, we, as well 
as the President’s other senior advisors, will 
recommend that the President veto any bill 
that includes such an amendment. 

Continuing to deny appropriate protection 
to private parties that cooperated in good 
faith with the Government in the aftermath 
of the attacks of September 11 has negative 
consequences for our national security. The 

Senate Intelligence Committee recognized 
that ‘‘the intelligence community cannot ob-
tain the intelligence it needs without assist-
ance from these companies.’’ That com-
mittee also recognized that companies in the 
future may be less willing to assist the Gov-
ernment if they face the threat of private 
lawsuits each time they are alleged to have 
provided assistance, and that the ‘‘possible 
reduction intelligence that might result 
from this delay is simply unacceptable for 
the safety of our Nation.’’ These cases have 
already been pending for years, and delaying 
implementation of appropriate liability pro-
tection as proposed by the amendment would 
mean that the companies would still face the 
prospect of defending against multi-billion- 
dollar claims and would continue to suffer 
from the uncertainty of pending litigation. 
Indeed, the apparent purpose of the amend-
ment is to postpone a decision on whether to 
provide liability protection at all. Such a re-
sult would defeat the point of the carefully 
considered and bipartisan retroactive liabil-
ity protections in H.R. 6304—to provide for 
the expeditious dismissal of the relevant 
cases in those circumstances in which the 
Attorney General makes, and the district 
court reviews, the necessary certifications— 
and could result in the very degradation in 
private cooperation that the bill was de-
signed to prevent. The intelligence commu-
nity, as well as law enforcement and home-
land security agencies, continue to rely ont 
he voluntary cooperation and assistance of 
private parties in other areas. Continued 
delay in protecting those who provided as-
sistance after September 11 will invariably 
be noted by those who may someday be 
called upon again to help the Nation. Fi-
nally, by raising the prospect that the litiga-
tion at issue could eventually proceed, this 
amendment fails to address the risk that on- 
going litigation will result in the release of 
sensitive national security information, a 
risk that, if realized, could cause grave harm 
to the national security. 

Deferring a final decision on retroactive li-
ability protection for 15 months while the In-
spectors General complete the review re-
quired by H.R. 6304 is also unnecessary. The 
Senate Intelligence Committee conducted an 
extensive study of the issue, which included 
the review of the relevant classified docu-
ments, numerous hearings, and testimony. 
after completing this comprehensive review, 
the Committee determined that providers 
had acted in response to written requests or 
directives stating that the activities had 
been authorized by the President and had 
been determined to be lawful, and that the 
providers ‘‘had a good faith basis’’ for re-
sponding to the requests for assistance they 
received. Accordingly, the Committee agreed 
to the necessary legal protections on a 13–2 
vote. Similarly, the Intelligence Committee 
of the House of Representatives has been ex-
tensively briefed and has exercised thorough 
oversight in regard to these intelligence 
matters. We also have made extraordinarily 
sensitive information available to the Judi-
ciary Committees of both the Senate and 
House. 

The Senate passed a prior version (S. 2248) 
of the current pending bill, which included 
retroactive liability protection, by a vote of 
68–29. Both Houses of Congress, by wide bi-
partisan margins, have now made the judg-
ment that retroactive liability protection is 
the appropriate and fair result. The Congress 
has been considering this issue for over two 
years and conducted extensive oversight in 
this area. During this period, we have em-
phasized the critical nature of private sector 
cooperation in protecting our national secu-
rity and the difficulties of obtaining such co-
operation while issues of liability protection 
remained unresolved. Further delay will 
damage our intelligence capabilities. 
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Thank you for the opportunity to present 

our views on this crucial bill. We reiterate 
our sincere appreciation to the Congress for 
working with us on H.R. 6304, a long-term 
FISA modernization bill that will strengthen 
the Nation’s intelligence capabilities while 
protecting the liberties of Americans. We 
strongly support its prompt passage. 

Sincerely, 
MICHAEL B. MUKASEY, 

Attorney General. 
J.M. MCCONNELL, 

Director of National 
Intelligence. 

The PRESIDING OFFICER. The Sen-
ator from New Mexico. 

Mr. BINGAMAN. Mr. President, is 
there any time remaining on the 15 
minutes that I had set aside? 

The PRESIDING OFFICER. The Sen-
ator has 6 minutes remaining. 

Mr. BINGAMAN. I ask the Senator 
from Pennsylvania that I use two of 
those to respond to this latest state-
ment. Then I will defer to him for his 
statement. 

Mr. President, I want to respond to 
the statement by the Senator from 
Missouri about what all of the reports 
from the inspectors general would es-
sentially deal with. I believe he said 
waste, fraud, and abuse, which is sort 
of the general purview of inspectors 
general. 

That is not my understanding. I un-
derstand the inspectors general have 
been asked to essentially do a review of 
this. 

The Inspectors General of the Department 
of Justice, the Office of the Director of Na-
tional Intelligence, the National Security 
Agency, the Department of Defense, and any 
other elements of the intelligence commu-
nity that participated in the President’s sur-
veillance program— 

Shall all work together to do a report 
which will look into— 
all of the facts necessary to describe the es-
tablishment, implementation, product, and 
use of the product of the Program; 

access to legal reviews of the Program and 
access to information about the Program; 

communications with, and participation 
of, individuals and entities in the private 
sector related to the Program; 

interaction with the Foreign Intelligence 
Surveillance Court and transition to court 
orders related to the Program; and 

any other matters identified by any such 
Inspector General that would enable that In-
spector General to complete a review of the 
Program with respect to such Department of 
element. 

I believe the review we are talking 
about here, and that we are legislating 
or proposing to legislate, is intended to 
tell the Congress and tell anybody who 
reads the report what this program 
consisted of. That is information we do 
not have today. And it is entirely ap-
propriate that we get that report be-
fore we grant immunity. 

That is the thrust of my amendment, 
I hope all of my colleagues will support 
it. I appreciate my colleague from 
Pennsylvania yielding me additional 
time to speak in response. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Pennsylvania. 
Mr. CASEY. Mr. President, I have 

limited time, and I know my colleague 

from New Mexico, Senator BINGAMAN, 
did an excellent job of outlining his 
amendment. I will skip much of what I 
was going to read in my statement. 

Basically, what we are talking about 
is a time out. We are giving the Con-
gress the opportunity to review the in-
spectors general report before the Con-
gress chooses to authorize limited im-
munity for the telecom firms. 

It is actually very simple. Basically, 
what we are saying is, the amendment 
simply allows the Congress to say: 
Wait a minute. Hold on. We should 
take a deep breath before we decide to 
authorize a Federal district court to 
grant telecom firms legal immunity for 
their actions related to the administra-
tion’s warrantless surveillance pro-
gram. 

Let’s figure out what this program 
entailed. Let’s figure out what hap-
pened. Let’s figure out what the 
telecom firms actually did, what they 
actually did when it came to wire-
tapping and surveillance. 

So under this amendment, the pend-
ing lawsuits would remain stayed while 
the inspectors general complete their 
report. If the firms did nothing wrong, 
as they have proclaimed, they will be 
vindicated by the final inspectors gen-
eral report. Then the Congress will 
have the confidence to grant these 
firms the immunity for which they 
ask. 

So I think many Members of this 
body would have buyer’s remorse if 
they voted for limited immunity with-
out the understanding of what the 
President’s surveillance program did 
and did not do. This amendment would 
prevent that buyer’s remorse by allow-
ing the Congress to better understand 
the conduct of the telecommunications 
firms before we decide to grant sweep-
ing legal immunity for such conduct. 

I encourage my colleagues, all Mem-
bers of the Senate, to vote for this 
amendment. It strikes the right bal-
ance. It is about accountability. It is 
also about the rule of law. It is a rea-
sonable balance to strike on very im-
portant issues, the issues of security 
and how we are going to implement 
any kind of program which involves 
wiretapping and surveillance. 

The PRESIDING OFFICER. The Sen-
ator from West Virginia is recognized. 

Mr. ROCKEFELLER. Mr. President, I 
ask Senator BOND, the vice chairman of 
the committee, to yield me 10 or 11, po-
tentially even 12 minutes. 

Mr. BOND. I make a very generous 
allotment of 12 minutes. If he needs 
more, I am anxious to hear what he has 
to say. 

Mr. ROCKEFELLER. I appreciate my 
colleague yielding me time. 

Mr. President, Senator BINGAMAN, 
who I greatly respect in all ways, has 
offered an amendment altering the li-
ability protections of title II. That is 
it. His amendment would postpone the 
implementation of the liability provi-
sions of the bill until 90 days after the 
submission of the final report of the in-
spectors general required under title II. 

Now, I appreciate the Senator’s de-
sire to have more information out 
there. But I want the Senator to con-
template, and the Senate as a whole to 
contemplate, what we are asking. We 
are talking about a year for the inspec-
tors general to complete their reports. 

Does it really work that way? Is it 
really a flat year? Are we going to send 
out Federal marshals to have them all 
do their reports on the exact day? 
Probably it will stretch a little bit. 
Maybe it will not; maybe it will. 

But you cannot assume it will not. 
Then you have to add on 90 days. Then 
you can get to the question of the im-
munity. I am really baffled by that be-
cause what it, in effect, says is, we are 
almost certainly going to be going 
through a period of something, which I 
have not heard discussed today during 
this entire debate, and that is the ac-
tual collection of intelligence that in-
volves highly classified material of a 
foreboding nature for a long period of 
time until the Senator from New Mex-
ico and/or the Senate can be convinced 
that it is worthwhile to give immunity 
or to understand this program. 

Now, I want to make an even more 
basic point: By inserting this amend-
ment, requesting this amendment be 
passed, I hope the good Senator does 
understand that he is undoing a very 
carefully calibrated compromise be-
tween the Senate-passed bill and the 
House-passed bill that is on title II, 
taking months and months of negotia-
tions to get to the point where Speaker 
PELOSI, for example, who was violently 
against the bill, and title II in par-
ticular, and STENEY HOYER, who was 
very much against title II, the immu-
nity portion of the bill, where they 
could say, on the floor of the House: We 
think sufficient progress has been 
made in the negotiations that we will 
vote for this bill, which the House did 
by about 70 percent. 

Now, that is going from the House 
not even considering title II. I mean, 
they considered and rejected it. It was 
a sea change. 

It was a sea change, and one has to 
have been there to see how the change 
took place, the good faith bargaining 
on the part of Vice Chairman BOND, 
myself, our mutual staffs, working 
with the DNI and others, long hours 
and long days with which we have ar-
rived at something which, if we pass 
this today, will go to the President to 
be signed. If we accept this amendment 
or, for that matter, accept the Specter 
amendment that follows, it will have 
to go back to the House, which will not 
take it up, which will not consider it, 
which will undo everything, and there 
will be no bill. 

Is that important? Yes, it is. Why is 
it important? Because the chance of 
not being able to collect on extremely 
foreboding matters around this world 
will come to a halt, either because the 
PATRIOT Act terms have expired or 
because the companies will withdraw 
in disgust. In any event, the bill would 
be vetoed, as the vice chairman said. 
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So it would be the end of the bill. 
Therefore, I oppose this amendment. 

As I will say about each of these 
amendments—well, I just did—it 
undoes everything that has been done 
for the purpose of making a perfecting 
amendment to satisfy a particular need 
of a particular Senator. I also must op-
pose this amendment because there is 
no reason for delaying the liability pro-
tection provisions. There is not a suffi-
cient reason. It is true the Select Com-
mittee struggled to get access to de-
tails about the President’s surveillance 
program for many months, but in the 
end we succeeded. We went from maybe 
eight, more likely four, sometimes six, 
to all four committees in the House 
and the Senate, Judiciary and Intel-
ligence. We heard the necessary testi-
mony. We went to the EOP. We read all 
the documents, and our chiefs of staff 
were allowed to do the same thing. We 
read the legal reasoning used to justify 
within the executive branch and the 
role of the private sector. We did all of 
that, not only our committee but also 
the House Intelligence Committee, and 
both Judiciary Committees spent con-
siderable time looking at this issue. I 
am satisfied we have a basis for taking 
action now. 

On national security grounds, we 
have to, in my judgment. We haven’t 
talked about that today. We have 
talked about refined points of constitu-
tional niceties and all the rest of it. I 
don’t denigrate that, but there is some-
thing called the protection of the Na-
tion. I take that very seriously. I take 
that very, very seriously. So a form of 
liability protection has passed the Sen-
ate and the House of Representatives a 
total of three times, once in the Senate 
and twice in the House. We should not 
now reverse these actions by passing 
the provisions of suspension. 

Let me be clear. I strongly support 
the requirement in this bill for a com-
prehensive review of the President’s 
surveillance program by the inspectors 
general. They will be very tough and 
very thorough and embarrass a lot of 
people. A report on their general re-
view is one of the best ways to inform 
the American people about the facts. 
Litigation is an imperfect mechanism 
to bring facts to the public, rather a 
terrible mechanism, because of some-
thing called the State secrets privilege 
which is involved, which means the 
people can’t know anything, that a lot 
of people dealing with the court can’t 
know anything, that the companies 
can’t know anything. It is a closedown. 
People have to understand that. It is 
not an open court. You are not getting 
a traffic ticket. It is a highly complex, 
nuanced matter which is rigidly guard-
ed by rules. You could argue the rules, 
but there they are. Unfortunately, if 
this amendment passes, the fact that 
litigation is still pending may have the 
effect of limiting the amount of infor-
mation that will be released to the 
public in the report of the inspectors 
general, the opposite of what the dis-
tinguished Senator wants. Certain 

facts that might be releasable if the 
litigation were resolved might be held 
back, if the Government anticipated a 
continuing need to assert the State se-
crets privilege in litigation, which it 
would. 

It is also important to note that this 
amendment, if it were to pass, the li-
ability protection provisions that the 
Senator is trying to get at would not 
go away. In other words, if his amend-
ment passed and we took this long 
delay, nothing would affect the 
progress of the liability legislation and 
that possibility. So it is an amendment 
which doesn’t accomplish anything. 
The provisions would still go into ef-
fect after 90 days, unless new legisla-
tion is passed. Let’s hope that doesn’t 
happen. The new Congress, thus, might 
be launched into a contentious debate 
next summer, instead of working with 
the new President on a new agenda. 
That is the point of the Cardin amend-
ment, that the date was changed to De-
cember 2012, so that the next Presi-
dent, whoever it might be—it is very 
close—will have a chance to review and 
perhaps act upon what we have done 
here in the next term, which is good. I 
urge defeat of the amendment. 

I have one more thing to say, with 
the indulgence of my colleague. The 
senior Senator from Pennsylvania and 
I were engaged in earlier debate over 
the access Senators have had, both 
with myself and with the vice chair-
man, to the Government letter sent to 
the telecommunications companies re-
questing their cooperation during the 
period of 9/11 to January of 2007. The 
Senator from Pennsylvania lamented 
the fact that these documents were 
kept to only the members of the Intel-
ligence and Judiciary Committees and 
not shared with the full Senate. 

I share the view of the Senator that 
these documents should be viewed by 
all Senators, and I have advocated this 
very position to senior officials of the 
Bush administration for many months. 
But recognizing the administration’s 
unwillingness to extend this access, the 
Senate Intelligence Committee did the 
next best thing. We were able to get de-
classified the relevant facts upon which 
the committee and, ultimately, the full 
Senate reached the judgment that a 
narrowly drawn immunity bill remedy 
might be appropriate. 

For the record, our committee re-
port, 110–209, accompanying S. 2248, the 
FISA amendments—— 

The PRESIDING OFFICER. The time 
of the Senator has expired. 

Mr. ROCKEFELLER. I ask unani-
mous consent for 1 additional minute. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. ROCKEFELLER. And dated Oc-
tober 26, 2007, includes a lengthy de-
classified explanation of the commit-
tee’s review and conclusions as well as 
a description of the representations 
made by the Government in the letters 
sent to the companies during the pe-
riod of time covered by the bill. So for 
the past 8 months, this public report 

has been available not only to all Sen-
ators—here it is, I have labeled it, 
pages 8 through 12, right here—but to 
the general public as well. 

I ask unanimous consent that that 
portion be printed in the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

TITLE II OF THE FISA AMENDMENTS ACT OF 
2007 

Title II of this bill reflects the Commit-
tee’s belief that there is a strong national in-
terest in addressing the extent to which the 
burden of litigation over the legality of sur-
veillance should fall on private parties. 
Based on a review of both current immunity 
provisions and historical information on the 
President’s program, the Committee identi-
fied three issues relating to the exposure of 
electronic communication service providers 
to liability that needed to be addressed in 
this bill. 

First, the Committee considered the expo-
sure to liability of providers who allegedly 
participated in the President’s surveillance 
program. Second, the Committee considered 
the absence, in current law, of a procedural 
mechanism that would give courts an appro-
priate role in assessing statutory immunity 
provisions that would otherwise be subject 
to the state secrets privilege. Third, the 
Committee sought to clarify the role of state 
public utility commissions in regulating 
electronic communication service providers’ 
relationships with the intelligence commu-
nity. The Committee addressed these three 
issues, respectively, in sections 202, 203, and 
204 of the bill. 

RETROACTIVE IMMUNITY 
Sections 201 and 202 of the bill provide fo-

cused retroactive immunity for electronic 
communication service providers that were 
alleged to have cooperated with the intel-
ligence community in implementing the 
President’s surveillance program. Only civil 
lawsuits against electronic communication 
service providers alleged to have assisted the 
Government are covered under the provision. 
The Committee does not intend for this sec-
tion to apply to, or in any way affect, pend-
ing or future suits against the Government 
as to the legality of the President’s program. 

Section 202 was narrowly drafted to apply 
only to a specific intelligence program. Sec-
tion 202 therefore provides immunity for an 
intelligence activity involving communica-
tions that was designed to detect or prevent 
a terrorist attack, or activities in prepara-
tion for a terrorist attack, that was author-
ized in the period between September 11, 2001 
and January 17, 2007, and that was described 
in written requests to the electronic commu-
nication service provider as authorized by 
the President and determined to be lawful. 

The extension of immunity in section 202 
reflects the Committee’s determination that 
electronic communication service providers 
acted on a good faith belief that the Presi-
dent’s program, and their assistance, was 
lawful. The Committee’s decision to include 
liability relief for providers was based in sig-
nificant part on its examination of the writ-
ten communications from U.S. Government 
officials to certain providers. The Committee 
also considered the testimony of relevant 
participants in the program. 

The details of the President’s program are 
highly classified. As with other intelligence 
matters, the identities of persons or entities 
who provide assistance to the U.S. Govern-
ment are protected as vital sources and 
methods of intelligence. But it reveals no se-
crets to say—as the Foreign Intelligence 
Surveillance Act, this bill, and Title 18 of the 
U.S. Code all make clear—that electronic 
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surveillance for law enforcement and intel-
ligence purposes depends in great part on the 
cooperation of the private companies that 
operate the Nation’s telecommunication sys-
tem. 

It would be inappropriate to disclose the 
names of the electronic communication serv-
ice providers from which assistance was 
sought, the activities in which the Govern-
ment was engaged or in which providers as-
sisted, or the details regarding any such as-
sistance. The Committee can say, however, 
that beginning soon after September 11, 2001, 
the Executive branch provided written re-
quests or directives to U.S. electronic com-
munication service providers to obtain their 
assistance with communications intelligence 
activities that had been authorized by the 
President. 

The Committee has reviewed all of the rel-
evant correspondence. The letters were pro-
vided to electronic communication service 
providers at regular intervals. All of the let-
ters stated that the activities had been au-
thorized by the President. All of the letters 
also stated that the activities had been de-
termined to be lawful by the Attorney Gen-
eral, except for one letter that covered a pe-
riod of less than sixty days. That letter, 
which like all the others stated that the ac-
tivities had been authorized by the Presi-
dent, stated that the activities had been de-
termined to be lawful by the Counsel to the 
President. 

The historical context of requests or direc-
tives for assistance was also relevant to the 
Committee’s determination that electronic 
communication service providers acted in 
good faith. The Committee considered both 
the extraordinary nature of the time period 
following the terrorist attacks of September 
11, 2001, and the fact that the expressed pur-
pose of the program was to ‘‘detect and pre-
vent the next terrorist attack’’ in making its 
assessment. 

On the basis of the representations in the 
communications to providers, the Com-
mittee concluded that the providers, in the 
unique historical circumstances of the after-
math of September 11, 2001, had a good faith 
basis for responding to the requests for as-
sistance they received. Section 202 makes no 
assessment about the legality of the Presi-
dent’s program. It simply recognizes that, in 
the specific historical circumstances here, if 
the private sector relied on written represen-
tations that high-level Government officials 
had assessed the program to be legal, they 
acted in good faith and should be entitled to 
protection from civil suit. 

The requirements of section 202 reflect the 
Committee’s determination that cases 
should only be dismissed when providers 
acted in good faith. Section 202 applies only 
to assistance provided by electronics com-
munication service providers pursuant to a 
‘‘written request or directive from the Attor-
ney General or the head of an element of the 
intelligence community. . . that the pro-
gram was authorized by the President and 
determined to be lawful.’’ 

Section 202 also preserves an important 
role for the courts. Although the bill reflects 
the Committee’s determination that, if the 
requirements of section 202 are met, the pro-
vider acted in good faith, the section allows 
judicial review of whether the Attorney Gen-
eral has abused the discretion provided by 
statute in certifying that a provider either 
furnished no assistance or cooperated with 
the Government under the terms referenced 
in the section. 

In determining whether to provide retro-
active immunity, the Committee weighed 
the incentives such immunity would provide. 
As described above, electronic communica-
tion service providers play an important role 
in assisting intelligence officials in national 

security activities. Indeed, the intelligence 
community cannot obtain the intelligence it 
needs without assistance from these compa-
nies. Given the scope of the civil damages 
suits, and the current spotlight associated 
with providing any assistance to the intel-
ligence community, the Committee was con-
cerned that, without retroactive immunity, 
the private sector might be unwilling to co-
operate with lawful Government requests in 
the future without unnecessary court in-
volvement and protracted litigation. The 
possible reduction in intelligence that might 
result from this delay is simply unacceptable 
for the safety of out Nation. 

At the same time, the Committee recog-
nized that providers play an essential role in 
ensuring that the Government complies with 
statutory requirements before collecting in-
formation that may impact the privacy in-
terests of U.S. citizens. Because the Govern-
ment necessarily seeks access to commu-
nications through the private sector, pro-
viders have the unparalleled ability to insist 
on receiving appropriate statutory docu-
mentation before agreeing to provide any as-
sistance to the Government. 

The Committee sought to maintain the 
balance between these factors by providing 
retroactive immunity that is limited in 
scope. The provision of retroactive immu-
nity was intended to encourage electronic 
communication service providers who acted 
in good faith in the particular set of cir-
cumstances at issue to cooperate with the 
Government when provided with lawful re-
quests in the future. Restricting that immu-
nity to discrete past activities avoids dis-
rupting the balance of incentives for elec-
tronic communication service providers to 
require compliance with statutory require-
ments in the future. Under this bill and ex-
isting statutory provisions, providers will 
only be entitled to protection from suit for 
their future activities if they ensure that 
their assistance is conducted in accordance 
with statutory requirements. 

The Committee believes that adherence to 
precise, existing statutory forms is greatly 
preferred. This preference is reflected in sec-
tion 203 of the bill, which establishes proce-
dures by which civil actions against those 
who assist the Government shall be dis-
missed upon a certification by the Attorney 
General that any assistance had been pro-
vided pursuant to a court order or a statu-
torily-prescribed certification or directive. 
The action the Committee proposes for 
claims arising out of the President’s pro-
gram should be understood by the Executive 
branch and providers as a one-time response 
to an unparalleled national experience in the 
midst of which representations were made 
that assistance to the Government was au-
thorized and lawful. 

PROCEDURES FOR IMPLEMENTING STATUTORY 
DEFENSES 

Section 203 of this bill provides a procedure 
that can be used in the future to seek dis-
missal of a suit when a defendant either pro-
vided assistance pursuant to a lawful statu-
tory requirement, or did not provide assist-
ance. This section, a new section 802 of FISA, 
reflects the Committee’s recognition that 
the identities of persons or entities who pro-
vide assistance to the intelligence commu-
nity are properly protected as sources and 
methods of intelligence. 

Under the existing statutory scheme, wire 
or electronic communication providers are 
authorized to provide information and assist-
ance to persons with authority to conduct 
electronic surveillance if the providers have 
been provided with (1) a court order directing 
the assistance, or (2) a certification in writ-
ing signed by the Attorney General or cer-
tain other officers that ‘‘no warrant or court 

order is required by law, that all statutory 
requirements have been met, and that the 
specific assistance is required.’’ See 18 U.S.C. 
2511(2)(a)(ii). Current law therefore envisions 
that wire and electronic communication 
service providers will play a lawful role in 
the Government’s conduct of electronic sur-
veillance. 

Section 2511(2)(a)(ii) protects these pro-
viders from suit as long as their actions are 
consistent with statutory authorizations. 
Once electronic communication service pro-
viders have a court order or certification, 
‘‘no cause of action shall lie in any court 
against any provider of wire or electronic 
communication service . . . for providing in-
formation, facilities, or assistance in accord-
ance with the terms of a court order, statu-
tory authorization, or certification under 
this chapter.’’ Id. The Protect America Act 
and Title I of this bill provide similar protec-
tions from suit for providing information or 
assistance in accordance with statutory di-
rectives. All of these immunity provisions 
are designed to ensure that wire and elec-
tronic communication service providers as-
sist the Government with electronic surveil-
lance activities when necessary, and recog-
nize the good faith of those providers who as-
sist the Government in accordance with the 
statutory scheme. 

To the extent that any existing immunity 
provisions are applicable, however, providers 
have not been able to benefit from the provi-
sions in the civil cases that are currently 
pending. Because the Government has 
claimed the state secrets privilege over the 
question of whether any particular provider 
furnished assistance to the Government, an 
electronic communication service provider 
who cooperated with the Government pursu-
ant to a valid court order or certification 
cannot prove it is entitled to immunity 
under section 2511(2)(a)(ii) without disclosing 
the information deemed privileged by the 
Executive branch. Thus, electronic commu-
nication providers are prohibited from seek-
ing immunity under section 2511(2)(a)(ii) for 
any assistance they may have provided to 
the intelligence community, with the ap-
proval of the FISA Court, after January 17, 
2007. Providers who did not assist the Gov-
ernment are similarly unable to extract 
themselves from ongoing litigation, because 
the assertion of the state secrets privilege 
makes it impossible for them to demonstrate 
their lack of involvement. 

By addressing the situation in which an 
entity is prohibited from taking advantage 
of existing immunity provisions because of 
Government restrictions on disclosure of the 
information, Section 203 seeks to ensure that 
existing immunity provisions have their in-
tended effect. The Committee also intends to 
reassure providers that as long as their as-
sistance to the Government is conducted in 
accordance with statutory requirements, 
they will be protected from civil liability 
and the burden of further litigation. 

The procedure in section 203 allows a court 
to review a certification as to whether an in-
dividual either assisted the Government pur-
suant to a lawful statutory requirement or 
did not assist the Government, even when 
public disclosure of such facts would harm 
the national security. Because an assertion 
of state secrets over the same facts would 
likely prevent all judicial review over wheth-
er, and under what authorities, an individual 
assisted the Government, this provision 
serves to expand judicial review to an area 
that may have been previously non-justici-
able. In addition, the statute explicitly al-
lows the court to review for abuse of discre-
tion the Attorney General’s certification 
that a person either did not assist the Gov-
ernment or cooperated with the Government 
pursuant, to statutory requirements. 
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PREEMPTION 

Section 204 of the bill preempts state in-
vestigations or required disclosure of infor-
mation about the relationship between indi-
vidual electronic communication service 
providers and the intelligence community. 
The provision reflects the Committee’s view 
that, although states play an important role 
in regulating electronic communication 
service providers, they should not be in-
volved in regulating the relationship be-
tween electronic communication service pro-
viders and the intelligence community. 

Mr. ROCKEFELLER. I hope very 
much that the Senator’s amendment 
will be defeated. I thank the Chair. 

Mr. BOND. I suggest the absence of a 
quorum and ask unanimous consent 
that the time be charged equally to 
both sides. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The clerk will call the roll. 
The legislative clerk proceeded to 

call the roll. 
Mr. ROCKEFELLER. I ask unani-

mous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. ROCKEFELLER. Mr. President, 
with the goodwill of the vice chairman, 
he has granted me a couple of moments 
to enter a couple documents in the 
RECORD. We have had several good days 
of debate or good hours of debate on 
the FISA bill going back to before the 
recess. I guess that would be several 
months. In the course of a discussion of 
a bill as lengthy and complex as this, 
several arguments have been made that 
warrant response, but there isn’t al-
ways time to give the response. In the 
interest of establishing an accurate 
legislative history to accompany the 
bill, as manager of the bill, I ask unan-
imous consent to print in the RECORD a 
statement providing such clarifications 
and corrections. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 
H.R. 6304, FISA AMENDMENTS ACT OF 2008, 

RESPONSE TO VARIOUS POINTS IN PRE-RE-
CESS DEBATE, JULY 8, 2008 

Mr. President, prior to the recess, we had 
several good days of debate on the FISA bill. 
Inevitably, in the course of discussion of a 
bill as lengthy and detailed as this, several 
arguments have been made that warrant a 
response in the interest of an accurate legis-
lative history. As a manager of the bill, I 
would like to take a few moments to clear up 
several matters. 

EXCLUSIVITY 

Sections 102(a) and (b) are the bill’s main 
exclusivity provisions. Section 102(a) 
strengthens present exclusivity law by pro-
viding, in a new section 112 of FISA, that 
only an express statutory authorization for 
electronic surveillance or the interception of 
domestic communications shall constitute 
an exclusive means in addition to specifi-
cally listed statutes. Section 102(b) amends 
section 109 of FISA, the Act’s key criminal 
offense provision, so that the criminal of-
fense and the exclusivity provision dovetail 
exactly. 

These main parts of section 102 are well 
understood. There has been some confusion, 
however, about a conforming amendment in 

section 102(c), which performs a useful but 
distinctly minor role in the overall exclu-
sivity section. 

Section 102(c) adds a detail to the section 
of the U.S. criminal code (18 USC 2511), 
which gives immunity from suit to compa-
nies who have received a certification from 
the Attorney General. It requires the Gov-
ernment to identify in the certification the 
specific statutory provision that authorizes 
the company’s assistance ‘‘if a certification 
. . . for assistance to obtain foreign intel-
ligence information is based on statutory au-
thority.’’ 

Several colleagues have suggested, or at 
least strongly intimated, that this language 
acknowledges the President’s constitutional 
authority to conduct warrantless surveil-
lance of the kind involved in the President’s 
Terrorism Surveillance Program. Any such 
argument is inconsistent with both the lan-
guage of the provision and the intent of its 
drafters. 

To understand the purpose of section 
102(c), we need to look at the course of nego-
tiations about it. In its proposed amendment 
to our Intelligence Committee bill, the Sen-
ate Judiciary Committee recommended the 
following language: ‘‘A certification . . . for 
assistance to obtain foreign intelligence in-
formation shall identify the specific provi-
sion of the Foreign Intelligence Surveillance 
Act of 1978 . . . that provides an exception 
from providing a court order, and shall cer-
tify that the statutory requirements of such 
provision have been met.’’ 

As the Judiciary Committee pointed out in 
its report, this language responded to the 
need of providers to have clarity regarding 
the legality of their actions and entitlement 
to immunity. 

After the Judiciary Committee sequen-
tially reported our bill, there were extensive 
discussions with the administration about 
this language. In the course of those discus-
sions, the Department of Justice noted that 
FISA, as drafted in 1978, was only intended 
to regulate particular activities, those that 
constitute ‘‘electronic surveillance,’’ a term 
that is carefully defined in FISA. Indeed, the 
nuance in FISA’s definition of electronic 
surveillance, as well as its very detailed pa-
rameters, led us to decide not to alter the 
definition of electronic surveillance in FISA 
in this compromise bill. Activities that do 
not constitute electronic surveillance within 
the meaning of FISA, or the interception of 
domestic wire, oral or electronic commu-
nications, were not restricted by FISA’s 
original exclusivity provision and the same 
will be true under this bill. Thus, theoreti-
cally there may be activities that fall out-
side of the statute’s restrictions but are not 
subject to an explicit statutory ‘‘exception 
from providing a court order,’’ as that term 
was used in the Judiciary Committee amend-
ment. 

These discussions led to the language in 
the current bill, which was included as part 
of Senator Feinstein’s exclusive means 
amendment in the original Senate debate in 
February. The amendment was intended to 
ensure that the provider has as much infor-
mation as possible, while still recognizing 
that, going back to the birth of FISA, activi-
ties may be conducted side-by-side with 
FISA, although not under the authority of 
FISA, if they do not fall within FISA’s defi-
nition of electronic surveillance. 

Section 102(c) was not intended to permit, 
and its language would not permit, any ac-
tivities that would violate the main parts of 
the exclusive means provision, whatever the 
legal justification. Any suggestion that Con-
gress would take away in a conforming 
amendment the central achievement of the 
overall exclusivity section makes no sense. 

Indeed, the bill makes it painstakingly 
clear: any person who engages in electronic 

surveillance outside of FISA or the U.S. 
criminal code is committing a criminal of-
fense. Given this statutory requirement, the 
Attorney General cannot lawfully certify 
that electronic surveillance outside of FISA 
satisfies ‘‘all statutory requirements,’’ as is 
required and will continue to be required for 
a certification in section 2511 of title 18. 

Whether or not the President has constitu-
tional authority to conduct surveillance— 
and there is widespread disagreement here 
on that point—the language of section 102(c) 
simply cannot be read to recognize any au-
thority to conduct electronic surveillance 
that is inconsistent with FISA. 

ASSESSMENT OF COMPLIANCE 
In debate on the bill, the question has been 

raised whether the decision not to include in 
the final compromise a provision specifically 
addressing the authority of the FISA court 
to assess compliance with minimization pro-
cedures in section 702 represents a deter-
mination that the court should not have that 
authority. 

Minimization procedures are specific pro-
cedures that are reasonably designed to min-
imize acquisition and retention, and prohibit 
dissemination, of nonpublic information con-
cerning United States persons consistent 
with the need to obtain, produce, and dis-
seminate foreign intelligence information. 
Compliance with them is central to the pro-
tection of the privacy of Americans. The 
Protect America Act failed to provide for 
court review and approval of minimization 
procedures. This bill corrects that omission. 
The PAA also failed to provide for rules on 
the use of information acquired under it. 
This bill corrects that omission by making 
section 106 of FISA applicable to collection 
under its foreign targeting provisions. That 
section explicitly mandates that federal em-
ployees may only use or disclose information 
concerning U.S. persons in accordance with 
required minimization procedures. 

Although section 702 does not have a provi-
sion that mandates compliance reviews, as 
the original House bill contained, the bill be-
fore us today recognizes the authority of the 
FISA court to assess compliance with the 
procedures that it has approved. The courts 
of the United States are not advisory bodies. 
All of them, including the FISA court, have 
the inherent authority of any other court 
that exercises the judicial power of the 
United States to ensure that the parties be-
fore them are complying with their orders 
and the procedures they approve. 

An amendment to the original bill that 
was offered by Senator Whitehouse, who had 
strongly advocated on the Senate floor in 
support of judicial review of compliance with 
minimization procedures, makes the 
Congress’s recognition of this inherent court 
authority clear. That language, which the 
Senate adopted by unanimous consent and 
which is section 109(d) in the final bill, spe-
cifically states that no provision of FISA 
will be construed to reduce or contravene the 
inherent authority of the FISA court ‘‘to de-
termine or enforce compliance with an order 
or rule of such court, or with a procedure ap-
proved by such court.’’ 

The decision in negotiating the com-
promise of this bill not to include in section 
702 a separate provision for minimization 
compliance reviews by the court, should be 
understood, as we understood in the Senate 
when considering Senator Whitehouse’s 
amendment, to represent satisfaction that 
the amendment adequately recognizes the 
authority of the FISA court to assess com-
pliance. 

EXIGENT CIRCUMSTANCES 
The next issue that deserves clarification 

is the exigent circumstances exception to 
prior court approval. The bill requires the 
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Government to obtain prior court approval 
of targeting and minimization procedures be-
fore beginning collection under the new pro-
cedures. There is one exception to this re-
quirement: in exigent circumstances, the At-
torney General and Director of National In-
telligence may authorize collection to begin 
immediately. 

In section 702(c)(2), the bill describes an ex-
igent circumstances determination to be ‘‘a 
determination by the Attorney General and 
the Director of National Intelligence that ex-
igent circumstances exist because, without 
immediate implementation of an authoriza-
tion under subsection (a) [of section 702], in-
telligence important to the national security 
may be lost or not timely acquired and time 
does not permit the issuance of an order pur-
suant to subsection (i)(3) prior to the imple-
mentation of such authorization.’’ 

In both Houses, there has been some dis-
cussion about the meaning of the phrase ‘‘ex-
igent circumstances’’ and the expectations of 
Members about the use of this authority. 
While the bill does not define the phrase ‘‘ex-
igent circumstances’’ standing alone, it does 
describe the limits of the appropriate use of 
the authority: a determination by the Na-
tion’s highest law enforcement official, the 
Attorney General, and highest intelligence 
official, the DNI, that (a) without immediate 
implementation ‘‘intelligence important to 
the national security may be lost or not 
timely acquired’’ and (b) time does not per-
mit the issuance of a FISA court approval 
order prior to implementation. 

To the extent that auxiliary aids are need-
ed to assist in defining ‘‘exigent cir-
cumstances,’’ at least three are available. 

First, section 702 as a whole demonstrates 
the clear intent of Congress that prior judi-
cial approval is strongly preferred. To the 
extent practicable, the Government’s sub-
missions of certifications and procedures to 
the FISA court with regard to annual au-
thorizations shall precede the effective date 
of those authorizations by at least 30 days. 
On receiving Government submissions, the 
FISA court is to complete action on them 
within 30 days unless the court exercises its 
limited extension authority. 

Those provisions, working together, imple-
ment the design of the Congress to ensure 
that judicial review will ordinarily precede 
implementation. The benefit of doing so is 
obvious. The intelligence community, tele-
communication providers who are asked to 
implement Government directives, and the 
American public will be assured that the pro-
cedures and certifications that ensure the 
lawfulness of collection have been approved 
before collection begins. In light of the cen-
trality of prior review in section 702, and the 
significant benefits flowing from it, excep-
tions should be rare. 

Second, if more is needed to define ‘‘exi-
gent circumstances,’’ the dictionary defini-
tion of ‘‘exigent’’ is a tool of first resort out-
side the text and structure of the Act. For 
example, the Random House College Dic-
tionary defines ‘‘exigent’’ as ‘‘requiring im-
mediate action or aid; urgent, pressing.’’ 
‘‘Urgent’’ in turn is defined as ‘‘pressing, 
compelling or requiring immediate action or 
attention; imperative.’’ 

Third, the interpretation of the bill by 
agencies charged with its administration is 
an acknowledged guide, particularly, as 
here, where that interpretation has been of-
fered to the Congress in the course of the 
legislative process. In writing to the Speaker 
on June 19, the Attorney General and the 
DNI explained: ‘‘The exigent circumstances 
exception is critical to allowing the Intel-
ligence Community to respond swiftly to 
changing circumstances when the Attorney 
General and the Director of National Intel-
ligence determine that intelligence may be 

lost or not timely acquired. Such exigent cir-
cumstances could arise in certain cir-
cumstances where an unexpected gap has 
opened in our intelligence collection ef-
forts.’’ 

The recognition that the ‘‘exigent cir-
cumstances’’ provision is an ‘‘exception’’ to 
prior court approval that it is applicable to 
‘‘changing circumstances’’ and ‘‘unexpected 
gaps,’’ when considered in the light of the 
text and structure of section 702 and the or-
dinary meaning of ‘‘exigent,’’ all convey, as 
I believe, that this authority should be used 
only rarely, when urgent and unexpected ac-
tion is truly required. 

We intend to monitor the use of this au-
thority carefully, so that we can address any 
abuses at the time of the sunset, if nec-
essary. 

TITLE II—DOCUMENTARY SUPPORT FOR 
ATTORNEY GENERAL CERTIFICATION 

During the pre-recess debate, a suggestion 
was made that the bill establishes clear lim-
its on what documents the district court 
may review in determining whether substan-
tial evidence supports a certification by the 
Attorney General on a provider’s entitle-
ment to immunity. 

The burden is on the Attorney General to 
provide to the court the equivalent of an ad-
ministrative record that satisfies the sub-
stantial evidence test. While I agree that the 
parties cannot seek discovery to provide the 
court with information as to whether the 
substantial evidence test is met, the bill does 
not limit what the Attorney General may 
submit, in his or her discretion, to provide 
substantial evidence to support the certifi-
cation. 

A certification under section 802 shall be 
given effect unless the court, in accordance 
with subsection (b), finds that it is not sup-
ported by substantial evidence ‘‘provided to 
the court pursuant to this section.’’ The 
phrase ‘‘this section’’ covers the entire sec-
tion. Thus, the scope of the evidence that the 
Attorney General may submit to sustain the 
substantial evidence burden is not dependent 
on any particular subsection of section 802 
but is drawn from the entirety of the section 
including, importantly, all of the sub-
stantive requirements for the implementa-
tion of liability protection. 

Section 802(b)(2) provides that in reviewing 
a certification under section 802 the court 
may examine the court order, certification, 
written request, or directive described in the 
substantive provisions of section 802. This 
authority ensures that the court will be able 
to examine those documents. But it does not 
limit the Attorney General to those docu-
ments in supporting a certification under 
section 802. For example, the Attorney Gen-
eral may determine that providing substan-
tial evidence to support a certification that 
a person did not provide assistance requires 
evidence that is not included in communica-
tions with that person. Section 802 therefore 
should not be read as a limit on what may be 
submitted to the court by the Attorney Gen-
eral. As for the method by which additional 
information may be provided, section 802 im-
poses no limit on what the Attorney General 
may include within a certification or an-
nexed to it. 

Mr. ROCKEFELLER. I also point out, 
there was an op-ed piece in support of 
the FISA bill in today’s New York 
Times which I call to the attention of 
my colleagues. It was written by Mr. 
Morton Halperin and entitled ‘‘Listen-
ing to Compromise.’’ Mr. Halperin, in 
addition to being executive director of 
the Open Society Policy Center, has a 
lengthy career of public service in both 
Democratic and Republican adminis-
trations. 

Mr. President, I ask unanimous con-
sent to have printed in the RECORD Mr. 
Halperin’s op-ed in support of the bill 
as it appeared in today’s New York 
Times. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

[From the New York Times, July 8, 2008] 
LISTENING TO COMPROMISE 
(By Morton H. Halperin) 

Two years ago, I stated my belief that the 
Bush administration’s warrantless wire-
tapping program and disregard for domestic 
and international law poses a direct chal-
lenge to our constitutional order, and ‘‘con-
stitutes a far greater threat than the law-
lessness of Richard Nixon.’’ 

That was not a casual comparison. When I 
was on the staff of the National Security 
Council, my home phone was tapped by the 
Nixon administration—without a warrant— 
beginning in 1969. The wiretap stayed on for 
21 months. The reason? My boss, Henry Kis-
singer, and the director of the F.B.I., J. 
Edgar Hoover, believed that I might have 
leaked information to this newspaper. Even 
after I left government, and went to work on 
Edmund Muskie’s presidential campaign, the 
F.B.I. continued to listen in and made peri-
odic reports to the president. 

I was No. 8 on Richard Nixon’s ‘‘enemies 
list’’—a strange assemblage of 20 people who 
had incurred the White House’s wrath be-
cause they had disagreed with administra-
tion policy. As the presidential counsel John 
Dean explained it in 1971, the list was part of 
a plan to ‘‘use the available federal machin-
ery to screw our political enemies.’’ My 
guess is that I earned this dubious distinc-
tion because of my opposition to the Viet-
nam War, though no one ever said for sure. 

Because I rejected the Nixon administra-
tion’s use of national security as a pretext 
for broad assertions of unchecked executive 
power, I became engaged with the Foreign 
Intelligence Surveillance Act when it was 
proposed in the early 1970s. And because I re-
ject the Bush administration’s equally ex-
treme assertions of executive power at the 
expense of civil liberties, I have been en-
gaged in trying to improve the current legis-
lation. 

The compromise legislation that will come 
to the Senate floor this week is not the legis-
lation that I would have liked to see, but I 
disagree with those who suggest that sen-
ators are giving in by backing this bill. 

The fact is that the alternative to Con-
gress passing this bill is Congress enacting 
far worse legislation that the Senate had al-
ready passed by a filibuster-proof margin, 
and which a majority of House members 
were on record as supporting. 

What’s more, this bill provides important 
safeguards for civil liberties. It includes ef-
fective mechanisms for oversight of the new 
surveillance authorities by the FISA court, 
the House and Senate Intelligence Commit-
tees and now the Judiciary Committees. It 
mandates reports by inspectors general of 
the Justice Department, the Pentagon and 
intelligence agencies that will provide the 
committees with the information they need 
to conduct this oversight. (The reports by 
the inspectors general will also provide ac-
countability for the potential unlawful mis-
conduct that occurred during the Bush ad-
ministration.) Finally, the bill for the first 
time requires FISA court warrants for sur-
veillance of Americans overseas. 

As someone whose civil liberties were vio-
lated by the government, I understand this 
legislation isn’t perfect. But I also believe— 
and here I am speaking only for myself—that 
it represents our best chance to protect I 
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both our national security and our civil lib-
erties. For that reason, it has my personal 
support. 

Mr. ROCKEFELLER. Mr. President, I 
thank the Presiding Officer and yield 
the floor. 

The PRESIDING OFFICER. The Sen-
ator from Vermont. 

Mr. LEAHY. Mr. President, I would 
like to speak for a little while about 
one part of the bill, and I will have 
more to say tomorrow. I strongly op-
pose the blanket grant of immunity 
that is contained in this bill. I would 
hope Senators would reject what is an 
ill-advised legislative effort to engineer 
specific outcomes in ongoing Federal 
judicial proceedings. Basically, we are 
telling another branch of Government: 
Here is the way you have to come out 
in your decisions. 

There is a way to cure that problem. 
Instead of the Congress telling the 
courts how they have to rule, we could 
adopt the Dodd-Feingold-Leahy amend-
ment to strike title II from the bill. 
This would strike the retroactive im-
munity provisions, and it would allow 
for accountability for those who vio-
lated Americans’ rights and violated 
the law. It would send a strong mes-
sage that no one stands above the law 
in the United States. 

I am not out to get the telephone 
companies. I just want us to know who 
it was in the administration who said: 
You may break the law. The American 
people ought to know who in the White 
House said, ‘‘You may break the law,’’ 
who it was who made the decision that 
somehow this President stands above 
the law. 

The administration circumvented the 
law by conducting warrantless surveil-
lance of Americans for more than 5 
years. They were breaking the law, and 
then they got caught. The press re-
ported this illegal conduct in late 2005. 
The Republican-controlled Congress 
did not ask the questions to find it out. 
The press found it out. Had they not 
done so, I have to assume this unlawful 
surveillance would still be going on 
today. 

When the public found out that the 
Government had been spying on the 
American people outside of FISA for 
years, the Government and the pro-
viders were sued by citizens who be-
lieved their privacy rights were vio-
lated. They said: You are violating our 
privacy. We want you to be held ac-
countable. But, of course, that is why 
the Founders created a system of Fed-
eral courts through the Constitution— 
so people can assert their rights before 
a fair and neutral tribunal without in-
terference from the other branches of 
Government, so they have some way to 
say: I am not a Democrat. I am not a 
Republican. I am not rich. I am not 
poor. I am an American. I am seeking 
to have my rights upheld. 

Title II of this bill would effectively 
terminate these lawsuits and those 
rights. It seeks to reduce the role of 
the court to a rubber stamp. So long as 
the Attorney General certifies that the 

Government requested the surveillance 
and indicated that it had been ‘‘deter-
mined to be lawful,’’ the cases will be 
dismissed and everybody is off the 
hook. It is not the court that says 
whether you followed the law. No, this 
bill allows the government to say: Oh, 
you are looking at us? Ah, we certify 
we followed the law. So, therefore, you 
courts have to let us off the hook be-
cause, after all, we said, whether we 
broke the law or not, we are following 
the law, so we are home free. 

That is not a meaningful judicial in-
quiry. Thinking back to my days as a 
prosecutor in Vermont, that would be 
as if the police caught someone in a 
burglary, I charged them, and the de-
fendant then told the judge: But I have 
determined that for me, your Honor, 
the burglary laws do not apply, so you 
have to let me go. I can’t be pros-
ecuted. I can’t be held accountable. No-
body would take that seriously. We 
should not take this seriously. We 
should not do something that does not 
give the plaintiffs their day in court. It 
is not just a heavy thumb on the scales 
of justice; it is a whole hand and an 
arm on the scales of justice, and I can-
not support it. 

If we look at the publicly available 
information about the President’s pro-
gram, it becomes clear that title II is 
designed to tank these lawsuits, pure 
and simple, but then to allow the ad-
ministration to avoid any account-
ability for their actions. The Senate 
Intelligence Committee said in a report 
last fall that the providers received let-
ters from the Attorney General stating 
that the activities had been ‘‘author-
ized by the President’’ and ‘‘deter-
mined to be lawful.’’ 

Guess what. These are precisely the 
‘‘magic’’ words that will retroactively 
immunize the providers under title II 
of this bill. Mr. President, the fix is in. 
The bill is rigged, based on what we al-
ready know, to ensure that the pro-
viders get immunity and the cases get 
dismissed. 

What it says is, if you are in charge, 
you can just go out and break the law, 
and then when they look at you, send a 
letter to the court saying: I have deter-
mined that when I broke the law, I did 
not really break the law, so you have 
to let me off the hook. 

Lewis Carroll once wrote a book 
about that. I think it was called ‘‘Alice 
in Wonderland.’’ So what if Americans’ 
rights were violated. So what if stat-
utes were violated. So what if those 
privacy-protecting statutes provide for 
damages. This bill makes our courts 
the handmaidens to a coverup, and it is 
wrong. It tells the courts—the U.S. 
Federal courts—it tells them: Take 
part in a coverup. I cannot support 
something that does that. It is wrong. 

Make no mistake, if title II becomes 
law, there will be no accountability for 
this administration’s actions in a court 
of law. We would take away the only 
viable avenue for Americans to seek re-
dress for harms to their privacy and 
liberties. 

Those who claim that American citi-
zens can still pursue their privacy 
claims against the Government know 
that sovereign immunity is a road-
block. They know that cases against 
the Government have already been dis-
missed for lack of standing. They know 
about the Government’s ability to as-
sert the state secrets doctrine and var-
ious other legal defenses and protec-
tions for Government officials. They 
know these suits will go nowhere. They 
know, and it is wrong for them to sug-
gest otherwise. This is a red herring if 
there ever was one. 

The report of the Select Committee 
on Intelligence in connection with its 
earlier version of the bill that also in-
cluded retroactive immunity is telling. 
The Select Committee on Intelligence 
wrote: 

The Committee does not intend for this 
section to apply to, or in any way affect, 
pending or future suits against the Govern-
ment as to the legality of the President’s 
program. 

And later wrote: 
Section 202 makes no assessment about the 

legality of the President’s program. 

But neither that bill nor this one 
makes any allowance for such suits 
against the Government to proceed to 
a decision on its merits. That is pre-
cisely what is lacking in this measure: 
an avenue to obtain judicial review and 
accountability. 

Now, those who support retroactive 
immunity for the telecommunications 
carriers and dismissal of the suits 
against them without providing an ef-
fective avenue to challenge the pro-
gram or obtain judicial review of its le-
gality—well, what they are doing is 
supporting unaccountability, pure and 
simple. They are saying: Everybody is 
off the hook. I am not out to get the 
telephone companies. All I want to 
know is, who in our Government said: 
You may break the law. And this bill is 
going to make sure we never find out. 

In fact, the case that did proceed to 
decision in the Federal court in Michi-
gan was appealed by the Government, 
was vacated and dismissed for lack of 
‘‘standing.’’ So the judicial decision on 
the merits that the President’s pro-
gram of warrantless wiretapping of 
Americans was a violation of law and 
the Constitution was effectively wiped 
from the books. 

I note again that the proponents of 
this retroactive immunity have not 
and cannot say that the administration 
acted lawfully. They do not say the ad-
ministration acted lawfully because 
they know the administration did not 
act lawfully. 

Even if one believes the telephone 
companies merit protection, there is 
simply no good reason why Congress 
must act now to deal with the issue of 
the ongoing lawsuits against providers. 
The claim that these lawsuits will 
somehow ‘‘bankrupt’’ the providers is 
belied by the record demonstrating the 
financial health of these companies 
today despite the ongoing litigation. 

Even the most alarmist critics of the 
lawsuits acknowledge it would be years 
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and probably at least two trips to the 
U.S. Supreme Court before we have any 
enforceable final judgments. 

If there is such a risk, well, what 
does that say? It says there were viola-
tions and that people’s rights were vio-
lated. Now, I have said before that I 
would support the Government step-
ping into the shoes of these defendants, 
of these telephone companies, if we 
want to protect them. It is simple. If 
you are that concerned about the tele-
phone companies, exclude them. Sub-
stitute the U.S. Government. But we 
should not protect them if the cost of 
protecting them is all accountability 
and the cost of never getting a judicial 
determination on the merits of the 
cases whether the Government violated 
the law. 

Americans have a right to know. 
The PRESIDING OFFICER. The Sen-

ator’s 10 minutes have expired. 
Mr. LEAHY. Mr. President, I ask 

unanimous consent for an additional 30 
seconds. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. LEAHY. I believe the rule of law 
is important. I trust our courts to han-
dle even the most difficult and sen-
sitive disputes. That is the courts’ role 
in our constitutional scheme, not ours. 
Title II of this bill would have Congress 
decide these cases by legislative fiat. 

We do not want to diminish our Fed-
eral judiciary and risk selling out large 
numbers of Americans whose funda-
mental rights may have been violated. 
We should not pass this bill 
unamended. I urge my colleagues to 
cast a vote for accountability and sup-
port the Dodd-Feingold-Leahy amend-
ment. 

I strongly oppose the immunity pro-
visions contained in this bill, and I 
have supported every effort to strike 
them. But if we cannot eliminate these 
ill-advised provisions, then I agree that 
Senator BINGAMAN’s amendment to 
delay a decision on immunity until 
after the inspectors general have con-
ducted their review of the warrantless 
surveillance program makes good 
sense. 

I worked hard to include the inspec-
tors general amendment as a part of 
this FISA bill. For that provision to 
have its full effect, we should delay any 
grant of retroactive immunity until we 
know what the final report says. 

Senator BINGAMAN’s amendment 
would stay all pending cases against 
the telecom companies related to the 
warrantless surveillance program and 
delay the effective date of the immu-
nity provisions in title II of the bill 
until 90 days after Congress receives 
the inspectors general reports. 

I have maintained throughout this 
debate that it makes little sense for 
Senators—many who have never been 
given the opportunity to view key doc-
uments relevant to the warrantless 
surveillance program—to cast an unin-
formed vote on retroactive immunity. 
That is buying a pig in a poke. To mix 
farm metaphors, the Bingaman amend-

ment puts the horse back in front of 
the cart. 

First, let’s get the facts. And then, 
only after reviewing the relevant facts 
that the administration claims support 
granting retroactive immunity, deter-
mine whether Congress should attempt 
to legislatively determine the result of 
the 40 or so Federal cases alleging vio-
lations of fundamental rights of Ameri-
cans. 

Again, I believe the retroactive im-
munity provisions in this bill should be 
stripped entirely. But if that cannot be 
accomplished, then I support Senator 
BINGAMAN’s amendment as a common-
sense way to ensure that the Senate 
makes a fully informed decision on ret-
roactive immunity. 

I yield the floor. 
Mr. BOND. Mr. President, I suggest 

the absence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The legislative clerk proceeded to 

call the roll. 
Mr. SPECTER. Mr. President, I ask 

unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

AMENDMENT NO. 5059 
Mr. SPECTER. Mr. President, I now 

call up my amendment No. 5059. 
The PRESIDING OFFICER. Without 

objection, the pending amendment is 
set aside. 

The clerk will report. 
The legislative clerk read as follows: 
The Senator from Pennsylvania [Mr. SPEC-

TER] proposes an amendment numbered 5059. 

Mr. SPECTER. Mr. President, I ask 
unanimous consent that the reading of 
the amendment be dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The amendment is as follows: 
(Purpose: To limit retroactive immunity for 

providing assistance to the United States 
to instances in which a Federal court de-
termines the assistance was provided in 
connection with an intelligence activity 
that was constitutional) 
On page 90, strike lines 17 through 21 and 

insert the following: 
‘‘(1) REVIEW OF CERTIFICATIONS.— 
‘‘(A) IN GENERAL.—Except as provided in 

subparagraph (B), a certification under sub-
section (a) shall be given effect unless the 
court finds that such certification is not sup-
ported by substantial evidence provided to 
the court pursuant to this section. 

‘‘(B) COVERED CIVIL ACTIONS.—In a covered 
civil action relating to assistance alleged to 
have been provided in connection with an in-
telligence activity involving communica-
tions that was authorized by the President 
during the period beginning on September 11, 
2001, and ending on January 17, 2007, a cer-
tification under subsection (a) shall be given 
effect unless the court— 

‘‘(i) finds that such certification is not sup-
ported by substantial evidence provided to 
the court pursuant to this section; or 

‘‘(ii) determines that the assistance pro-
vided by the applicable electronic commu-
nication service provider was provided in 
connection with an intelligence activity that 
violated the Constitution of the United 
States. 

Mr. SPECTER. Mr. President, I be-
lieve that history will look back at the 

period of time between 9/11 and the 
present as the greatest expansion of 
the executive authority in the history 
of this country. We have seen the unau-
thorized military commissions. We 
have seen the extraordinary rendition 
to the frequent invocation of state se-
crets, privilege, and the misuse of so- 
called signing statements. 

The signing statements represent a 
fundamental failure of the Congress to 
utilize its constitutional authority. 
When the Constitution provides that 
there is a presentment by both Houses, 
the President either signs it or vetoes 
it, and the widespread practice has now 
come into play where the President 
signs and issues a signing statement 
undercutting key provisions of the leg-
islation. I introduced a bill to give Con-
gress standing to challenge that in 
court. It has gone nowhere because of 
the impossibility of overriding a veto 
and because of the considerations of 
case in controversy. 

We have seen, in the context of the 
evolving issues, the total ill-effective-
ness of Congress to provide the over-
sight of the Intelligence Committees. 
The National Security Act of 1947 ex-
pressly provides that matters such as 
the terrorist surveillance program 
should be submitted to the Intelligence 
Committees, but that has not been 
done. Only a portion of the Intelligence 
Committees have been briefed. Most of 
the limited briefing was done only 
when the administration needed some 
support for the confirmation of General 
Hayden as CIA Director. We have seen 
the provisions of the Foreign Intel-
ligence Surveillance Act of 1978 by-
passed by the executive branch on a 
claim of constitutional authority 
under article II, power as Commander 
in Chief, contrasted with the congres-
sional authority under article I. 

A Detroit Federal court declared the 
terrorist surveillance program uncon-
stitutional. The Court of Appeals for 
the Sixth Circuit reversed, in a 2-to-1 
decision on the ground of the lack of 
standing, with the dissenter filing an 
opinion showing ample basis for stand-
ing. The Supreme Court of the United 
States refused to review the case. They 
called it a denial of certiorari. That is 
the major constitutional confrontation 
of our era, between the President as-
serting article II powers as Commander 
in Chief and the explicit statutory pro-
vision enacted by Congress in 1978 pro-
viding for the exclusive means of hav-
ing wiretapping. Instead, we have 
warrantless wiretapping. 

The legislation pending now would 
provide retroactive immunity. I sug-
gest retroactive immunity in a context 
that we could both preserve the elec-
tronic surveillance and leave the court 
with jurisdiction in one of two ways. 
One, by substituting the Federal Gov-
ernment as the party defendant of the 
telephone companies, in the shoes of 
the telephone companies with no more, 
no less rights; or secondly, requiring, 
as my amendment does, that the Fed-
eral district court would decide con-
stitutionality. No one is denying the 
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telephone companies have been good 
citizens. 

The argument has been made that, 
well, there may be money damages or 
there is a matter of public image which 
is involved. Well, monetary damages 
and public image, in my judgment, 
don’t measure up to the right of pri-
vacy. Just as Oliver Wendell Holmes, in 
a 1928 case almost a century ago, said 
that wiretapping was ‘‘dirty busi-
ness’’—and it remains dirty business— 
it may be necessary on national secu-
rity grounds, but it has to be done 
within the confines of the law. That 
can be decided only by the courts, espe-
cially in the atmosphere that we have 
where the Congress has been so ineffec-
tive and where the Supreme Court of 
the United States ducked the issue on 
the case coming out of the Sixth Cir-
cuit, where there was ample grounds 
for finding standing to proceed with 
that case. 

Within the past 6 days, there has 
been a major development on this issue 
as a result of a judgment handed down 
by Chief Judge Vaughn Walker of the 
U.S. district court in San Francisco. 
Judge Walker is the same judge who 
has the telephone company cases which 
were consolidated and sent to him 
under Federal rules on a multidistrict 
panel. Judge Walker found flatly that 
the President exceeded his constitu-
tional authority when he ignored the 
Foreign Intelligence Surveillance Act. 
This is the exact language in the 56- 
page opinion: 

Congress appears clearly to have intended 
to—and did—establish the exclusive means 
for foreign intelligence surveillance activi-
ties to be conducted. Whatever power the ex-
ecutive may otherwise have had in this re-
gard, FISA— 

The Foreign Intelligence Surveil-
lance Act— 
limits the power of the executive branch to 
conduct such activities. 

So now we have the judge who is 
hearing these telephone cases having 
said that such surveillance is unconsti-
tutional. FISA covers not only the tra-
ditional wiretaps but explicitly covers 
pen registers and trap-and-trace de-
vices which could include whatever it 
is the telephone companies were alleg-
edly doing. On that subject, we do not 
know the full extent of what the tele-
phone companies are doing. All we 
have are the allegations and the legal 
papers. Here, Congress is being asked 
to pass upon a program on which most 
Members have not been briefed. As 
stated earlier on the floor today, 70 
Members of the Senate would be called 
upon to vote on a program when they 
don’t even know what it is. The House 
leadership has pointed out that most of 
the Members of the House of Rep-
resentatives have not been briefed. 

In an exchange with the Senator 
from Missouri today, I raised the fun-
damental constitutional point that 
Members’ constitutional responsibil-
ities cannot be delegated. You can’t 
delegate them to a minority of the 
Senate, but that is what we are being 

asked to do. It is a pig in a poke. The 
old expression describes it very well. 
We don’t even know what the program 
is, and we are being asked to ratify it. 

The issue was put to the Senator 
from Missouri, the chief defender of 
this bill, of any precedent where you 
have a case pending before Judge Walk-
er, an extended opinion in July of 2006 
on appeal to the Court of Appeals for 
the Ninth Circuit. If this act is passed, 
it will be unceremoniously jerked out 
from under the court. I asked him if 
there is any case in history, and I 
would repeat that challenge to the dis-
tinguished chairman of the committee. 

What we have left is judicial review. 
Without judicial review, there is no 
way to effectuate the constitutional 
doctrine of separation of powers, which 
is so fundamental in our society. Even 
when the proponents of the bill talk 
about money and business reputation— 
no one is challenging the good citizen-
ship of the telephone companies, and 
the likelihood of monetary damages is 
extremely remote. But if the Govern-
ment were to be substituted as the 
party defendant, that is a matter of 
dollars and cents which hardly com-
ports to the fundamental issues which 
are involved in civil liberties. 

It is understandable that Congress 
continues to support law enforcement 
powers because of the continuing ter-
rorist threat. No one wants to be 
blamed for another 9/11. My own brief-
ings on the telephone companies’ co-
operation with the Government have 
convinced me of the program’s value so 
that I voted for it, even though my 
amendment to substitute the Govern-
ment for the telephone companies was 
defeated in the Senate’s February vote. 
Similarly, I am prepared to support it 
again as a last resort, even if it cannot 
be improved by providing for judicial 
review, the pending amendment. How-
ever, since Congress has been so inef-
fective in providing a check and bal-
ance, I will fight hard—and I am fight-
ing hard—to secure passage of this 
amendment to keep the courts open. It 
is our last refuge, our last big stand 
when the stakes are high, and they in-
variably are. When Congress addresses 
civil liberties and national security, 
Members frequently must choose be-
tween the issues of two imperfect op-
tions. Unfortunately, we too often back 
ourselves into these corners by defer-
ring legislation until there is a loom-
ing deadline. Perhaps that is why so 
many of my colleagues have resigned 
themselves to accepting the current 
bill without seeking to improve it fur-
ther. 

Although I am prepared to stomach 
this bill if I must, I am not yet ready 
to concede that the debate is over. Con-
trary to the conventional wisdom, I do 
not believe it is too late to make this 
bill better. Perhaps the Fourth of July 
holiday will inspire the Senate to exer-
cise its independence from the execu-
tive branch, now that we are back in 
Washington. 

How much time do I have remaining, 
Madam President? 

The PRESIDING OFFICER (Mrs. 
MCCASKILL). There are 32 minutes re-
maining. 

Mr. SPECTER. I reserve the remain-
der of my time. 

The PRESIDING OFFICER. The Sen-
ator from Rhode Island. 

Who yields time to the Senator from 
Rhode Island? 

Mr. ROCKEFELLER. I yield as much 
time as the Senator requires. 

Mr. WHITEHOUSE. Madam Presi-
dent, I appreciate very much the cour-
tesy of my chairman in allowing me 
some time. I should not take more 
than 10 minutes. 

Once more we find ourselves debating 
President Bush’s warrantless wire-
tapping program, a self-inflicted wound 
that this administration has visited 
upon our Government. 

The way this Senator sees it at least, 
the Bush administration broke faith 
with the American people with its 
warrantless surveillance program, and 
now we in Congress are meant to clean 
up the administration’s mess. Unfortu-
nately, we are doing so with a legisla-
tive fix that in one critical area—im-
munity for the phone companies— 
misapplies the substantial evidence 
standard, trespasses constitutional 
boundaries, and breaks dangerous new 
ground in American law. 

We would not be in this position if 
the Bush administration had sought 
and received a court order in the first 
place, as it easily could have. There 
would be no debate over granting im-
munity since a company following a 
court order is protected. Or the Bush 
administration could have used FISA 
procedures to seek and receive lawful 
assistance from telecommunications 
companies. But the administration 
chose to go outside the law. I suspect 
the administration wanted to prove a 
point about the President’s article II 
authority, so it deliberately avoided 
these well-established mechanisms. If 
so, the Bush administration delib-
erately walked these telecommuni-
cations companies into this problem 
and this litigation to vindicate ideolog-
ical ambitions. But the problem is now 
before us. 

I have worked diligently and across 
the aisle to try to develop thoughtful 
solutions to the problem. In February, 
with the distinguished Senator from 
Pennsylvania, Senator ARLEN SPECTER, 
the learned ranking member of the Ju-
diciary Committee, I offered a bipar-
tisan amendment that would have sub-
stituted the U.S. Government for the 
telecommunications companies if it 
was determined they acted in good 
faith and with the reasonable belief 
that compliance was lawful. 

Similarly, I supported an amendment 
offered by Senators DIANNE FEINSTEIN 
and BILL NELSON, drawn from the Spec-
ter-Whitehouse amendment, that of-
fered immunity to those companies 
that acted, again, in good faith and 
with the reasonable belief that compli-
ance was lawful. 

Good faith is the proper standard 
here. It is the standard repeatedly ref-
erenced by respected Members in this 
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Chamber who have asserted that any 
telecommunications company that as-
sisted the Government acted in good 
faith. 

My friend, Senator MARTINEZ, said: 
The fact is that these companies acted in 

good faith, and they acted in good faith when 
they were called upon to assist our intel-
ligence professionals. 

My friend on the Judiciary Com-
mittee, Senator KYL, noted: 

[t]he general rule that private citizens act-
ing in good faith to assist law enforcement 
are immune from suit. 

Senator CHAMBLISS, my colleague on 
the Intelligence Committee, argued 
that America’s telecommunications 
carriers ‘‘should not be subjected to 
costly legal battles and potentially 
frivolous cases . . . merely for their 
good faith-assistance to the Govern-
ment.’’ 

Senator ALLARD said that ‘‘the U.S. 
Government owes these patriotic com-
panies and their executives protections 
based on the good-faith effort they 
made in working with our intelligence 
community.’’ 

Senator BOND, vice chairman of the 
Intelligence Committee, noted that 
‘‘the intelligence community advised 
us . . . that these companies acted in 
good faith, and we in the committee 
agreed with them.’’ 

We seem to have agreement amongst 
Members in this body that good faith is 
the proper standard. So we should let a 
court, which has available to it the 
procedural mechanisms necessary to 
get to the bottom of this in a confiden-
tial manner, make the determination, 
the fundamental determination: Did 
these companies, if they received Gov-
ernment requests, act in good faith? 
We may in this body assume it to be 
true, but it is not our role as Members 
of Congress to decide on the good faith 
of an individual litigant in a matter 
that is before a court. 

Many Senators have not even been 
read into the classified materials that 
would allow us to reach an informed 
conclusion about good faith. We as a 
body are incapable of making an in-
formed conclusion because as a body, 
we have not had access to the nec-
essary materials. So we should provide 
a fair mechanism for a finding of good 
faith by a proper judicial body with the 
proper provisions for confidentiality. 

This simple determination can be 
made with limited proceedings based 
largely on the record of any documents 
provided to the companies. We ask so 
little—a proper hearing, applying a 
proper standard. Unfortunately, the 
Bush administration opposed this op-
tion, and I have not had the chance to 
offer this amendment. For all its talk, 
the Bush administration was evidently 
and tellingly not confident that a good- 
faith threshold could be met. 

So instead of requiring a finding of 
good faith, the bill states that immu-
nity will be granted if the Attorney 
General’s certification is ‘‘supported by 
substantial evidence.’’ It is worth drill-
ing down to some lawyering for a mo-

ment to reflect on what ‘‘substantial 
evidence’’ means in this context. 

The first point is that ‘‘substantial 
evidence’’ standard is essentially a 
meaningless standard, given the mini-
mal showing necessary to be granted 
immunity. The elements as to which 
substantial evidence must exist are 
these: The intelligence activity was 
‘‘authorized by the President’’; ‘‘de-
signed to detect or prevent a terrorist 
attack’’; and ‘‘the subject of a written 
request or directive . . . indicating 
that the activity was (I) authorized by 
the President; and (ii) determined to be 
lawful.’’ 

That is it. That is achieved by simply 
putting into evidence the piece of 
paper containing the Attorney Gen-
eral’s certification. 

But the substantial evidence stand-
ard implies more than that, and it is 
out of place here. This standard is typi-
cally applied in what is called a ‘‘suffi-
ciency challenge’’—a judicial inquiry 
into whether there is substantial evi-
dence to support a jury verdict. I can-
not tell you how many sufficiency 
challenges I have withstood as an at-
torney general and U.S. attorney. It is 
standard fare in criminal cases. 

The substantial evidence standard is 
also frequently used for judicial review 
of an administrative agency’s adjudica-
tion or rulemaking. 

So the substantial evidence standard 
is used to review the results of adver-
sarial proceedings where the parties 
had a chance to make their case and 
build their record, and the court then 
reviews to determine whether there is 
substantial evidence to support the 
agency’s or jury’s determination. 

The substantial evidence standard is 
a standard used to weigh the result of 
an adversarial process. Not so here. 
Here the court will apply the substan-
tial evidence standard to an Attorney 
General’s unilateral certification. That 
is bad lawyering. That is discouraging, 
when it would have been so easy to get 
this right. 

Let me close with a few words about 
the constitutionality of title II. It is a 
core principle of our system of sepa-
rated powers that no branch of Govern-
ment may exercise powers allocated to 
another branch. The United States Su-
preme Court has said that the Framers 
of the Federal Constitution felt in 
drafting our Constitution ‘‘the sense of 
a sharp necessity to separate the legis-
lative from the judicial power.’’ This 
sense of sharp necessity, the Court 
said, was ‘‘prompted by the cre-
scendo’’—the words the Court used— 
‘‘the crescendo of legislative inter-
ference with private judgment of the 
courts.’’ 

If you wish to see a case of legislative 
interference with private judgment of 
the courts, look no further than what 
we are doing today. 

Plaintiffs in the telecom litigation 
have brought causes of action alleging 
that their core constitutional rights 
were violated. By providing immunity, 
Congress is telling the judicial branch: 

You cannot hear an entire category of 
constitutional claims. Congress is in-
truding upon a core function of the ju-
dicial power—the resolution of con-
stitutional disputes. 

The U.S. Supreme Court has warned 
on more than one occasion, most re-
cently in the 1988 case of Webster v. 
Doe, that ‘‘a serious constitutional 
question would arise if a federal stat-
ute were construed to deny any judicial 
forum for a colorable constitutional 
claim.’’ 

This statute has as its very purpose 
to deny a judicial forum to these 
colorable constitutional claims. 

I further note that Congress stepping 
in to pick winners and losers in ongo-
ing litigation on constitutional rights 
not only raises separation of powers 
concerns but it veers near running 
afoul of the due process and takings 
clauses. Article II of this bill is the 
most extreme measure Congress, as 
best as I can find, has ever taken to 
interfere in ongoing litigation. Con-
gress usually provides at least a figleaf 
of an alternative remedy when it takes 
away the judicial one. For example, in 
the National Childhood Vaccine Injury 
Act, Congress put a stop to Federal 
court actions but provided an alter-
native path for claims to be heard. The 
Public Readiness and Emergency Pre-
paredness Act eliminated liability for 
people who take certain counter-
measures during or after a pandemic 
outbreak. But a special fund for vic-
tims was established by Congress. 

Today’s effort is a naked intrusion 
into ongoing litigation. Where will 
that stop? Will Congress be able to rove 
at will through litigation anywhere in 
the judicial branch, picking winners 
and losers as we like? We don’t just 
trespass on the separation of powers; 
we trespass onto dangerous ground. 

If I were a litigant, I would challenge 
the constitutionality of the immunity 
provisions of this statute, and I would 
expect a good chance of winning. 

I spoke before the Independence Day 
recess about article I of this bill, how 
proud I am of the work that went into 
it and the exemplary results we have 
achieved. Chairman ROCKEFELLER, in 
particular, but many others as well, de-
serves commendation, first for resist-
ing the Bush administration’s un-
seemly efforts to create a legislative 
stampede and, second, for thoughtfully 
crafting an improved and modernized 
FISA Act that contains many new im-
portant protections for Americans. I 
will incorporate my reference of my 
previous remarks on that subject, but 
suffice it to say as an attorney general 
and a U.S. attorney who has run wire-
tap vehicles, article I is a fine piece of 
legislation which makes it all the more 
disappointing that the Bush adminis-
tration will not tolerate an amendment 
to article II that allows for a proper 
hearing before the proper court set to 
the proper standard. It would be so 
easy to get article II right. So close 
and yet so far. 
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I close by reiterating my deep anger 

that the Bush administration unneces-
sarily created this mess in the first 
place, my frustration with the solution 
that Congress has established to the 
immunity question, and my hope that 
our great judicial branch will vindicate 
the error we in the legislative branch 
make today. 

Mr. SPECTER. Madam President, I 
had hoped to ask a couple questions of 
the distinguished Senator from Rhode 
Island. I consulted with the chairman, 
who wants to be recognized next. It 
would be my request, if I may have 
Senator WHITEHOUSE’s attention, that 
he stay on the floor to engage in a dis-
cussion, a colloquy with me when the 
chairman has concluded. 

The PRESIDING OFFICER. The Sen-
ator from West Virginia. 

Mr. ROCKEFELLER. Madam Presi-
dent, Senator SPECTER has offered an 
amendment altering the liability pro-
tections of title II. His amendment 
would require the district court to as-
sess the constitutionality of the Presi-
dent’s warrantless wiretapping pro-
gram before it could dismiss cases 
against telecommunications companies 
that met statutory requirements for li-
ability protection. 

Although I appreciate the Senator’s 
desire to ask the court to address the 
constitutionality of the President’s 
program once and for all, he has picked 
the wrong mechanism to ask the court 
to answer his question. 

First, Senator SPECTER’s amendment 
would completely undermine, as I said 
before, the delicate compromise in 
front of us today. People say: Well, we 
are freshly back in town, newly mint-
ed, widely open. I am sorry, this was a 
bill which just got through on a thread, 
and it will probably get close to 70 
votes, a compromise already accepted 
by the House with 70 percent of their 
votes, and I think that balances the 
protection of liberties and also does 
something I have stated I think is 
rather important; that is, it allows the 
collection of intelligence to continue 
in order to protect the United States of 
America. 

Senator SPECTER’s amendment also 
would require the court to consider a 
difficult constitutional question that 
otherwise would not be at issue in the 
cases. 

Title II does not cover cases against 
Government actors. This exclusion was 
intentional. Cases against the Govern-
ment for any unlawful or unconstitu-
tional actions Government actors may 
have undertaken should be allowed to 
proceed. Arguments over the constitu-
tionality of the President’s actions can 
and should be litigated in those pro-
ceedings. 

The amendment, however, injects 
this complicated constitutional ques-
tion about the interplay of the fourth 
amendment and separation of powers 
into cases requesting civil damages 
from private companies. The amend-
ment does not require that there be a 
relationship between the companies 

and this constitutional question. It 
does not ask whether the companies 
were aware of the scope of the Presi-
dent’s program, nor does it ask wheth-
er the companies’ actions were done in 
good faith or even whether they were 
legal. Indeed, if the court finds that the 
President’s program violated the Con-
stitution, the cases against the com-
pany will not be dismissed even if that 
company had no involvement in the 
unconstitutional components of the 
President’s program. 

Madam President, this is simply un-
fair. A company should not be sub-
jected to liability solely because the 
Government acted unconstitutionally. 
A company should not be subjected to 
liability solely because the Govern-
ment acted unconstitutionally. Any ac-
countability and liability should be 
based on actions of the company, which 
is what title II is about. 

Imposing this barrier to liability pro-
tection is also inconsistent with our 
expectation about the role companies 
are expected to play when they receive 
Government requests for information. 
Our existing statutory approach is 
based on the idea that the Government 
requires prompt cooperation from the 
telecommunications companies. Al-
though we expect those companies to 
seek documentation from the highest 
levels of Government, they are not ex-
pected to assess the constitutionality 
of particular requests on which they 
lack, to say the least, complete infor-
mation. 

The ongoing litigation is complicated 
by classified information issues that 
make it virtually impossible for the 
cases to move forward. But if the cases 
could proceed without regard to the 
classified information at issue, the 
court would not consider the question 
of whether the President’s program 
was constitutional. Instead, it would 
ask whether the companies were enti-
tled to immunity based on existing 
law. 

In addition, a case against any par-
ticular company is necessarily limited 
to the facts relevant to that company. 
The court would, therefore, not be pro-
vided a comprehensive look at the 
President’s program in any of those 
cases. 

We should not ask the district court 
to assess whether the President’s pro-
gram is constitutional when the an-
swer to that question is unnecessary to 
resolve the underlying litigation be-
tween the plaintiffs and the carriers, 
and the court does not have sufficient 
facts to address that far-reaching ques-
tion of constitutionality. We are talk-
ing about apples and oranges, but it is 
apples here that we are concerned with. 

I urge my colleagues to oppose this 
amendment. 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania. 

Mr. SPECTER. Madam President, I 
do wish to engage in a colloquy with 
the Senator from Rhode Island, but 
first, with the chairman having just 
completed, I would like to respond to 

some of his contentions and engage in 
a question or two with the chairman. 

When the Senator from West Virginia 
argues that my amendment would un-
dermine the delicate compromise 
which the Intelligence Committees 
have reached, that is what the full Sen-
ate is supposed to do. The committees 
deliberate, the House and the Senate 
come to a conference report, they bring 
the matter to the Senate, and then it is 
up to the full body to make a deter-
mination. So there is nothing unusual 
about disagreeing with the com-
promise, however delicate. 

The chairman argues that it would 
require the courts to consider difficult 
constitutional issues. That is exactly 
what the courts are supposed to do. 
The full impact of Chief Judge Vaughn 
Walker’s decision and how far-reaching 
it goes has not been felt, understood, or 
analyzed in the course of only 6 days— 
an opinion which runs more than 50 
pages. We are dealing with court-strip-
ping in the middle of litigation that 
has been going on for years. Judge 
Walker’s opinion concerning the 
telecom companies was in July 2006, 
with the telephone companies now on 
appeal. 

It really goes back to the funda-
mental principle of Marbury v. Madi-
son, when Chief Justice Marshall made 
the determination that it is up to the 
courts to decide what the Constitution 
means, and we would be undercutting 
that judicial process in midstream. 

Earlier, I posed a question to the 
Senator from Missouri, which if the 
chairman wishes to answer would be 
fine. I know and I admire what Senator 
ROCKEFELLER has done. I have worked 
with him since he was elected in 1984, 
and we worked together on the Vet-
erans’ Committee and on intelligence 
matters and on many major matters. 
When the history is written, there will 
be a famous handwritten letter dis-
closed by Senator ROCKEFELLER to the 
administration about how deeply he 
feels and how deeply he cares about 
these matters. But I questioned the 
Senator from Missouri, who is a mem-
ber of the bar and quite a scholar on 
constitutional law, if there had been 
any case known to him picked up in 
midstream after years of work in the 
district court and pending on appeal. It 
really goes right to the heart of 
Marbury vs. Madison. 

You have Chief Judge Walker having 
flatly decided that the terrorist sur-
veillance program is unconstitutional, 
and you have Chief Judge Walker leav-
ing aside the issues of standing but 
saying: 

Plaintiff amici hint at the proper showing 
when they refer to ‘‘independent evidence 
disclosing that plaintiffs have been 
surveilled’’ and a ‘‘rich lode of disclosure to 
support their claims.’’ 

Going to the standing issue. Al-
though not decided, why not let the 
courts finish it? You have these deci-
sions. Why not keep the current pro-
gram in effect and not interrupt the 
courts and have the judicial decision? 
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So when the chairman raises the 

point that it would require the courts 
to consider difficult constitutional 
questions, I agree with him, but that is 
what the Federal courts are supposed 
to do, and it really is untoward for the 
Congress to step into the middle of it. 
I know of no case like it. And here we 
are being asked to strip the court of ju-
risdiction when they are in midstream, 
where they may well find some impor-
tant facts to some important matters 
in the course of the judicial decisions 
which would influence Congress. 

We have the amendment offered by 
the distinguished Senator from New 
Mexico, Mr. BINGAMAN, which would 
call upon the inspector general to find 
out what the facts are on immunity 
since, as I say, we are being asked to 
pass on this when we don’t know the 
full import. And I support the Binga-
man amendment. I am an original co-
sponsor of it. Well, similarly, what 
Chief Judge Walker may find here may 
be very important. 

But let me raise the first of two ques-
tions with the chairman. 

Mr. ROCKEFELLER. May I respond 
to the Senator’s observation? 

Mr. SPECTER. Certainly. I will 
yield. 

Mr. ROCKEFELLER. I would say to 
my distinguished friend from Pennsyl-
vania that Judge Walker’s case is not, 
under any circumstance, going to be 
stopped by whatever happens here. It 
will not happen, and it will, therefore, 
continue. The bill only addresses cases 
against carriers, is the point I was try-
ing to make. Judge Walker—his case is 
a case against the Government. This 
bill is not against the Government. It 
is against what happens to the carriers, 
or in this particular case whether they 
get liability. The Government is not 
the point. The carriers are the point. 
The case continues, and we have not 
intervened in a malicious or malevo-
lent way. 

Mr. SPECTER. Well, Madam Presi-
dent, by way of reply, I understand 
that this provision only concerns the 
telephone companies, and I understand 
the chairman’s argument about good 
faith. But good faith is not determina-
tive in and of itself. If the conduct vio-
lates the Constitution, there is a con-
stitutional violation no matter how 
good the faith may be. It would be a 
good reason to indemnify, to sub-
stitute, to hold them harmless, but not 
to exonerate them for a constitutional 
violation. 

The chairman says companies should 
not be held liable if the Government 
acted unconstitutionally. That is not 
correct as a matter of law. Where the 
telephone companies are aiders and 
abetters and accessories before and 
after the fact and really act jointly 
with the Government, they can be lia-
ble. 

Mr. ROCKEFELLER. That is quite an 
assumption to make, I say to the Sen-
ator. 

Mr. SPECTER. Let me finish the 
reply, and I will be glad to yield again. 

When the argument is made that 
only the case against the telephone 
companies is involved, that is not quite 
accurate. It is being dismissed. It is no 
coincidence that Chief Judge Walker 
handed this opinion down a few days— 
6 days—before it was publicly known 
that the Senate would be taking up 
this issue. And he went out of his way 
to raise the issue about standing and 
the rich lode of disclosure. So if this 
act is passed and retroactive immunity 
is granted, it will remove the telephone 
companies, true, and there will be an-
other case standing, but there will be 
no judicial determination of the con-
stitutionality of what the telephone 
companies did. 

Chief Judge Walker has those cases 
against the telephone companies too, 
and he has pretty well given a roadmap 
as to what he is going to do because he 
said the terrorist surveillance program 
is unconstitutional and the Foreign In-
telligence Surveillance Act covers pen 
registers and trap-and-trace devices, 
covering whatever it is the telephone 
companies did here; although, again, 
we do not know for sure. So where he 
said the terrorist surveillance program 
is unconstitutional and the statute 
covers pen registers and trap-and-trace 
devices, to remove the case from him 
at this stage will eliminate a deter-
mination of the constitutionality of 
whatever it is the telephone companies 
did and really flies in the face of the 
historic role of the courts since 1803 in 
Marbury vs. Madison. 

Now I am glad to yield to the chair-
man. 

Mr. ROCKEFELLER. I will just reply 
very briefly with three points, and 
when you are finished, I would like to 
yield to—or hopefully the vice chair-
man will yield to the senior Senator 
from Virginia. 

The one point is that this is not a bill 
we are addressing here about the Gov-
ernment. We are doing it about car-
riers, and particularly in title II. 

Secondly, I am interested in what the 
ranking member of the Judiciary Com-
mittee feels might be the result if we 
went the Judge Walker route regard-
less of its inapplicability, in my view, 
to this situation when it went through 
the appeal process. 

I am not a lawyer. Right now I wish 
I were, but I am not. Usually, I am glad 
I am not. But it seems to me that you 
would be looking at a period of appeals 
going right on up to the Supreme Court 
that might last 3 or 4 years. I am not 
experienced in how long these things 
take. But this is a matter that might 
take that kind of time and that causes 
me to raise again the question I have 
raised several times with the vice 
chairman this afternoon: The only 
thing that we appear to be discussing 
in the Senate is rights and liberties. I 
think I have yet to hear almost any 
word about the security of the Nation 
and what the purpose of the Intel-
ligence Committee is, what the purpose 
of intelligence is, what the purpose of 
collection is, how the collection is 

done, who does it, how important is it 
to how we gauge our situation in the 
world, where we need to deploy, where 
we need to be watching. 

This is extraordinarily serious stuff 
but not a word does it get in the Sen-
ate, which is two-thirds made up of 
lawyers—and I honor every one of 
them. But we are picking at ‘‘would 
the Constitution allow’’ this or that. I 
am looking at something which to me 
is very clear. This is all about carriers, 
this particular bill. My name isn’t 
Judge Walker. I haven’t issued the 
opinion. If my name were Judge Walk-
er, and it was an opinion, it would be 
about constitutionality. We are not ad-
dressing that in this bill. 

The Senator earlier said: Look, we 
are here. Why not duke it out and get 
all the substitutes and arrangements 
and compromises back on the table 
again. I know that does work in some 
fashion. But I think the vice chairman 
and I and our staffs could say that 
what was achieved over the last month 
or so could probably never be achieved 
again, which is to get the House to 
agree. JOHN CONYERS is chairman of 
the Judiciary Committee, who was gra-
cious and polite but unfriendly to this 
bill. There is the question of the Blue 
Dogs. You can say always these are 
questions—on farm bills, on steel bills, 
on automobile bills, on whatever bills. 

This is a particular type of emer-
gency based upon the fact that we are 
still, under my definition, under at-
tack. Not that we have not been at-
tacked, but we have been able to inter-
dict, because of intelligence, some of 
those attacks—or all of those attacks. 
This is a very different matter than 
running an ordinary piece of legisla-
tion through the Senate. 

If 20 or whatever Judiciary plus In-
telligence is in the Senate—35, what-
ever that is. No, because there are 
some cross-memberships. Let’s say 20. 
Understand, the others have not been 
read in. I have said they could have 
found out the information that has 
been available for a full year. Any Sen-
ator has the ability to go and read in-
telligence, if they wish to do that. It 
sort of implies that the Senate, as a 
matter of habit, comes to full agree-
ment and full understanding that 80 
out of 100, as opposed to 20 or 25 out of 
a 100, fully understand what is at stake 
in the amendments to a bill and then 
to the final passage of a bill. 

I think the Senator knows that is not 
the way it works. I think the Senator, 
although he says we should not dele-
gate, knows we delegate all the time. 

Mr. SPECTER. Will the Senator 
yield? 

Mr. ROCKEFELLER. I will. That 
takes various forms. Sometimes it will 
be that I am very much on the edge of 
how I am going to vote on something, 
and I go to a particular Senator—it 
might be the Senator from Pennsyl-
vania—and say: I have this feeling and 
I have that feeling, I am right on the 
cusp of which way I should vote. 

Mr. SPECTER. Will the Senator 
yield? 
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Mr. ROCKEFELLER. I will. 
Mr. SPECTER. For the first time, I 

take sharp distinction with the chair-
man when he says there has been no 
recognition about the importance of in-
telligence or the workings of the Intel-
ligence Committee or of special exper-
tise. 

Mr. ROCKEFELLER. I wasn’t talking 
about special expertise—I was talking 
about: We have not talked about the 
threat. 

Mr. SPECTER. If I may continue? 
Mr. ROCKEFELLER. Yes. 
Mr. SPECTER. If I may continue, no 

recognition of the work of the Intel-
ligence Committee—let me limit it to 
that—which was certainly said. 

I take sharp exception because I 
served 8 years on the committee and 
served as chairman for 2 years. I think 
I know what the Intelligence Com-
mittee does and what its work is. 

I take sharp exception to the sugges-
tion that there is not a full awareness 
on the part of this Senator as to the 
terrorism threat. I made that explicit. 
When I said that if I have to take this 
bill, I will, because of the threat of ter-
rorism, just as I voted for the bill ear-
lier when my substitution amendment 
was not adopted. 

But when the chairman says that 
this has gone through a laborious proc-
ess with the House and is a delicate 
compromise—that happens all the 
time. It happens all the time. You are 
right in the middle of it, you have seen 
it, and I know, too, because I have been 
there. I have been here 28 years, and I 
know exactly what goes on. 

When you say this ought to be ac-
cepted, I disagree. This bill can be 
made better. 

When you say you deal with the in-
telligence function and not the con-
stitutional function—again, I sharply 
disagree. We have to legislate on what 
is constitutional. We may have a dif-
ferent opinion than Chief Judge Walk-
er, but we cannot ignore the question 
of constitutionality. If it takes 3 or 4 
more years, we are talking about civil 
rights and constitutional rights. 

Mr. ROCKEFELLER. My point. 
Mr. SPECTER. This program has 

been continued on a temporary basis. 
It has been extended. The intelligence 
chiefs have been satisfied with that. 

I don’t like to extend it. I would like 
to resolve it now. But if it takes the 
courts longer—the Supreme Court 
ducked the Detroit case. If it takes 
them years to decide this, that is the 
price of constitutional rights. 

If you take a look at the history of 
this country, if you take just one case, 
Plessy v. Ferguson, in 1896, I believe, to 
Brown v. Board in 1954, to eliminate 
separate but equal, you come to a con-
stitutional doctrine. 

I am prepared to take my time, if I 
can find the requisite number of votes 
in this body. 

Madam President, how much time re-
mains on each side? 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania has 20 minutes 

remaining. The Senator from West Vir-
ginia has 34 minutes remaining. 

Mr. SPECTER. Madam President, 
this is as good a time as any to move 
forward with a question or two, which 
I would like to have in a colloquy with 
Senator WHITEHOUSE. This issue has 
been raised before, but I would like 
your views on it, Senator WHITEHOUSE. 
You have a distinguished record as an 
attorney, U.S. attorney, attorney gen-
eral, serving with distinction on the 
Judiciary Committee for the past year 
and a half. 

I raised the issue earlier about the 
constitutional authority of a Member 
to delegate his authority, recognizing 
that there are many matters where we 
accept committee reports, but at least 
Senators have access to material. 
When I was chairman of the Judiciary 
Committee—the tradition is to tell the 
chairman and the ranking member 
about a program such as the terrorist 
surveillance program. I was blindsided 
by it, in mid-December of 2005. We were 
on a Friday, the final day of the argu-
ment on the PATRIOT Act. We were 
about to go to final passage, when the 
New York Times published its paper. 
That morning Senators said they had 
been prepared to vote for it but no 
longer were. As chairman of the com-
mittee, I could not be briefed on the 
program. 

Since that time, there has been a 
change of heart to an extent but, as 
stated on the floor of the Senate ear-
lier, some 70 Members of this body will 
be voting on retroactive immunity for 
a program they do not know or under-
stand. The majority of the House, ac-
cording to House leadership, has not 
been briefed on the program. 

Do you have any doubt that we may 
not constitutionally delegate our au-
thorities to vote? 

Mr. WHITEHOUSE. Does the distin-
guished Senator yield me time to 
reply? 

Mr. SPECTER. I would like a reply 
as to whether it is your view, as a con-
stitutional matter, Members of Con-
gress can delegate their authority to 
vote. 

Mr. ROCKEFELLER. If the Senator 
from Rhode Island would give me 30 
seconds, I would be grateful. 

Mr. WHITEHOUSE. I have no objec-
tion, of course. 

Mr. ROCKEFELLER. The fact of the 
matter, I say to the senior Senator 
from Pennsylvania, is that there are 37 
Members of the Senate who have been 
briefed on this matter—not 20 but 37. 
We decided to do a little bit of home-
work: Fifteen on the Senate Intel-
ligence Committee, 19 on the Senate 
Judiciary Committee, that is 34— 
minus 4 crossover members; 2 leader-
ship on each side, Senator ROBERTS and 
the Appropriations Committee chair-
man and, I suspect, vice chairman, plus 
Senator LEVIN and Senator MCCAIN, 
who are ex officio. 

That is not bad. 
Mr. SPECTER. Madam President, the 

statistics I have are, out of the House 

there have been 21 House Intelligence 
Committee members briefed and as 
many as 40 Judiciary Committee mem-
bers; in the Senate, 15 on the Intel-
ligence Committee and 19 on the Judi-
ciary Committee for a bicameral total 
of 95, which is 17.75 percent of the en-
tire Congress. But if you take the 
chairman’s figures, you still have a 
majority of Members of Congress who 
have not been briefed, who are, in ef-
fect, delegating their authority to vote 
on a matter where they don’t know 
what they are granting immunity for. 

But I refer, again, to the Senator 
from Rhode Island, if he cares to an-
swer the question. 

Mr. WHITEHOUSE. Of course, I did 
say in my remarks that I believed that 
this body is incapable of making a de-
termination as to the good faith of the 
telecommunications companies for the 
reason the distinguished Senator from 
Pennsylvania has indicated, to wit, 
very few of us, less than a majority and 
certainly not all of us, have been 
briefed as to what the actual facts are, 
what was provided, if anything, to the 
telecommunications companies that 
would support our finding of good 
faith. 

As I said in my remarks, I think es-
sentially every Senator who has spo-
ken to this question has implicitly re-
ferred to good faith, directly referred 
to good faith as the implicit standard. 

I view it, although I defer to the far 
greater experience and learning of my 
colleague from Pennsylvania—I see it 
less as a constitutional issue of def-
erence than one of legislative pru-
dence. I think it is not prudent for us 
as a Senate to take it upon ourselves 
to make the good-faith determination. 
I think that is a determination that 
should be made by a judicial tribunal, 
it should be made with appropriate pro-
vision for confidentiality, and it should 
be made by the judicial agency that 
customarily makes good-faith deter-
minations. 

It isn’t our legislative role to do 
that. So I agree with the concern of the 
distinguished Senator about this. I see 
it less as a constitutional limitation on 
my ability as a Senator to cast my 
vote, which I think is untrammeled. I 
can cast my vote about things I know 
nothing about, have not studied on, am 
totally uninformed, if I wish. It would 
be bad and imprudent for me to do it, 
but I do not believe the Constitution 
prevents me from doing it, so I see it 
more as a matter of legislative pru-
dence. 

Mr. SPECTER. Madam President, 
one final question. Does the Senator 
from Rhode Island know of any case 
which has been pending in the Federal 
courts for at least 3 years, as the tele-
phone company case has, with the 
opinion by Chief Justice Walker in 
July of 2006 and now pending on appeal 
in the Ninth Circuit, where the Con-
gress stepped in to take away the juris-
diction by a grant of immunity as pro-
posed in this legislation? 
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Mr. WHITEHOUSE. I am aware of 

none. I cannot guarantee that our re-
search has been complete and exhaus-
tive. But, certainly, the recent efforts 
that Congress has done where an im-
munity from liability has been an 
issue, either responding to pandemics 
or responding to vaccines, what Con-
gress has done there is to create an al-
ternative remedy. 

I am aware of no precedent for the 
Congress of the United States stepping 
into ongoing litigation, choosing a win-
ner and a loser, allowing no alternative 
remedy. And I believe the constitu-
tional problem with doing that as a 
separation of powers matter is particu-
larly acute where the cause of action 
that is being litigated in the judicial 
branch is a constitutional claim. And 
Judge Vaughan is listening to constitu-
tional claims. That is the subject mat-
ter of the litigation. 

So I believe it will be determined by 
a court that ultimately this section of 
the legislation is unconstitutional, in 
violation of the separation of powers, 
because we may not, as a Congress, 
take away the access of the people of 
this country to constitutional deter-
minations heard by the courts of this 
country. 

Mr. SPECTER. Judge Walker is cer-
tainly listening to constitutional 
claims. He may even be listening to the 
Senate. Somebody may be listening on 
C–SPAN 2. 

I thank the distinguished Senator 
from Rhode Island for his candid an-
swers. 

How much time is remaining? 
The PRESIDING OFFICER (Mr. LAU-

TENBERG.) The Senator has 13 and a 
half minutes remaining. 

Mr. SPECTER. Mr. President, I re-
serve the remainder of my time. 

Mr. LEAHY. Mr. President, I strong-
ly oppose a blanket grant of immunity. 
I also urge Senators to reject this ill- 
advised legislative effort to engineer a 
specific outcome in ongoing Federal ju-
dicial proceedings. No one should stand 
above the law in the United States. 

The administration circumvented the 
law by conducting warrantless surveil-
lance of Americans for more than 5 
years. They got caught. The press re-
ported this illegal conduct in late 2005. 
Had the media not done so, this unlaw-
ful surveillance may still be going on 
today. 

When the public found out that the 
Government had been spying on the 
American people outside of FISA for 
years, the Government and the pro-
viders were sued by citizens who be-
lieved that their privacy rights were 
violated. That is why we have Federal 
courts—so people can vindicate their 
rights before a fair and neutral tri-
bunal, without interference from the 
other branches of government. 

Title II of this bill is apparently de-
signed to terminate these lawsuits. It 
seems to reduce the role of the court to 
a rubber stamp. So long as the Attor-
ney General will certify that the Gov-
ernment requested the surveillance and 

indicated that it had been ‘‘determined 
to be lawful,’’ the cases are to be dis-
missed and everybody is off the hook. 
That is not a meaningful judicial in-
quiry. That doesn’t give the plaintiffs 
their day in court. It is not just a 
heavy thumb but a whole hand and arm 
on the scales of justice, and I cannot 
support it. 

Here is what the report of the Select 
Committee on Intelligence said in con-
nection with reporting its earlier 
version of retroactive immunity: 

The Committee has reviewed all of the rel-
evant correspondence. The letters were pro-
vided to electronic communications service 
providers at regular intervals. All of the let-
ters stated that the activities had been au-
thorized by the President. All of the letters 
also stated that the activities had been de-
termined to be lawful by the Attorney Gen-
eral, except for one letter that covered a pe-
riod of less than sixty days. That letter, 
which like all the others stated that the ac-
tivities had been authorized by the Presi-
dent, stated that the activities had been de-
termined to be lawful by the Counsel to the 
President. 

So if anyone had any doubt where the 
criteria in the bill come from, there it 
is. Do those words seem familiar? Do 
the criteria carefully worded for inclu-
sion in the bill now make sense? 

I expect that the American people re-
member the testimony before the Judi-
ciary Committee of James Comey and 
FBI Director Mueller about the period 
of time when Attorney General 
Ashcroft was in the hospital, senior ad-
visers at the Justice Department had 
advised against extending approval for 
the warrantless wiretapping program 
and the Counsel to the President, 
Alberto Gonzales, went to John 
Ashcroft’s hospital room seeking to get 
Attorney General Ashcroft to override 
the acting Attorney General’s con-
cerns. Some time thereafter, the pro-
gram was apparently adjusted in some 
way, but only after FBI Director 
Mueller spoke to the President and sev-
eral high-ranking officers threatened 
to quit the administration. That period 
could account for the Select Com-
mittee on Intelligence’s reference to a 
letter and period of less than 60 days 
when it was the Counsel to the Presi-
dent who had ‘‘determined’’ the activi-
ties ‘‘to be lawful.’’ 

Senator SPECTER has long said that 
he supported judicial review of the le-
gality of the President’s warrantless 
wiretapping program. During the last 
Congress, when he chaired the Judici-
ary Committee, he introduced a bill 
that would have allowed the courts to 
review the legality of the administra-
tion’s warrantless surveillance pro-
gram. Unfortunately, he later modified 
the bill in his discussions with the 
White House that made it unacceptable 
and ineffective in my view and it was 
never passed. I have always supported 
allowing the courts the opportunity to 
review the legality of those activities. 

I believe that independent judicial 
review will reject the administration’s 
claims to authority from the Author-
ization for the Use of Military Force 

that overrides FISA. I believe that the 
President’s claim to an inherent power, 
a Commander-in-Chief override, de-
rived somewhere from the interstices 
or penumbra of the Constitution’s arti-
cle II will not prevail over the express 
provisions of FISA. 

Indeed, Chairman ROCKEFELLER 
seemed to concede as much this morn-
ing when he asserted that nothing in 
his bill should be taken to mean ‘‘that 
Congress believes that the President’s 
program was legal.’’ He characterized 
the administration as having made 
‘‘very strained arguments to cir-
cumvent existing law in carrying out 
the President’s warrantless surveil-
lance program.’’ At various points Sen-
ator ROCKEFELLER alluded to the ad-
ministration’s argument that the Au-
thorization for the Use of Military 
Force was some sort of statutory over-
ride authority and the administration’s 
claim that the President has what Sen-
ator ROCKEFELLER called ‘‘his all-pur-
pose powers,’’ which I understand to be 
the administration’s argument that in-
herent authority from article II of the 
Constitution creates a Commander-in- 
Chief override, and said that these are 
not justifications for having cir-
cumvented FISA. 

Consistent with Justice Jackson’s 
now well-accepted analysis in the 
Youngstown Sheet & Tube case, when 
the President seeks to act in an area in 
which Congress has acted and exercised 
its authority, the President’s power is 
at its ‘‘lowest ebb.’’ So I believe that 
the President’s program of warrantless 
wiretapping contrary to and in cir-
cumvention of FISA will not be upheld 
based on his claim of some overriding 
article II power. I do not believe the 
President is above the law. 

What is most revealing is that the 
administration has worked so fever-
ishly to subvert any such independent 
judicial review. That sends a strong 
signal that the administration has no 
confidence in its supposed legal anal-
ysis or its purported claims to legal au-
thority. If it were confident, the ad-
ministration would not be raising all 
manner of technical legal defenses but 
would work with Congress and the 
courts to allow a legal test of its con-
tentions and the legality or illegality 
of its actions. 

This amendment now offered by Sen-
ator SPECTER is more limited than I 
would have liked. It says its purpose is 
to allow the courts to review the con-
stitutionality of the assistance pro-
vided by the electronic communication 
services in connection with the pro-
gram. Exactly how the courts get to 
such a review is not clear. Although I 
do not believe that this expressly al-
lows the court to conduct the kind of 
comprehensive judicial review required 
to make a real determination about 
the legality of this program, and a fair 
decision about the merit of these law-
suits, it nevertheless seeks in spirit to 
provide judicial review. In the hope 
that it might provide an avenue to ac-
countability for the illegal actions of 
this administration, I will support it. 
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In so doing I should note that I do 

not believe that Congress can take 
away the authority of the Federal 
courts to consider unconstitutionality 
or illegality in the course of meaning-
ful judicial review. Senator ROCKE-
FELLER emphasized this morning that 
the parties to the ongoing cases are to 
be ensured ‘‘their day in court’’ and 
that they are ‘‘provided the oppor-
tunity to brief the legal and constitu-
tional issues before the court.’’ These 
statements do not have meaning unless 
the legal issues and constitutional 
issues presented by these cases can be 
considered. The value of the Specter 
amendment lies in making the issue of 
constitutionality explicit. 

The PRESIDING OFFICER. The Sen-
ator from South Dakota. 

Mr. THUNE. Mr. President, I ask 
unanimous consent to speak as in 
morning business. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

ENERGY 
Mr. THUNE. Mr. President, like so 

many of my colleagues, I spent the 
week of the Fourth of July traveling 
my State of South Dakota. I met with 
members of the general public at an en-
ergy forum, met with small businesses, 
folks in the tourism industry. Every-
where I went it was the same story: 
High gas prices are crippling the Amer-
ican economy. 

I remember stopping in the small 
town of Parkston and visiting with 
someone who manages a small café 
there, and visiting with them about the 
impact that high gas prices are having 
on their business. 

She said: Well, it is not really the 
weekend travelers, the RV owners, the 
people who camp, but it is those people 
who are commuting to work every sin-
gle day who now do not have the 
money to eat out nearly as often. 

Of course, Parkston is a small town. 
It is about 20 miles, give or take, from 
Mitchell, SD. There are a number of 
people who commute back and forth. It 
is those commuters who are feeling the 
most economic hardship as a result of 
high energy prices. 

I attended my parents’ 65th wedding 
anniversary in my hometown of Murdo. 
In my hometown, tourism, the visitor 
industry, is the very lifeblood of that 
community. I grew up in that business, 
worked in restaurants, motels, that 
sort of thing. And I even had a forum, 
as well, with members of the tourism 
industry in South Dakota in Rapid 
City when I was home just to gauge the 
impact of high fuel prices on their indi-
vidual businesses. 

The Rapid City mayor, who owns a 
campground, said: I think we are going 
to reach a tipping point where the very 
foundations of the travel industry 
could be shaken. 

Bill Honerkamp, president of the 
Black Hills, Badlands and Lakes Asso-
ciation said tourism fell about 7 per-
cent in the region in May, and numbers 
for the rest of the summer are barely 
holding steady. 

Teddy Hustead, president of the pop-
ular South Dakota tourist stop Wall 
Drug, said tourist stops were down 1 
percent in June. But he went on to say 
that Wall Drug needs to be up 4 to 5 
percent to be a healthy, growing, via-
ble concern, and it is hard to grow a 
business when gas is increasing by 10, 
20, and 25 percent every single year. 

Sean Casey, the vice president of an-
other popular South Dakota tourist 
destination, Bear Country USA, noted 
that visitation is down 7 percent for 
the year 2008. And he went on to say: 
Energy is pinching us. I always joke 
that we are going to a model like the 
space shuttle—two visitors at $10 mil-
lion each. 

Jo Casky of the Spearfish Convention 
and Visitors Bureau noted that conven-
tion is dropping because of high gas 
prices. One particular convention was 
booked with a prediction of 1,200 to 
1,400 attendees. That is unlikely now 
because of the rising pump prices. 

Casky said: We are now at about 800. 
As soon as gas started getting to the $4 
mark, we started to see reservations 
back off. 

High gas prices are having a dra-
matic impact on families, small busi-
nesses, the tourism industry, the air-
line industry, the agricultural indus-
try, and virtually every sector of the 
American economy. 

I toured a UPS facility in Sioux 
Falls, SD. Many of my colleagues may 
have heard what they are doing in 
terms of dealing with the price of fuel. 
They actually now, as they diagram 
routes for their drivers, diagram routes 
that only allow them to make right 
turns so they do not sit in a left-turn 
lane and idle thereby using more en-
ergy. 

My point is that people are taking 
extraordinary steps to deal with the 
high cost of energy. Higher costs for 
companies such as UPS, transportation 
companies, get passed on to consumers 
in the form of higher prices for every-
thing they buy. They are looking for 
leadership in Washington, DC. But in-
stead of leadership, they have seen a 
decade of inaction, as arguably the 
most important issue of impacting the 
American economy has been left unat-
tended. 

We have done nothing to affect the 
basic law of supply and demand. Some 
argue, and perhaps rightly so, that 
high energy costs are partly a function 
of the weak dollar. They would be, as I 
said, accurate to say that because oil is 
denominated in dollars. When it takes 
$1.57 to purchase a Euro, it is going to 
make anything denominated in dollars 
more expensive. 

There are those who think specu-
lators are driving up the cost of energy 
in this country, and it is true that 
trading in energy commodities has in-
creased dramatically over the past 30 
years since the exchanges were created. 
I, for one, happen to believe we need to 
look for ways to define the degree to 
which speculation is impacting energy 
prices in this country and also look at 

what we can do to address that issue in 
a way that makes matters better and 
not worse. 

Trading since 2004 on the NYMEX Ex-
change has nearly tripled. So we need 
to make sure our farmers, our ranch-
ers, our airlines, our trucking compa-
nies, have the opportunity and ability 
that they need to manage risk. That is 
what those markets were created for. 
We also need transparent markets 
where all traders are subjected to the 
same sets of rules. 

I believe we need more cops on the 
beat. We need to make sure the CFTC 
has the funding it needs to do its job 
and to enforce our laws. I think we can 
do some things, such as codifying 
CFTC position limits and transparency 
for foreign boards of trade. I guess my 
point is that there are a number of 
things we can do to address the impact 
that speculators may be having on the 
price of energy in this country. And, 
frankly, I think that is a role and re-
sponsibility that Congress should fill. 

But if you take the weak dollar, and 
you take speculators out of the equa-
tion, we still have a major problem and 
a major crisis in this country. That 
problem is that we have greater de-
mand for energy than we have supply. 
We use about 86, 85 to 86 million barrels 
of oil every single day worldwide. Of 
that amount, the United States uses 
about 20 million barrels or about 24 
percent of the total. Of that amount of 
20 million barrels that the United 
States uses every single day, about 12 
million barrels are imported. 

In other words, 60 percent of the oil 
that we use every single day in Amer-
ica comes from outside the United 
States. We are transporting and ship-
ping and transferring about a half tril-
lion dollars every single year of Amer-
ican wealth outside of the United 
States to petro dictators who are being 
enriched by that American wealth and 
using it in ways that I think most of us 
would disagree with; in fact, in many 
ways to support terrorist organizations 
in places around the world. 

Now, we cannot solve our dangerous 
dependance upon foreign sources of en-
ergy absent affecting that basic law 
and rule of supply and demand. We 
have to find more energy in this coun-
try. We should be taking steps now to 
add supply and to reduce our demand. 

One of the things we need to continue 
to support and intensify, in my view, is 
our commitment toward renewable en-
ergy. I want to read something that 
Tom Friedman said in an op-ed on June 
29. The op-ed was titled ‘‘Anxious in 
America.’’ 

But he said: 
My fellow Americans. We are a country in 

debt and in decline, not terminal, not irre-
versible, but in decline. Our political system 
seems incapable of producing long-range an-
swers to big problems or big opportunities. 
We are the ones who need a better func-
tioning democracy. More than the Iraqis and 
Afghans, we are the ones in need of 
nationbuilding as it is our political system 
that is not working. 

He goes on to say: 

VerDate Aug 31 2005 00:39 Jul 10, 2008 Jkt 059060 PO 00000 Frm 00044 Fmt 4624 Sfmt 0634 J:\CRONLINE\2008BA~3\URGENT~1\RECFILE\S08JY8.REC S08JY8m
m

ah
er

 o
n 

P
R

O
D

P
C

24
 w

ith
 C

O
N

G
-R

E
C

-O
N

LI
N

E



CONGRESSIONAL RECORD — SENATE S6415 July 8, 2008 
I continue to be appalled at the gap be-

tween what is clearly going to be the next 
great global industry, renewable energy and 
clean power, and the inability of Congress 
and the administration to put in place the 
bold policies we need to ensure that America 
leads that industry. 

Well, one of the things that we did, 
and it was a moonshot in terms of re-
newable energy and making an invest-
ment in our future, is the renewable 
fuels standard. Last December there 
were 80 Senators who voted to increase 
the renewable fuels standard to 36 bil-
lion gallons by the year 2022. That was 
a policy that was put in place less than 
a year ago, and yet already we have 
people, Members of the Senate, politi-
cians in Washington, who are talking 
about rolling that back. That could be 
the absolute worst thing that we do. 

We do not need less energy in this 
country, we need more energy in this 
country. We need more renewable fuels. 
The 8 or 9 billion gallons of renewable 
energy that we produce in this country 
every single year today is taking pres-
sure off gasoline and oil prices by, ac-
cording to a study conducted by Mer-
rill-Lynch, up to about 15 percent. 

In the current market economy that 
is about 50 to 60 cents per gallon of gas-
oline. Someone has said it is ethanol 
and corn prices that are driving up the 
cost of everything we buy in this coun-
try, and particularly with regard to 
this whole food-versus-fuel debate. But 
the American Truckers Association re-
cently did a study which found that in 
late 2004 it cost about 16 cents per box 
of cereal to transport that box of cereal 
to the marketplace. Today it costs 
about 36 cents per box of cereal. So we 
have seen a 20-cent increase in the 
transportation cost for a box of cereal. 
Couple that with the fact that the 
amount of corn in a box of Corn Flakes 
is about 10 cents per box, and you can 
see what is driving up the cost of ev-
erything in our economy. It is the in-
creasing price per barrel of oil, increas-
ing price of energy in this country. 

We need to speed cellulosic ethanol 
to the marketplace. We need to in-
crease the blends of ethanol. We need 
not fewer gallons of renewable energy 
in this country, we need more gallons 
of renewable energy. I hope those in 
Washington, in the administration and 
Congress, who are talking about con-
sidering rolling back the renewable 
fuels standard would reconsider that 
and think about the importance of re-
newable energy and what it can do for 
America’s future and our dangerous de-
pendence on foreign sources of energy. 

The second thing, of course, we have 
to do is we have to increase our domes-
tic supply. That means the Outer Con-
tinental Shelf. That means the oil 
shale in places in the Western States. 
It means ANWR. It means coal to liq-
uid. It means nuclear. It means wind. 
We have all of these domestic energy 
supplies in this country, and we have 
heard people say it would take 5 to 100 
years to develop some of these energy 
supplies. Well, that is what they were 
saying 5 or 10 years ago about many of 
these same things. 

We did not do it then, and now we are 
paying a price for it. Is it not our job 
as policymakers to be looking down 
the road to future generations to make 
decisions that are in the best interests 
of America’s future. There is not any 
issue, I would argue, that is more im-
portant to America’s future than en-
ergy security because it ties directly 
into and correlates directly into our 
national security. 

We have to have more domestic sup-
ply, and the last thing we have to do is 
we have to use less. We have to find 
more sources of energy, more domestic 
sources of energy, so we do not con-
tinue to get 60 percent of that energy 
from outside the United States. And we 
have to figure out ways in this country 
to use less energy. 

I have a bill that I have introduced. 
I am on a bill that Senator MCCON-
NELL, the Republican leader, has intro-
duced which has 43 cosponsors. I have 
introduced a bill of my own to deal 
with this energy situation. I am work-
ing with a group of both Republicans 
and Democrats. We need to put the pol-
itics aside, the partisanship aside, and 
work on getting a solution for the 
American people. 

In the bill that I introduced, one of 
the things I include is a provision that 
requires that of additional Government 
lands that are leased for energy pro-
duction—whether they be offshore, 
whether they be oil shale in the West-
ern States, whether it be ANWR, the 
lease revenue, half of the lease revenue 
that comes into the Federal Govern-
ment be plowed back into research and 
development and new technologies, in 
renewables, alternative sources of en-
ergy, things like plug-in hybrid cars, 
cellulosic advanced biofuels, hydrogen 
fuel cells. 

Those are the types of things we also 
need to be investing in to make sure 
that not only are we increasing the 
supply of energy in this country, the 
amount that we have, but also that we 
are using less. 

We can do this. We can put aside the 
finger-pointing and the blame game 
and do something for our energy fu-
ture. I believe when people come to-
gether, and when they decide that this 
is an important priority for America’s 
future, we can get this done. 

But we can’t do it by saying no to 
every proposal put on the table. My 
colleagues on the other side—many of 
them; not all, but many—have said no 
to offshore production, no to oil shale, 
no to nuclear, no to coal to liquid, no 
to additional refinery capacity. We 
can’t solve this problem by saying no. 
We have to start saying yes to more 
domestic production and to more meas-
ures that would allow us to conserve 
and reduce the amount of energy we 
use. We have to get serious about this 
issue. It starts with addressing that 
fundamental law and rule of supply and 
demand. We can do all these other 
things, the dollar can start firming up, 
we can address the role of speculation 
in the marketplace. But at the end of 

the day, we don’t solve the problem un-
less we get serious about increasing 
our domestic supply of energy and re-
ducing and using less energy. When we 
do that, we will see the price per barrel 
start to come down, the price per gal-
lon of gasoline start to come down, and 
we will see the American economy, in 
places such as South Dakota, where 
tourism and agriculture are so criti-
cally important, start to rebound and 
start to draw more visitors to the tour-
ism industry and to make sure our 
farmers continue to produce food and 
fiber in a way that allows them to 
maximize their return on investment 
and not get choked with high input 
costs coming from higher energy costs. 

I hope before we adjourn for the Au-
gust recess, we will come together be-
hind an energy proposal and plan that 
is good for America’s future, that em-
phasizes renewables, more domestic 
supply and production, and addresses 
the important issue of conservation. 
But we can’t do that by continuing to 
say no. I ask my colleagues on both 
sides to quit saying no and to start 
saying yes to America’s energy inde-
pendence. Say no to our dangerous de-
pendence upon foreign energy but yes 
to making America energy independent 
and making this country more pros-
perous for America’s future. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Virginia. 
Mr. WARNER. Mr. President, on be-

half of the leadership and the floor 
managers, I have been asked to pro-
pound a unanimous-consent request 
that the following Senators be recog-
nized, assuming they are here on the 
floor in time to be recognized: I will 
speak now for about 15 minutes, to be 
followed by Senator CARPER for 10 min-
utes. I see my distinguished friend, the 
Senator from Mississippi; if he could 
indicate how much time he would like. 

Mr. COCHRAN. About 8 minutes. 
Mr. WARNER. He is to be joined by 

Senator WICKER. 
Mr. COCHRAN. Yes, he is in the 

Chamber as well. 
Mr. WARNER. All right. 
Mr. WICKER. About 8 minutes also. 
Mr. WARNER. All right. And Senator 

STABENOW, I do not see her, but let’s 
put her down for 10, and Senator 
CORNYN. 

Mr. CORNYN. I would need 15 min-
utes. If I can yield back some time, 
that would be great. 

Mr. WARNER. With that in mind—I 
do not see any other Senators seeking 
recognition—I ask it in the form of a 
unanimous consent. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from Virginia. 
Mr. WARNER. Mr. President, I rise, 

along with the distinguished chairman 
and ranking member of the Intel-
ligence Committee on which I am priv-
ileged to serve. I commend my chair-
man and ranking member for the ex-
traordinary capability with which they 
have handled this controversial issue of 
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the FISA legislation and the biparti-
sanship they have shown. Our com-
mittee voted 13 to 2 on this measure 
which is now before the Senate. Cur-
rently, we have the Bingaman and 
Specter amendments. I join my chair-
man and ranking member in opposing 
these two amendments. They seek in 
one way or another to remove or 
render useless one of the most impor-
tant sections of the FISA Amendments 
Act which is liability protection for 
the telecommunication carriers that 
assisted our Government with the 
President’s terrorist surveillance pro-
gram or TSP. Without the title II li-
ability protection, the other sections of 
the FISA Amendments Act would be-
come irrelevant because the carriers 
would not cooperate in the authorized 
programs. 

This would be unfortunate, because 
the FISA Amendments Act is a critical 
piece of legislation for America’s 
present and future security that 
achieves an important balance between 
protecting civil liberties and ensuring 
that our dedicated intelligence profes-
sionals have the capabilities they need 
to protect the Nation. The bill ensures 
that the intelligence capabilities pro-
vided by the Protect America Act, en-
acted in August 2007, remain sealed in 
statute. 

Reforming FISA has not been an easy 
process. I would like to thank Chair-
man ROCKEFELLER and Vice Chairman 
BOND for the work they have done to 
garner bipartisan support for the FISA 
Amendments Act. It would be unfortu-
nate if that work were undone by one 
of these amendments. 

If passed, the Specter amendment 
would prohibit the dismissal of the 
lawsuits against the telecommuni-
cations carriers if the President’s Ter-
rorist Surveillance Program were 
found to be unconstitutional by the 
courts. With all due respect to my col-
league from Pennsylvania, I believe 
that whether the President acted with-
in his constitutional authorities should 
be treated separately from the issue of 
whether the carriers acted in good 
faith. 

The extensive evidence made avail-
able to the Intelligence Committee 
shows that carriers who participated in 
this program relied upon our Govern-
ment’s assurances that their actions 
were legal and in the best interest of 
the security of America. 

Mr. President, I would like to call 
the Senate’s attention to the report 
which accompanied the version of the 
FISA Amendments Act passed by the 
Senate Intelligence Committee by a 
vote of 13–2. Based on the committee’s 
extensive examination of the Presi-
dent’s TSP, the report noted that the 
executive branch provided written di-
rectives to the carriers to obtain their 
assistance with the program. After its 
review of all of the relevant cor-
respondence, the committee concluded 
that the letters ‘‘stated that the activi-
ties had been authorized by the Presi-
dent [and] had been determined to be 

lawful’’ The committee report added 
the following: 
On the basis of the representations in the 
communications to providers, the Com-
mittee concluded that the providers, in the 
unique historical circumstances of the after-
math of September 11, 2001, had a good faith 
basis for responding to the requests for as-
sistance they received. Section 202 makes no 
assessment about the legality of the Presi-
dent’s program. It simply recognizes that, in 
the specific historical circumstances here, if 
the private sector relied on written represen-
tations that high-level Government officials 
had assessed the program to be legal, they 
acted in good faith and should be entitled to 
protection from civil suit. 

The Senate Intelligence Committee 
believed, by a vote of 13–2, that the 
companies acted in good faith and that 
they deserve to be protected. I agree 
and I believe that the TSP was legal, 
essential, and contributed to pre-
venting further terrorist attacks 
against our homeland. 

But, even if one were to disagree that 
the President acted within his article 
II powers, I cannot see the wisdom in 
seeking to punish the carriers and 
their shareholders for something the 
Government called on the carriers to 
do with the assurance that the action 
was legal. 

The Specter amendment would put 
the companies, and their millions of 
shareholders, in legal limbo, waiting 
while the Government litigates unre-
lated constitutional claims. Histori-
cally, the Supreme Court has been re-
luctant to adjudicate constitutional 
disputes between the political branches 
of our Government, suggesting that a 
constitutional question could take 
years to resolve, if it can be resolved. 
Lawsuits against the companies would 
likely continue in the interim which 
would: Have negative ramifications on 
our intelligence sources and methods; 
likely harm the business reputations of 
these companies; and cause the compa-
nies to reconsider their participation— 
or worse—cause them to terminate 
their cooperation in the future. 

I believe it would be unfair to use pri-
vate companies as a substitute to adju-
dicate constitutional claims properly 
directed against the Government. My 
colleagues should keep in mind that in-
dividuals who believe that the Govern-
ment violated their civil liberties can 
pursue legal action against the Govern-
ment, and the FISA Amendments Act 
does nothing to limit that legal re-
course. As noted by my colleague from 
West Virginia, the case that was before 
Judge Walker—which addresses a con-
stitutional challenge against the gov-
ernment—can proceed. 

Bottom line, companies who partici-
pate in this program do so voluntarily 
to help America preserve its freedom 
and the safety—individually and col-
lectively—of its citizens. I have long 
supported the idea of a ‘‘volunteer 
force’’ for our military and I believe a 
‘‘volunteer force’’ of citizens and busi-
nesses who do their part to protect our 
great Nation from harm is equally im-
portant. I fear that if we are forced to 

draft companies into compliance when 
our Nation calls them to duty, ulti-
mately our security will suffer. With-
out this retroactive liability provision, 
I believe companies will no longer vol-
untarily participate. This will result in 
a degradation of America’s ability to 
protect its citizens. 

It is for these reasons that I urge my 
colleagues to oppose the Specter 
amendment and any other amendment 
that would change the FISA Amend-
ments Act. 

I yield the floor. 
I wish to conclude by saying that as 

I view this situation, I liken the pri-
vate sector that has responded to the 
request of the Federal Government, 
which has been given assurances by the 
Federal Government, to the all-volun-
teer military force we have today. It is 
imperative that within the private sec-
tor there be elements, primarily these 
corporations and companies which 
have come forward to provide the tech-
nical assistance and also the facilities 
by which to implement the FISA pro-
gram. They have done it by and large 
voluntarily. The program could not 
succeed without their participation. 
Therefore, they ask no more than what 
is justly owed to them, and that is pro-
tection from the lawsuits. I hope we 
can turn back these two amendments 
and proceed to final passage and that 
the Senate will go on record as sup-
porting the essential nature of the 
FISA program. 

ENERGY CRISIS 
Mr. WARNER. Mr. President, I rise 

to turn to the question that confronts 
America today; namely, the energy cri-
sis. I use the word ‘‘crisis’’ advisedly, 
because today no less than a third of 
Americans are absolutely struggling 
night and day to find the funds nec-
essary to meet ever increasing food 
prices and ever increasing energy 
prices. It is for that reason I have 
taken a step. I wish to repeat that. I 
have simply taken a step to write the 
Secretary of Energy and to write the 
Comptroller General, the head of the 
GAO, to determine what are the facts 
relating to the 1973–1974 energy crisis, 
how America addressed that crisis, and 
the actions taken by the President and 
the Congress in 1973–1974. Again, Con-
gress acted unanimously to back the 
President in imposing a national speed 
limit, that speed limit for the purpose 
of lessening the demand for gasoline 
and hopefully to have consequent sav-
ings at the gas pump. 

That is a chapter in American his-
tory. I remember it quite well. I was 
privileged at that time to be Secretary 
of the Navy. Indeed, the Department of 
Defense, although at war in Vietnam, 
came forward and participated to try 
and help America work its way 
through that energy crisis. The na-
tional speed limit was the centerpiece 
of that program. 

I ask unanimous consent now to 
print in the RECORD the letters I sent 
to the Secretary of Energy and the 
Comptroller General at the conclusion 
of my remarks. 
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The PRESIDING OFFICER. Without 

objection, it is so ordered. 
(See exhibit 1.) 
Mr. WARNER. I thank the Presiding 

Officer. 
Again, I am not taking a position 

that at this time we should invoke a 
new initiative in the Congress to pass 
legislation calling for a national speed 
limit because I simply do not have the 
facts. I am on a fact-finding mission. 
But if those facts come forward, as I 
believe they will, and show that this 
will help alleviate and lessen the de-
mand at the pump and the cost to the 
American citizen, then I am quite like-
ly to try—more than that, I am quite 
probably going to try—and garner sup-
port on both sides of the aisle to push 
forward with this legislation. I say so 
because I come back again to about a 
third of America at this point in time 
is frantically trying to make ends 
meet. We have to come up with a solu-
tion. We have to lead in the Congress, 
and hopefully the President will join. 
We have that duty. 

Therefore, these two letters going to, 
certainly, the GAO, an impartial arbi-
ter of the facts and finder of the facts, 
will provide this Chamber with the in-
formation necessary to make an in-
formed judgment as to whether to go 
forth with legislation. I deem that the 
Secretary of Energy will reflect, quite 
understandably, the policy of an ad-
ministration toward such a measure to 
bring about alleviation of the pressures 
at the gas pump today and on families. 

Again, this step is in the category of 
conservation of energy. My col-
leagues—and I have participated with 
them—are looking at, in my opinion, 
three areas of addressing this problem: 
short-term, which is conservation, that 
is the only way to bring about some 
immediate measure of relief; secondly, 
intermediate steps, which I outlined in 
my speech here; and lastly, the long 
term. Much has been said about long- 
term steps. I take pride and push aside 
any sense of humility because for sev-
eral years I have stood on this floor 
and urged offshore drilling, even put 
forth a measure here in this body 
which was defeated which called for the 
right of my State, Virginia, and such 
other States that might wish to join, 
through the Governor and the State 
legislature’s participation, agreeing to 
drilling offshore of Virginia for gas. I 
am not suggesting I brought about a 
change of thinking in the administra-
tion, but the President now supports 
that concept. Indeed, a number of my 
colleagues now support that concept. I 
opine that I believe in due course the 
Congress will provide the President 
with legislation to take those impor-
tant steps. But that offshore drilling 
will not lessen the price today at the 
pump. 

It will not help a case which was the 
final straw to decide that I would em-
bark on this course, when I read an ar-
ticle about the meals on wheels pro-
gram where the shut-ins at home, who 
for economic reasons and physical rea-

sons and other reasons can’t go out and 
get their meals. They rely upon a sys-
tem of volunteers to bring the meals to 
their homes. But that program is be-
ginning to founder because the volun-
teers simply cannot afford the addi-
tional cost of gasoline. I don’t know 
about my colleagues, but this causes 
me severe heart palpitations and con-
cern. The reporter said to me, when he 
interviewed me on this an hour or so 
ago, a national reporter: All right, Sen-
ator, are you willing to drive at a slow-
er rate? What sort of car are you driv-
ing? 

I told him what type of car I drive. I 
said: There are occasions when I drive 
over 55 miles an hour, 60 miles an hour, 
sometimes 65. But I am willing to give 
up whatever advantage to me to drive 
at those speeds with the fervent hope 
that that modest sacrifice on my part 
will help those people across this land 
tonight and tomorrow and in the in-
definite future dealing with this finan-
cial crisis. 

I point out also that in 1973–1974, 
these were automobiles, how well I re-
member, without growth of the quick 
production lines that started after 
World War II. America was flourishing. 
Then all of a sudden, the Arabs put an 
oil embargo on this country and took 
away our ability to get fuel. The Presi-
dent reacted quickly. The Congress re-
acted quickly. We put in that limit. In 
due course, the pressure on the pump 
declined and gas fell to about $2 a gal-
lon. In 1995, 20 years after the enact-
ment of this legislation by the Con-
gress and the President, the 55 miles 
was lifted. Mind you, it wasn’t one 
President; it was a series of Presidents 
who endorsed this program of conserva-
tion in terms of the reduction of speed. 
I don’t know. At one time I used to be 
a pretty good mechanic on auto-
mobiles, but they have now gotten a 
degree of complexity that is beyond my 
grasp. I rely on my son, who has de-
voted much of his life to auto racing. 

He is a wonderful mechanic and an 
engineer on cars. He said the 
carburetion system—he argued with 
me about this when I spent the past 
weekend with him—shook his fist at 
me: I don’t want this 55-mile-per-hour 
limit. And that is good advice. But he 
said the carburetion systems in cars 
today are better than they were in 1973 
and 1974, and I judge that to be the 
case. 

So I asked in my letters: Analyze the 
technical capabilities of the cars 
today, and could we anticipate bring-
ing about a savings at the gas pump by 
virtue of a national speed limit? So we 
have to get the facts and put them to-
gether. 

But I ask my colleagues, as they pro-
ceed to work on this issue—and I am 
all for the renewables, but that is long 
term. Offshore drilling: long term. We 
have to focus now on what measures we 
can take to help people now, if not long 
term. 

I know colleagues are getting the 
same calls and the same letters I am 

receiving from those people who, 
frankly, feel very oppressed by this 
rapid development. Although it has in-
creased basically a dollar a gallon in 
the last year, so much of it has come 
on in the last 120 days, unanticipated 
in speed and causing great hardship 
here at home. 

I yield the floor. 
EXHIBIT 1 

U.S. SENATE, 
Washington, DC, July 3, 2008. 

Hon. SAMUEL W. BODMAN, 
Secretary of Energy, 
Washington, DC. 

DEAR SECRETARY BODMAN: I write today 
with respect to the high cost of gasoline. 
Today, the average cost of a gallon of reg-
ular gasoline is more than $4.10. This is an 
increase of well over a dollar a gallon from a 
year ago. 

As you know, each and every day, Ameri-
cans struggle to cope with this rapid, record 
increase in fuel costs. Across the United 
States, individual Americans are taking 
their own initiatives to find ways to reduce 
gas consumption through driving less, alter-
ing daily routines, and even changing or can-
celling family vacation plans. 

To date, as far as I can determine, the fed-
eral government has taken few, if any, ini-
tiatives to join in this national effort to help 
address this ever increasing crisis. 

I believe it is essential that we continue to 
modernize our energy infrastructure and de-
velop a reliable, commonsense American en-
ergy strategy—one that includes new sup-
plies from domestic exploration and extrac-
tion, encourages conservation, and promotes 
the use and advancement of clean, renewable 
energies. 

I am among a group of many senators 
today who are working in a bipartisan fash-
ion to find a solution. For the past several 
years, I have supported permitting the Com-
monwealth of Virginia to explore and extract 
energy offshore if its Governor and General 
Assembly so desire. This concept has just re-
cently gained the support of the administra-
tion and a growing number of colleagues in 
Congress. 

However, the truth is that new tech-
nologies and new sources of energy will not 
provide meaningful relief for years to come 
as new technologies are developed and as 
new sources of energy are discovered and ex-
tracted. We must be straight with the Amer-
ican public and not raise hopes that these ef-
forts will provide immediate solutions and 
possible relief. 

There are ways to give some immediate re-
lief. In my view: new conservation efforts are 
the quickest way to see an immediate reduc-
tion in the price of gas at the pump. The 
American public is already doing its part 
through individual means of cutting back. 

On a federal level, on May 22, 2008, Senator 
Bingaman and I introduced, and the Senate 
unanimously passed by voice vote, a sense- 
of-the-Senate resolution (S. Res. 577) that 
urged the President to initiate, among all 
federal departments and agencies of the ex-
ecutive branch, a reduction of their daily 
consumption of gasoline—if only by a small 
percentage. 

To my knowledge, the administration has 
not responded to the Senate’s action. In the 
absence of pending administration action, 
Congress should join with the public and 
make the concepts in the sense-of-the-Sen-
ate resolution a mandatory law. 

Turning to another concept, I call to your 
attention action taken by the Congress and 
the executive branch during a similar petro-
leum shortage that occurred in 1973 and 1974. 
In January 1974, the President signed into 
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law ‘‘The Emergency Highway Energy Con-
servation Act’’ (public Law 93–239), which 
passed both the House and Senate unani-
mously. This law was enacted in an effort to 
conserve fuel. 

Specifically, the law put forth induce-
ments for states to reduce speed limits to 55 
miles per hour (mph) on all major highways. 
Failure to do so would jeopardize the ability 
of states to secure federal highway funds. 
The law was originally intended to be tem-
porary, ceasing to be in effect if the Presi-
dent declared that there was no longer a fuel 
shortage or on or after June 30, 1975, which-
ever occurred first. 

According to a Congressional Research 
Service report, the law resulted in reduced 
consumption of 167,000 barrels of petroleum a 
day, a roughly 2 percent reduction in the na-
tion’s highway fuel consumption. In addi-
tion, the National Academy of Sciences 
found that the law saved up to 4,000 lives per 
year from highway accidents. Given the sig-
nificant increase in the number of vehicles 
on America’s highway system from 1974 to 
2008, one could assume that the amount of 
fuel that could be conserved today is far 
greater. 

Given the fuel savings of the act, and the 
resulting significant decrease in highway fa-
talities attributable to the national speed 
limit, Congress made the national speed 
limit permanent in December 1974. In 1995, 
the law was repealed. 

The purpose of this letter is to ask you to 
study this era of conservation, as I have, to 
determine whether the administration, with 
the support of Congress; should take similar 
action today. 

According to the U.S. Department of En-
ergy Web site, engineering data shows that 
fuel efficiency decreases rapidly above 60 
mph. Specifically, for every 5 mph an indi-
vidual drives over 60 mph, that individual es-
sentially is paying an extra 30 cents per gal-
lon in fuel costs. 

As Congress continues to look for ways to 
ease this national problem, I put to you the 
following questions. I will share your re-
sponses with my colleagues. 

(1) Given the significant technological im-
provements since 1974, at what speed is the 
typical vehicle traveling on America’s high-
ways today most fuel efficient? 

(2) If a national speed limit was enacted 
similar to the 1974 law, but the speed limit 
under that law was consistent with most fuel 
efficient speed for the typical vehicle trav-
eling on America’s highways, what would be 
a reasonable projection for total fuel sav-
ings? And, what would be the savings for the 
average citizen who owns and operates a ve-
hicle? 

(3) If a new national speed limit was en-
acted consistent with the two questions list-
ed above, how many fewer barrels of petro-
leum a day would Americans consume? Is it 
reasonable to believe that there would be a 
reduction in price at the pump? And, if so, 
what are the ranges you could project for 
cost reductions? 

(4) If the federal government took the ini-
tiative to reduce its oil consumption, con-
sistent the concepts of the sense-of-the-Sen-
ate resolution (S. Res. 577) how many fewer 
barrels of petroleum a day would be saved by 
the federal government? 

Given that Congress, upon its return next 
week, will be vigorously considering all op-
tions, your response to this request could be 
of great help to my colleagues and me. 
Again, years ago, the Emergency Highway 
Energy Conservation Act worked. The ad-
ministration’s advice, after examining this 
era and these concepts, would be helpful. 

With kind regards, I am 
Sincerely, 

JOHN WARNER. 

U.S. SENATE, 
Washington, DC, July 8, 2008. 

Hon. GENE DODARO, 
Acting Comptroller General of the United States, 

Government Accountability Office, Wash-
ington, DC. 

DEAR MR. DODARO: I write today with re-
spect to the high cost of gasoline. Today, the 
average cost of a gallon of regular gasoline is 
more than $4.10. This is an increase of well 
over a dollar a gallon from a year ago. 

As you know, each and every day, Ameri-
cans struggle to cope with this rapid, record 
increase in fuel costs. Across the United 
States, individual Americans are taking 
their own initiatives to find ways to reduce 
gas consumption through driving less, alter-
ing daily routines, and even changing or can-
celling family vacation plans. 

To date, as far as I can determine, the fed-
eral government has taken few, if any, ini-
tiatives to join in this national effort to help 
address this ever increasing crisis. 

I believe it is essential that we continue to 
modernize our energy infrastructure and de-
velop a reliable, commonsense American en-
ergy strategy—one that includes new sup-
plies from domestic exploration and extrac-
tion, encourages conservation, and promotes 
the use and advancement of clean, renewable 
energies. 

However, the truth is that new tech-
nologies and new sources of energy will not 
provide meaningful relief for years to come 
as new technologies are developed and as 
new sources of energy are discovered and ex-
tracted. We must be straight with the Amer-
ican public and not raise hopes that these ef-
forts will provide immediate solutions and 
possible relief. 

There are ways to give some immediate re-
lief. In my view, new conservation efforts are 
the quickest way to see an immediate reduc-
tion in the price of gas at the pump. The 
American public is already doing its part 
through individual means of cutting back. 

On a federal level, on May 2, 2008, Senator 
Bingaman and I introduced, and the Senate 
unanimously passed by voice vote, a sense- 
of-the-Senate resolution (S. Res. 577) that 
urged the President to initiate, among all 
federal departments and agencies of the ex-
ecutive branch, a reduction of their daily 
consumption of gasoline—if only by a small 
percentage. 

To my knowledge, the administration has 
not responded to the Senate’s action. In the 
absence of pending administration action, 
Congress should join with the public and 
make the concepts in the sense-of-the-Sen-
ate resolution a mandatory law. 

Turning to another concept, I call to your 
attention action taken by the Congress and 
the executive branch during a similar petro-
leum shortage that occurred in 1973 and 1974. 
In January 1974, the President signed into 
law ‘‘The Emergency Highway Energy Con-
servation Act’’ (Public Law 93–239), which 
passed both the House and Senate unani-
mously. This law was enacted in an effort to 
conserve fuel. 

Specifically, the law put forth induce-
ments for states to reduce speed limits to 55 
miles per hour (mph) on all major highways. 
Failure to do so would jeopardize the ability 
of states to secure federal highway funds. 
The law was originally intended to be tem-
porary, ceasing to be in effect if the Presi-
dent declared that there was no longer a fuel 
shortage or on or after June 30, 1975, which-
ever occurred first. 

According to a Congressional Research 
Service report, the law resulted in reduced 
consumption of 167,000 barrels of petroleum a 
day, a roughly 2 percent reduction in the na-
tion’s highway fuel consumption. In addi-
tion, the National Academy of Sciences 
found that the law saved up to 4,000 lives per 

year from highway accidents. Given the sig-
nificant increase in the number of vehicles 
on America’s Highway system from 1974 to 
2008, one could assume that the amount of 
fuel that could be conserved today is far 
greater. 

Given the fuel savings of the act, and the 
resulting significant decrease in highway fa-
talities attributable to the national speed 
limit, Congress made the national speed 
limit permanent in December 1974. In 1995, 
the law was repealed. 

The purpose of this letter is to ask you to 
study this era of conservation, as I have, to 
determine whether the administration, with 
the support of Congress, should take similar 
action today. 

According to the U.S. Department of En-
ergy, engineering data shows that fuel effi-
ciency decreases rapidly above 60 mph. Spe-
cifically, for every 5 mph an individual 
drives over 60 mph, that individual essen-
tially is paying an extra 30 cents per gallon 
in fuel costs. 

As Congress continues to look for ways to 
ease this national problem, I ask you to ex-
amine the following questions: 

(1) Given the significant technological im-
provements in automobile design and func-
tion since 1974, at what speed is the typical 
vehicle traveling on America’s highways 
today most fuel efficient? 

(2) If a national speed limit was enacted 
similar to the 1974 law, but the speed limit 
under that law was consistent with most fuel 
efficient speed for the typical vehicle trav-
eling on America’s highways, what would be 
a reasonable projection for total fuel sav-
ings? And, what would be the savings for the 
average citizen who owns and operates a ve-
hicle? 

(3) If a new national speed limit was en-
acted consistent with the two questions list-
ed above, how many fewer barrels of petro-
leum a day would Americans consume? Is it 
reasonable to believe that there would be a 
reduction in price at the pump? And, if so, 
what are the ranges you could project for 
cost reductions? 

(4) If the federal government took the ini-
tiative to reduce its oil consumption, con-
sistent the concepts of the sense-of-the-Sen-
ate resolution (S. Res. 577) how many fewer 
barrels of petroleum a day would be saved by 
the federal government? 

Given that Congress is vigorously consid-
ering all options, your response to this re-
quest could be of great help to my colleagues 
and me. 

With kind regards, I am 
Sincerely, 

JOHN WARNER. 

Mr. SPECTER addressed the Chair. 
The PRESIDING OFFICER. The Sen-

ator from Pennsylvania. 
Mr. SPECTER. Mr. President, the 

pending business on the Foreign Intel-
ligence Surveillance Act is an amend-
ment which I have pending, No. 5059. 
We started at 4 o’clock, and we are due 
for 2 hours. I stepped off the floor for 
just a few minutes for necessaries and 
have come back to find a unanimous 
consent proposal for some six speakers. 
I have talked to a number of Senators 
on the floor, and they are in morning 
business. 

It seems to me the orderly procedure 
would be to allow us to finish our bill. 
I understand any Senator can come out 
and ask for unanimous consent. But, 
candidly, my good friend from Vir-
ginia, I wish you had given me notice. 

Mr. WARNER. Mr. President, I felt I 
was acting at the personal request of 
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Chairman ROCKEFELLER and the rank-
ing member when I did this. I inquired 
on the floor as to the desires of other 
Senators. I regret, my dear friend, I 
would not have done this in any way to 
deter your ability to do what you feel 
you have to do on this bill. 

So at this point in time, certainly 
the floor is open to additional unani-
mous consent. But I do bring to your 
attention the Senators who are cur-
rently in the Chamber are here as a 
consequence of the UC that I proposed 
at the request of the two managers. 

Mr. SPECTER. Well, with all due re-
spect to my good friend from Virginia, 
I was on the floor all afternoon, you 
sitting there and me sitting here. But 
that is water over the dam. 

My request, Mr. President, is that— 
the only Senator on this list who I 
have ascertained is going to speak to 
the bill is Senator CARPER; he is on the 
list now for 10 minutes—we conclude 
the bill, or the alternative: to move 
ahead with the balance of the times re-
served until tomorrow morning. 

Mr. WARNER. Mr. President, again, 
Senators on the floor can certainly 
speak for themselves, but I point out I 
think the Chair advised the managers 
as to the time remaining on both sides 
of the bill. 

Am I not correct, I ask the Presiding 
Officer? Could you inform the Senate 
as to the times remaining under the UC 
to which my good friend from Pennsyl-
vania refers? 

The PRESIDING OFFICER. The Sen-
ator from Pennsylvania has 10 minutes 
remaining. The Senator from West Vir-
ginia has 33 minutes remaining. The 
Senator from New Mexico has 14 min-
utes. The Senator from Missouri has 5 
minutes. The Senator from Con-
necticut has 21 minutes. 

Mr. WARNER. Mr. President, I leave 
it to the Chair to address that. I think 
the Senator from Pennsylvania should 
be recognized for the purpose of his 10 
minutes, but I am not sure we are in a 
position to foreclose other Senators 
who have been waiting here patiently 
to address the Senate on other mat-
ters. 

It seems to me the Senator from 
Pennsylvania should revise the request 
to enable him to have his 10 minutes 
and Senator CARPER his 10 minutes and 
then allow the Chamber to proceed 
with other matters. It seems to me 
that is a fair resolution to this prob-
lem. 

Again, I apologize if I was acting—as 
I was so asked to do—contrary to the 
Senator’s wishes. 

Mr. SPECTER. Mr. President, with 
respect to waiting, I have been here 
since 11 o’clock this morning on this 
bill. 

Mr. President, I ask unanimous con-
sent that Senator CARPER be recog-
nized, as he is, for 10 minutes, and that 
the other Senators subject to the unan-
imous consent request be accorded the 
time given to them, and that the re-
mainder of the time reserved be sched-
uled for tomorrow at the discretion of 
the majority leader. 

Mr. WARNER. Mr. President, I will 
not object. I wish to thank my col-
league for what I think is a very fair 
resolution to this situation. 

Mr. CARPER. Mr. President, may I 
be recognized? 

The PRESIDING OFFICER. Is there 
objection? 

Mr. CARPER. Mr. President, reserv-
ing the right to object, I am told we 
cannot shift the time until tomorrow. I 
am told we need to use the time that 
has been allocated today. That is my 
understanding. 

Mr. SPECTER. Mr. President, will 
the Senator repeat his reservation, 
please. 

Mr. CARPER. Mr. President, I under-
stand—and I look to the Parliamen-
tarian and to the Presiding Officer—I 
am told the Senate is required to use 
the time that has been allocated for 
the discussion of these amendments 
today, and there is additional time for 
it tomorrow in tomorrow’s debate be-
fore we begin voting. But we need to 
use up the time that is allocated for 
this afternoon and this evening. 

I would inquire of the Presiding Offi-
cer, is that your understanding as well? 

Mr. SPECTER. Mr. President, par-
liamentary inquiry: I heard the Chair 
say there is 10 minutes remaining of 
my time. 

The PRESIDING OFFICER. The Sen-
ator is correct. 

Mr. SPECTER. Well, that time is 
yielded to Senator CARPER, so that 
would take all the time allotted to this 
Senator. 

The PRESIDING OFFICER. Does the 
Senator withdraw his unanimous con-
sent request? 

Mr. SPECTER. Well, there has been 
an objection to it, as I understand. 

The PRESIDING OFFICER. Is there 
objection? 

Mr. CARPER. Reluctantly, I must 
object. 

The PRESIDING OFFICER. Objec-
tion is heard. 

The Senator from Delaware. 
Mr. CARPER. Mr. President, I be-

lieve under the unanimous consent 
agreement entered earlier, I am recog-
nized for 10 minutes, and I ask unani-
mous consent that my time be counted 
against time controlled by Senator 
ROCKEFELLER. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. CARPER. Mr. President, I rise 
today to speak in support of the FISA 
compromise legislation that is before 
us this week. I believe reasonable peo-
ple can disagree about this measure, 
and I certainly respect the views of 
those who oppose it. But I wish to take 
a moment this afternoon to explain, 
first, why I am supporting this bipar-
tisan compromise and, second, to en-
courage my colleagues and others to do 
so as well. 

All of us know we live in a dangerous 
world today. We face serious threats to 
our safety and to our security. At the 
same time, we face a difficult bal-
ancing act between, on the one hand, 

the need to protect our country and the 
safety of our citizens and, on the other 
hand, the need to preserve our civil lib-
erties. 

All too often, the Bush administra-
tion’s approach has been, at least in 
my judgment, misguided. Many oppo-
nents of the FISA legislation before us 
are rightly concerned that civil lib-
erties have been ignored and in some 
cases violated. 

I believe that is why, to some extent, 
many critics of this bill have focused 
so heavily—almost exclusively, in 
fact—on the legislation’s retroactive 
immunity provisions. I regret the ma-
jority of my colleagues in the House 
and the Senate do not see eye to eye 
with those critics regarding immunity. 
However, I wish to take a few minutes 
to explain why most of us who support 
this bill in its amended form believe 
that granting immunity is fair. 

During the extraordinary national 
emergency that followed the Sep-
tember 11 attacks upon our Nation, the 
Federal Government reached out— 

Mr. SPECTER. Mr. President, will 
the Senator from Delaware yield for a 
moment? 

Mr. CARPER. Mr. President, I am 
happy to yield to the Senator from 
Pennsylvania. 

Mr. SPECTER. Mr. President, I un-
derstand the Senator from Delaware is 
using time from Senator ROCKEFELLER. 

Mr. CARPER. That is correct. 
Mr. SPECTER. So my time would re-

main. I had thought there was 13 min-
utes remaining. Is there only 10? 

The PRESIDING OFFICER. Ten min-
utes is all that remains. 

Mr. SPECTER. I thank the Chair, 
and I reserve the remainder of my 
time, however the scheduling may 
work out. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. CARPER. Reclaiming my time, if 
I may, Mr. President, during the ex-
traordinary national emergency that 
followed the September 11 attacks 
upon our Nation, the Federal Govern-
ment reached out to some of America’s 
major telephone carriers. We asked 
them to help intercept communica-
tions between sources in our country 
and terrorists located overseas. 

A number of our phone companies re-
sponded in good faith and agreed to 
help. They did so, however, only after 
receiving written directives from our 
Government’s senior national security 
and law enforcement officials that 
their cooperation—the cooperation of 
the telecommunications companies— 
was both lawful and constitutionally 
sound. 

It does not seem fair, at least to me, 
that these companies now should be 
made victims of their own good-faith 
cooperation and assistance in the ongo-
ing fight against terrorism. That is 
why I support immunity for phone 
companies that can demonstrate in 
Federal court that their participation 
in the program was found to be lawful 
by the Bush administration. 
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With that said, however, I believe the 

issue of immunity has taken on a sig-
nificance that goes beyond its actual 
importance. This is not to suggest that 
immunity is unimportant, but the 
more critical aspects of this FISA bill 
seem to have been overlooked. In my 
view, those portions of the bill matter 
more—much more. 

Rather than looking backward, at 
immunity, our real focus should be on 
what this FISA bill does going forward. 
I believe this legislation strikes the 
right balance in providing our intel-
ligence networks with the tools they 
need to protect our country without di-
minishing our civil liberties. The ad-
ministration has overreached on this 
front before. The FISA legislation be-
fore us, though, is a significant im-
provement over current law and will 
help to ensure that neither this admin-
istration nor the next administration 
will overreach again. 

Now, how does it do that? First of all, 
this compromise bill makes it crystal 
clear that FISA is the exclusive means 
to conduct surveillance, ensuring that 
neither this President nor our next 
President can go around the law. 

Second, the bill mandates reports by 
the inspectors general of the Justice 
Department, the Department of De-
fense, and our intelligence agencies 
that will provide the relevant congres-
sional committees here and in the 
House with the information we need to 
conduct needed oversight. 

Third, the compromise bill—this 
compromise bill—establishes a shorter 
sunset period of 41⁄2 years instead of 
what had been proposed earlier, 6 
years. In addition, this compromise 
bill—for the first time—requires FISA 
Court warrants for surveillance of 
Americans overseas. 

I applaud both Senator ROCKEFELLER 
and Senator BOND, as well as my 
friend, Congressman STENY HOYER of 
Maryland, for their collective work in 
negotiating this compromise. They 
know, as I do, that this compromise is 
not ideal. It is not perfect. But, in my 
view, it is the best bill we can agree on 
at this time. It represents the best 
chance we have today to protect both 
our national security and our civil lib-
erties. 

For all these reasons, I am sup-
porting this legislation. I hope my col-
leagues—Democratic and Republican— 
will join me in supporting the efforts of 
those who have crafted it. 

Mr. President, if I could, I wish to 
end today with a pledge: Should this 
bill pass and be signed into law—and I 
hope it will—I will work with my col-
leagues in the next Congress and with 
the next President and his administra-
tion to make additional improvements 
that our country and our citizens may 
need and deserve. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Mississippi. 
Mr. COCHRAN. Mr. President, I 

think under the order there is time for 
me to speak at this point. 

The PRESIDING OFFICER. The Sen-
ator has 10 minutes remaining. 

MEDICARE 
Mr. COCHRAN. Mr. President, I 

think the Senate should support an 18- 
month extension of current Medicare 
law with the inclusion of a 1.1-percent 
increase in physician reimbursements. 
We should also make an effort to iden-
tify long-term improvements that will 
strengthen a system that is badly in 
need of repair. 

New legislation is important and ur-
gent because of the expiration on June 
30, 2008, of the Medicare, Medicaid, and 
SCHIP Extension Act. This extension, 
which was signed on December 29, 2007, 
delayed cuts to payments under the 
physician fee schedule from taking ef-
fect until July 1, 2008. 

Unfortunately, despite the knowledge 
that bipartisan negotiations were on-
going and could have achieved passage 
in time to prevent these cuts, the ma-
jority leadership chose to force a vote 
on H.R. 6331, a bill which the adminis-
tration had promised to veto. My vote 
against the immediate passage of H.R. 
6331 was a vote to protect the bene-
ficiaries of Medicare and ensure their 
access to affordable and high-quality 
health care in the future. The fact is 
that providing health care to the con-
stituents we represent must remain 
one of our top priorities. It is a priority 
that should transcend party politics. 

In its current form, H.R. 6331 includes 
over $17 billion in new spending that 
comes at the expense of some of Medi-
care’s more vulnerable participants, 
and it restricts seniors’ private cov-
erage through cuts to Medicare Advan-
tage plans. Medicare Advantage is an 
important and widely used program 
that offers seniors quality health care 
at a low cost. This bill would result in 
a $13.6 billion cut from Medicare Ad-
vantage over the next 5 years and a $50 
billion cut within 10 years. Specifi-
cally, over 2 million seniors would lose 
access to their private fee-for-service 
plans, reducing benefits to a one-size- 
fits-all plan and reversing what the 
program was intended to do in the first 
place. 

This issue is particularly relevant in 
my State. Seventy-nine percent of the 
people in my State who are enrolled in 
Medicare Advantage plans are also en-
rolled in private fee-for-service plans. I 
cannot in good conscience vote for a 
bill that would put their access to 
health care in jeopardy. 

The Senate should work to develop a 
bill that will accurately reflect the 
cost of providing quality care. If we 
don’t, we risk a disruption in physician 
services to those who need care the 
most and we risk increasing the cost of 
health care. We must mitigate the neg-
ative impact of expiring provisions on 
providers and benefits. 

The first step is to extend the cur-
rent Medicare law until a compromise 
can be reached. We all understand that 
temporary fixes can only carry us so 
far. We need a long-term solution that 
fixes the sustainable growth rate to 

control costs, a long-term solution 
that recognizes the importance of in-
creasing Medicare reimbursements, 
and a long-term solution based on bi-
partisan compromise. Anything less is 
not sustainable. 

UNANIMOUS CONSENT REQUEST—S. 3118 
Mr. COCHRAN. Mr. President, I ask 

unanimous consent that the Senate 
proceed to the immediate consider-
ation of Calendar No. 776, S. 3118, a bill 
to preserve Medicare beneficiary access 
to care. I further ask unanimous con-
sent that the bill be read a third time 
and passed and the motion to recon-
sider be laid upon the table. 

The PRESIDING OFFICER. Is there 
objection? 

Ms. STABENOW. Reserving the right 
to object. 

The PRESIDING OFFICER. The Sen-
ator from Michigan is recognized. 

Ms. STABENOW. Mr. President, re-
serving the right to object, I would 
first indicate to my friend, the Senator 
from Mississippi, that, in fact, we have 
a bill in front of us that had 355 votes— 
a huge bipartisan majority—that ad-
dresses strengthening Medicare for our 
seniors. We are only 1 vote—1 Repub-
lican vote—shy of passing it here in the 
Senate. 

My colleague also raises the concern 
about cutting Medicare Advantage. 
There are no Medicare Advantage cuts 
in the rates in this bill at all. There is 
a small change that doesn’t even start 
until 2011. 

So as a result of the fact that we 
have in front of us a bill to imme-
diately address the concerns about ac-
cess that my colleague has raised, I 
would object to his unanimous consent 
request. 

The PRESIDING OFFICER. Objec-
tion is heard. 

The Senator from Mississippi is rec-
ognized. 

Mr. WICKER. Mr. President, I am 
disappointed that the Senator from 
Michigan has objected to the unani-
mous consent request. I certainly hope, 
though, that we can have a conversa-
tion about this issue and move eventu-
ally to the consideration of S. 3118 as 
Senator COCHRAN suggested. 

The American Medical Association 
has requested an 18-month fix—an 18- 
month extension—to give the medical 
community and Congress time to enact 
a permanent fix to the sustainable 
growth rate formula. This legislation— 
the Grassley bill—would provide for 
this 18-month extension. It would also 
provide an 18-month extension with a 
one-half percent increase in 2008 and a 
1.1-percent increase in 2009 in physician 
reimbursement. This, I might add, is 
identical to the provision in the 
Stabenow bill, S. 2785, the Save Medi-
care Act, which was, in fact, a bipar-
tisan bill and a bill I was happy to co-
sponsor. 

The bill Senator COCHRAN just asked 
for unanimous consent to consider also 
increases Medicare payments for 
ground ambulance services, it extends 
the authorization for the Medicare 
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Rural Hospital Flexibility Program 
grants, and it provides important pro-
visions for community hospitals and 
for rural home health care. 

The bill does make certain non-
controversial changes to the Medicare 
Advantage Program. It also extends 
critical programs involving Medicare, 
and it eliminates the double IME wind-
fall to Medicare Advantage Programs. 
But it doesn’t contain the controver-
sial provider offsets that the legisla-
tion which was offered by the majority 
leader would have done and which the 
President promised to veto. 

The legislation Senator COCHRAN just 
asked unanimous consent to consider 
could be passed tonight, sent to the 
President for his signature tomorrow, 
and the Members of the majority party 
in this Congress could claim a victory, 
and a bipartisan victory at that. 

I believe it is important for people to 
understand the history of this legisla-
tion. 

The Senate and House have been leg-
islating to prevent these provider cuts 
from going into effect since the year 
2002. For the past 6 years, as a Member 
of the House of Representatives, I have 
voted numerous times to prevent these 
physician cuts from going into effect, 
and each time, these cuts have been 
prevented. That has been done on a 
nonpartisan, bipartisan basis without 
political wrangling. 

Indeed, this year, just a few days ago, 
before the Fourth of July recess, Chair-
man BAUCUS and Ranking Member 
GRASSLEY were on the verge of pre-
senting a bipartisan package which 
would have prevented these cuts from 
going into effect and prevented this en-
tire controversy. They were moments 
away before the rug was pulled out 
from under them by the leadership in 
this body. 

Why is it different this year? Why 
have we been able to do this on a non-
partisan basis, prevent these cuts from 
going into effect to the providers, to 
the physicians, and the harm that 
would ensue to the Medicare recipients 
in the past? Why is it different this 
year? It is clear to me that members of 
the Democratic leadership in this body 
and in the other body have decided to 
turn this so-called ‘‘doc fix’’ into a po-
litical issue. 

I was struck by the exchange be-
tween the minority and the majority 
leader on the night of June 26 when 
Senator MCCONNELL requested of the 
majority leader, after the cloture had 
not been invoked, that we have a sim-
ple 30-day extension in order to con-
tinue to work on this issue. In object-
ing to that unanimous consent request 
for a simple 30-day extension so we 
could continue to work on this, it be-
came obvious to me what a political 
issue this is becoming. The majority 
leader, in objecting, mentioned elec-
tions this year for three House seats in 
which the Democrats won. He went on 
to say that this time next year, there 
would be 59 Democrats in the Senate at 
least. He mentioned the President’s ap-

proval rating—and this is all in the 
CONGRESSIONAL RECORD, page S6233 of 
the CONGRESSIONAL RECORD, if Mem-
bers would like to follow along—he 
mentioned the President’s approval 
rating. He mentioned numbers of peo-
ple in the Senate who are up for reelec-
tion this year, and he even mentioned 
polling before suggesting that his Re-
publican friends did not truly want to 
prevent these cuts from taking effect. 

There is not a single Member of the 
Senate who wants these cuts to take 
effect. There is not a single Member of 
the House of Representatives who 
wants these cuts to take effect. But the 
majority leader said that night: The 
only way out of this is to accept this 
legislation; it is this legislation or 
nothing, in effect. I will say this much 
for the distinguished Democratic lead-
er of the Senate: He was open and 
frank about what is really at issue 
here. This is very much about this 
year’s elections and less about pre-
venting the cuts to doctors. 

Now, what are we wrangling about 
here? We are wrangling about the off-
sets to prevent the cuts from going 
into effect, particularly what it would 
have done to Medicare Advantage, a 
program that some 22,000 Mississip-
pians depend upon and a program I 
would like to protect for them. 

Now, we have a disagreement. The 
Senator from Michigan sees this dif-
ferently than I do. There are people 
who would tell you that the bill offered 
to us that night would have gutted the 
Medicare Advantage Program. Medi-
care Advantage offers seniors a choice 
between regular Medicare and tradi-
tional insurance in the form of Medi-
care Advantage. These insurers offer 
the same services as traditional Medi-
care, but in addition, they offer options 
Medicare does not. In Mississippi, this 
means seniors may choose to have in-
creased coverage of things such as dia-
betes management, increased cancer 
screening, or lower cost-sharing in the 
form of lower premiums and copays. 

Admittedly, Medicare Advantage is 
not a perfect program. I believe there 
is a certain bipartisan consensus that 
we should take a look at the plan’s en-
rollment and billing practices. Physi-
cians back home in my State of Mis-
sissippi tell me this, and I want to 
work with them. The amount of pay-
ments to these plans is also an issue 
that needs to be looked at. But the 
Medicare bill that the majority leader 
would have forced upon us on that 
Thursday night of June 26, 2008, would 
have included provisions that did not 
enjoy bipartisan support. If that bill 
had passed, American seniors and Mis-
sissippi seniors would have lost their 
choices. They would have been told: 
Take it or leave it. 

Fewer choices and less competition 
are not good for America’s seniors and 
certainly not good for our health care 
system. If Medicare Advantage needs 
adjusting, we should consider stand- 
alone Medicare Advantage legislation. 

The PRESIDING OFFICER. The jun-
ior Senator from Mississippi must 
know that his time has expired. 

Mr. WICKER. I wonder if I may have 
an additional 2 minutes, Mr. President. 
I don’t see anyone here at this mo-
ment. I wonder if I may have an addi-
tional 2 minutes to wrap up. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. WICKER. I thank the Chair. 
There is overwhelming support for 

fixing the sustainable growth rate. 
Doctors deserve better than to be in-
voluntarily paired with a poison pill 
provision that cannot pass this Con-
gress on its own merits. I repeat, there 
is not a single Member of this Senate 
who wants these cuts to go into effect. 

The issue of Medicare Advantage is 
so important because of the competi-
tion. If we are ever going to solve the 
future of funding on the issue of Medi-
care as a whole, if we are going to have 
that goal that the AMA wants of 18 
months to look at a permanent fix to 
this issue, if we are going to prevent 
the train wreck that looms a few short 
years from now on the funding of Medi-
care as a whole, then we are going to 
have to inject competition. But let’s 
not use it as a political football. Let’s 
not adopt offsets on which there have 
been no hearings. Let’s not change 
basic Medicare policy in the form of a 
pay-for for a temporary fix. 

What we are looking at is two vastly 
different approaches to health care re-
form: the traditional Medicare, one 
size fits all, take it or leave it, that 
would lead us to a Canadian-style, sin-
gle-payer type plan for the entire 
United States of America, or injecting 
this little bit of competition to see if 
we can help control the cost of the 
Medicare Program. That is what we are 
making this stand about, and that is 
why I hope eventually we will adopt 
the unanimous consent request Sen-
ator COCHRAN has made and move to a 
bipartisan plan we can all support and 
prevent these doctor cuts from going 
into effect. 

I yield the floor. I thank the Chair 
for indulging me on the time. 

The PRESIDING OFFICER (Mr. 
MENENDEZ). The Senator from Michi-
gan. 

Ms. STABENOW. Mr. President, I ask 
unanimous consent that following the 
remarks of Senator CORNYN, who I un-
derstand will be speaking after myself, 
Senator LEVIN be recognized as under 
the previous order, and Senator 
CHAMBLISS be recognized to speak for 
up to 10 minutes. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. The Senator 
from Michigan is recognized. 

Ms. STABENOW. Mr. President, it is 
important to understand what the 
choices in front of us are. Always we 
have a choice in terms of priorities, of 
how to proceed. As the person who has 
coauthored the bill in the last several 
sessions that would change completely 
the way we provide physician pay-
ments, I certainly support long-term 
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solutions, something called the SGR, 
sustainable growth rate. I believe the 
way it is set up, it is wrong, and we 
need to fundamentally change and stop 
this process of trying to make sure we 
don’t see cuts happen in Medicare 
every single year. I certainly agree 
with that position. 

What we have in front of us is a 
choice—a choice between a bill that 
has 355 votes in the House on a bipar-
tisan basis—there are not a whole lot 
of times we see 355 people coming to-
gether on an issue such as this in the 
House, and 59 Members of the Senate. 
We had a majority. We had 59 votes. We 
have seen an effort to continue to fili-
buster the process from moving for-
ward, and we are tomorrow going to 
see whether we will have one more ad-
ditional Republican who stands with 
us, stands with the AARP, the Amer-
ican Medical Association, who stands 
with, most importantly, our seniors, 
who stands with the disability commu-
nity, who stands with those who are 
concerned about access to Medicare in 
this country. We only need one vote. 
That is where we are right now. 

I find it interesting, when we look at 
the motion that was made before about 
the bill my Republican colleagues wish 
to bring to the floor, in that bill, we 
see cuts in oxygen services, in spe-
ciality wheelchairs, large cuts in grad-
uate medical education in order to pay 
for the bill. That is one choice. Or we 
have the choice in front of us that 
passed with 355 votes in the House and 
has 59 votes right now in the Senate 
which would take some smaller cuts 
out of graduate medical education and 
would do something very small and in 
the future to Medicare Advantage. 

What is Medicare Advantage? In my 
mind, Medicare Advantage is part of 
the effort to privatize Medicare. We all 
remember former Speaker Newt Ging-
rich saying we cannot directly stop 
Medicare, so we are going to make sure 
it withers on the vine. Part of that 
withering has been to divert more and 
more dollars away from physicians and 
away from community care into pri-
vate for-profit companies, private fee- 
for-service companies. 

The argument was in the beginning 
that competition from the private sec-
tor, more choice will bring down costs 
and that they would be able to take 97 
percent of the normal Medicare rate 
because it would cost less to bring 
down prices because of competition. 

What has happened? What have we 
heard from the Congressional Budget 
Office? What have we heard from those 
who only analyze this issue? In fact, 
the exact opposite is happening. More 
and more rate increases have occurred. 
We now have a group that was getting 
97 percent of the full rates, supposedly 
lowering costs, now on average getting 
113 percent, and the Congressional 
Budget Office told us if we cap the rate 
to these private businesses at 150 per-
cent of regular Medicare, we would 
still save money. 

Because of the strong feeling of the 
Republicans and the President indi-

cating he wants to protect them at all 
costs, in this particular bill we are not 
addressing the rates. There is no in-
ability for people to get a choice 
through private care. There is none of 
that. There is no rate reduction, even 
though, in my mind, we ought to be 
doing that. 

All that is done in this bill is a proc-
ess that does not even take effect until 
2011—not next year, not the year after, 
but the year after that—which is a 
process called deeming. I will not go 
into all of it now except to say it ad-
dresses how the private companies 
interact with those that are not part of 
their group or part of their network. 
That is all this addresses in Medicare 
Advantage. One would think the sky is 
falling based on what we have heard. 

The reality is, AARP—a pretty good 
barometer of what seniors are thinking 
in this country—and a wide variety of 
organizations have come together very 
strongly in support of the bill in front 
of us that only needs one vote. Why? 
Because that is the bill that will 
strengthen Medicare for the future. 

We need to act now. We are past time 
to act on this issue because, in fact, 
there are consequences already, even 
though the physician cut has not taken 
effect. 

I received a letter this week and I 
wish to read it. I received a letter re-
cently from a constituent named Kay 
about her father. Her father needs his 
physical therapy as part of his treat-
ment for Parkinson’s. I know what 
that is like. My grandmother died of 
Parkinson’s. It is a very tough disease. 
He lives at home confined to a wheel-
chair most of the time due to Parkin-
son’s. Despite rising gas prices, Kay 
and her sister drive her father three 
times a week—about 80 miles round 
trip—for his therapy. But last week, 
they were informed that Medicare 
would not pay for his therapy because 
the Medicare exemption process for 
physical therapy had expired. 

We only need one more vote. If we 
had one more vote, Kay would not be 
worried about whether her father with 
Parkinson’s can get the physical ther-
apy he needs. 

Kay wrote me: 
I will go down swinging to help my dad. 

Can you go back in and fight for us? We need 
these services extended. Please fight for us 
. . . go back onto the floor and reopen this. 

And vote again. 
Our leader, I am proud to say, under-

stands all of the stories, not only of 
Kay but of all the seniors across the 
country who are so desperately worried 
about what is going to happen with 
Medicare. Our leader has come to the 
floor and said we are going to vote 
‘‘yes’’ again. We are only one vote 
short, only one vote. 

The practical reality is, in my home 
State alone, it affects 1.4 million sen-
iors and people with disabilities and 
over 90,000 veterans who are TRICARE 
beneficiaries, people who have served 
in our military. Military health care, 
TRICARE, is tied to Medicare. So if the 

Medicare cuts take effect, our veterans 
also will be affected and there will be a 
cut. 

This is serious. We are past time, at 
this point, to be debating this issue. We 
need to vote, we need to pass it, and we 
need to send it to the President. 

There are so many positive provi-
sions in this bill for the future. It ad-
dresses assets for low-income seniors; 
preventive services; rural services 
which are so important to so many 
parts of Michigan; also the effort to 
move ahead and modernize the system 
with e-prescribing, so we can actually 
read the physician’s handwriting, so we 
can actually have an electronic system 
that speaks to the future; and also 
telehealth which in so many parts of 
our country—again, Michigan is a real 
example of focusing on telehealth and 
the way to expand services to rural 
communities; expanding mental health 
services. There are so many important 
pieces to this bill. 

Fundamentally, the difference be-
tween what was suggested by my Re-
publican friend from Mississippi and 
from what is in front of us is whether 
we are going to have any kind of ac-
countability at all for this effort that 
has begun to privatize Medicare. 

We know from the testimony we re-
ceived from the Congressional Budget 
Office that for 85 percent of the seniors 
in traditional Medicare, they actually 
pay more in premiums because of the 
overpayments on Medicare Advantage. 
Again, that is not even in this bill. 
That is not even in this bill. We still 
need to address that point. There is a 
small change that does not take effect 
until 2011, but because of that, col-
leagues on the other side of the aisle 
are willing to let this whole bill go 
down and a dramatic cut in physicians’ 
services take effect. They are willing 
to let us lose the help for rural Amer-
ica, the effort to modernize Medicare 
with electronic e-prescribing, with 
telehealth, to focus on seniors who 
need mental health services. They are 
willing to let the whole thing go down 
and, in fact, have proposed, as I said 
earlier, an alternative plan, that rather 
than touch the for-profit folks in the 
health care system right now that are, 
in my mind, too many times under-
mining what is happening in tradi-
tional Medicare—not always; there are 
some positive aspects, but too many 
times. Instead of that, they bring for-
ward an alternative that focuses on ox-
ygen services and specialty wheel-
chairs and other areas in which to re-
ceive their cuts. 

Mr. President, I ask unanimous con-
sent for 2 additional minutes, as my 
colleague from Mississippi did prior to 
me. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Ms. STABENOW. I thank the Chair. 
I feel so strongly about this, Mr. 

President. We spent a lot of time and 
effort and a lot of goodwill. A lot of 
people have worked together on both 
sides of the aisle, with good decisions 
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and good ideas that have come to-
gether on how to strengthen Medicare 
through this bill. It is obviously some-
thing that has wide bipartisan support 
because, again, we are talking about a 
huge overwhelming vote in the House 
of Representatives—355 people. Now we 
have the opportunity in front of us to-
morrow, with all of our physician com-
munity, health care providers, senior 
organizations, AARP, disability 
groups, those who serve the Parkin-
son’s patients and other patients who 
are suffering from particular diseases, 
consumer groups all across America 
coming together and saying this makes 
sense. 

We need to make sure Medicare is 
available for our seniors. These are 
Draconian cuts and we want to stop 
them and we are willing to do it in a 
very balanced way. I thank our chair-
man of the Finance Committee for his 
leadership on something that is reason-
able and balanced. We know him to be 
a reasonable person who does things in 
a balanced way. This doesn’t gut Medi-
care or Medicare Advantage. It doesn’t 
even touch the rates. It doesn’t touch 
the companies, other than to address 
one part of the way they deal with 
those who are out of State or out of 
service through the process called 
‘‘deeming,’’ that doesn’t take effect 
until 2011. 

Frankly, if that is the only part peo-
ple disagree with, these cuts are now. 
These physical therapy cuts started 
last week. I would urge my colleagues, 
step up and be the one vote. We have 
until 2011 to change that part of the 
bill they do not like. But the therapy 
cuts started last week, and the physi-
cian cuts are going to start in a couple 
of weeks. That is the sense of urgency 
we should feel if we are concerned 
about the seniors in this country— 
about Medicare beneficiaries. Now is 
the time. It is real simple. It is real 
simple. 

Tomorrow afternoon we will have the 
opportunity to vote yes on something 
overwhelmingly supported by the peo-
ple of this country, and I urge my col-
leagues to step up. We only need, Mr. 
President, one more vote. 

The PRESIDING OFFICER. The Sen-
ator from Texas. 

Mr. CORNYN. Mr. President, Medi-
care provides important health care 
benefits for our Nation’s seniors. Since 
1965, the Federal Government has 
promised that those over the age of 65 
years, or those afflicted with certain 
disabilities, will have access to health 
care. Unfortunately, Congress has had 
a checkered history of keeping that 
promise. 

The vote we had 2 weeks ago, to 
which the distinguished Senator from 
Michigan just alluded, and one we will 
apparently have tomorrow afternoon, 
should be an embarrassment to Con-
gress but not for the reasons that she 
and others have suggested. We should 
be looking to solve the looming prob-
lems with Medicare permanently, not 
just with temporary patches or fixes. 

We need a permanent solution. We 
should keep our promise to seniors 
that they can rely on Medicare and 
provide fair compensation for the phy-
sicians to make sure our seniors will 
actually have access to that coverage. 

I have repeatedly heard from seniors 
in Texas who depend on Medicare that 
they find it hard to even find a physi-
cian who will accept below-market 
Medicare reimbursement rates. Even if 
we pass an 18-month extension now, I 
am not optimistic Congress will seri-
ously consider permanent reform be-
fore the next round of scheduled cuts. 
And I shudder to think whether we can 
prevent the 20-percent cut that will 
occur 18 months from now. 

This, of course, should not be about 
partisan politics, which it has become, 
because this is about people’s lives. 
The Medicare Program, simply put, is 
in a nosedive headed for bankruptcy. 
As this chart demonstrates, without a 
long-term solution, the future is bleak 
indeed for Medicare providers. 

This chart depicts how the practice 
costs of physicians continue to go up 
year after year. Yet because of a law 
Congress passed in 1997, Medicare reim-
bursement rates continue to be pro-
jecting downward. You can see the gap 
here. No wonder many physicians are 
no longer able to accept Medicare pa-
tients. 

In Texas recently, a survey of physi-
cians indicated that only 58.1 percent 
of physicians currently accept new 
Medicare patients because reimburse-
ment rates are so low that they are 
below market and physicians cannot 
afford to accept those patients and 
those low Medicare reimbursement 
rates. 

Congress needs to step up with a per-
manent solution, not the kind of 
shameful temporary patches and fixes 
that require physicians and other 
health care providers to come hat in 
hand to Congress every 6 months or 12 
months or 18 months and that leave 
Medicare beneficiaries in doubt—our 
seniors—about whether, in fact, Con-
gress will do its duty. 

No one gets to conduct their business 
this way, other than the Congress. If 
you were in the private sector, a small 
or large business, you would be out of 
business or behind bars if you tried to 
operate your business the same way 
Congress has dealt with Medicare reim-
bursement rates. 

The Medicare trustees expect future 
costs to increase at a faster pace than 
both workers’ earnings and the econ-
omy overall. As a matter of fact, the 
Medicare Hospital Insurance Fund will 
be exhausted by 2019, and Part B pre-
miums will have to increase rapidly to 
match expected expenditure growth. 
The Medicare trustees have warned 
Congress more than once to act, cau-
tioning that the sooner the solutions 
are enacted, the more flexible and 
gradual they can be. 

Mr. President, Medicare is a ticking 
time bomb. Today, Congress should be 
all about debating and preserving 

Medicare. Instead, we have been pre-
sented a bill that turns a blind eye to 
this smoldering powder keg of long- 
term Medicare problems and the ter-
ribly flawed physician payment sys-
tem. Rather than real reform, the ma-
jority party—the Democratically con-
trolled Senate—has presented us with a 
bill that prolongs damaging and rigid 
price controls, sets up increased pre-
miums and increased taxes, abandons 
some private sector options, and keeps 
Medicare on the path toward more 
health care rationing. 

Why would anyone be proud of this? 
The distinguished Senator from Michi-
gan was saying that all they needed is 
one more vote to pass this partisan 
bill. Why would anyone be proud of this 
temporary fix, these price controls, 
along with submarket reimbursement 
rates, so that while we make the prom-
ise of Medicare coverage, the actuality 
of access is diminishing with each day? 

This partisan bill bypassed not only 
the minority in the Senate, it bypassed 
the Senate Finance Committee as well. 
Now we are told by the majority leader 
that he will refuse the opportunity to 
offer any amendments when the bill 
comes to the floor. The Democratic- 
controlled majority has not held one 
hearing or introduced one piece of leg-
islation in the last 6 months that be-
gins to address the long-term problems. 

Mr. President, I intend to offer a bill 
that will begin the process of reform 
and permanently eliminate the peri-
odic cuts that are almost never allowed 
to go into effect. I think seniors and 
physicians and the American people de-
serve explanations and answers, and ul-
timately solutions, rather than more 
posturing and just kicking the can 
down the road. 

It is worth taking a few minutes to 
recall how we got here in the first 
place. 

In 1997, Congress was struggling with 
rising costs under Medicare and passed 
the Balanced Budget Act, which estab-
lished something called the sustainable 
growth rate, or a formula which was 
intended to serve as a restraint on 
Medicare spending. Thus, the Federal 
Government instituted arbitrary price 
controls in an effort to reduce Medi-
care spending. What was the result? 
Well, the SGR—the sustainable growth 
rate—formula and arbitrary price con-
trols have reduced access to quality 
care for beneficiaries. 

While the first 2 years after imple-
mentation the SGR resulted in positive 
updates for physician payments, de-
creases in payments have been required 
every year since 2002. But what has 
been the experience of Congress? This 
chart indicates that except for the first 
year, in 2002, Congress has acted to re-
verse the cuts that have come with a 
temporary patch, and temporary fix 
after temporary fix. In fact, I think one 
could be forgiven for wondering wheth-
er Congress ever intended these cuts to 
take effect in the first place. 

Thank goodness we haven’t because 
continuing to cut into the muscle and 
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then into the bone of the Medicare sys-
tem means that the promise of Medi-
care coverage is a hollow one indeed for 
patients, for seniors, who are increas-
ingly having a very difficult time find-
ing physicians who can accept Medi-
care rates because they are so low. 

As you can see from this chart, not 
only has Congress, except for 2002, not 
allowed these cuts to go into effect 
based on temporary patches, it has ac-
tually provided a very modest update 
in most years, except for 2007, when it 
just got back to zero. But the fact is, 
Congress never really intended or was 
never prepared to allow these cuts to 
go into effect. Most of the time, if you 
look for how Congress has attempted 
to ‘‘pay for’’ or find revenue to offset 
this reversal of these cuts, all it 
amounts to is budgetary gimmicks and 
games. 

As the American Medical Association 
has noted, ‘‘every temporary interven-
tion has increased the cost of a perma-
nent solution.’’ Thus, seniors and phy-
sicians find themselves coming back to 
Congress every 6 months or every 18 
months hat in hand seeking to prevent 
these cuts with the kind of histrionics 
that we see on the Senate floor today 
and that we saw by the majority leader 
just 2 weeks ago after the failed cloture 
vote—not a serious discussion of public 
policy but, rather, a political action 
designed to gain partisan advantage. 

At this point, to repeal the SGR for-
mula created by Congress will cost an 
estimated $250 billion or more. That is 
a big number, and a major reason Con-
gress has been unable to pass, or more 
likely unwilling to even debate, a long- 
term solution. While many of my col-
leagues have spoken at great length 
about their grandiose plans to reform 
the entirety of America’s health care 
system, they seem to whistle past the 
Medicare graveyard. 

We can and we must do better. What 
good is Medicare if there is no access to 
coverage? Even with reversing the Dra-
conian cuts in reimbursement, as I 
said, many doctors refuse to even see 
patients with Medicare because the 
payments are so low. Yet Congress is 
seen patting itself on the back saying: 
Didn’t we do a good job? Only to have 
more and more seniors unable to find 
doctors willing to accept Medicare pay-
ments. 

Physician reimbursement cuts have 
been looming over the heads of seniors 
and physicians for years. Yet Congress 
repeatedly puts off until tomorrow 
what desperately needs to be done 
today. 

What does the bill before use to pay 
for reversing these cuts for 18 months? 
Well, it undermines the one private 
sector alternative to traditional Medi-
care—Medicare Advantage—currently 
subscribed to by about 450,000 Texas 
seniors, leading to less choices, fewer 
services, and, yes, more government 
control. 

We have a choice. Do we pass the hot 
potato once again, praying that we are 
not the ones who get burned, or do we 

stand up, do the responsible thing, and 
actually take decisive action by re-
forming the broken SGR formula for 
Medicare reimbursement? 

While some in Congress seem deter-
mined to have the Government control 
all health care decisions, competition 
in the private sector holds real promise 
for the future of health care, and we do 
not have to look very far to find the 
proof. All we have to do is look at 
Medicare Part D, the prescription drug 
program that we passed a few short 
years ago. 

The Congressional Budget Office re-
cently released a report showing how 
effective Part D has been in lowering 
drug prices for seniors. This year, Part 
D expenses will be almost half that of 
the original projections 2 years ago. 
Competition by private companies that 
provide benefits for seniors under 
Medicare Part D has actually created 
about $40 billion in savings this year. 
What’s more, Part D will be returning 
roughly $4 billion this year in unused 
funds due to cheaper than expected 
drug purchases. 

Still, with the resounding success of 
Medicare Part D and the competition 
we should look to as a model, not one 
to be discarded or gutted or cannibal-
ized in an effort to pay for this tem-
porary patch, many of my colleagues 
want to give up on the private sector 
alternatives to traditional Medicare. 
Competition created by programs such 
as Medicare Advantage has the poten-
tial to save more money in the long 
run and to provide more choices and 
better quality services to Medicare 
beneficiaries. 

I would be the first one to say that 
Medicare Advantage is far from per-
fect. As a matter of fact, I have heard 
from many of my constituent physi-
cians who have complaints about the 
way Medicare Advantage is run. But it 
would be a terrible mistake to gut it. 
We ought to fix it, not gut it. 

Rather than abandoning the prin-
ciples of the benefits of competition in 
health care, we should work to make it 
better. With the results of Medicare 
Part D as an example, we should work 
to increase the role of nongovernment 
entities in lowering costs and increas-
ing access and affordability of health 
care. 

These are only a few of the reasons 
why, over 3 months ago, in anticipa-
tion of the looming physician payment 
cuts set for July 1, I introduced legisla-
tion that solves this problem perma-
nently. This legislation I called Ensur-
ing the Future Physician Workforce 
Act of 2008. It provides positive reim-
bursement updates for providers, it 
eliminates the ineffectual expenditure 
cap, and increases incentives for physi-
cian data reporting. At the same time, 
this bill facilitates adoption of health 
information technology by addressing 
costs and legislative barriers; it edu-
cates and empowers physicians and 
beneficiaries of Medicare spending and 
benefits usage, and studies ways to re-
align the way that Medicare pays for 
health care. 

My bill does not mandate whether 
physician payments should be based on 
utilization, performance, care coordi-
nation or any other methodology, but 
it does start to lay down a new path to-
ward reform, innovation, and restora-
tion of the eroded physician-patient re-
lationship. It does say the providers 
and beneficiaries should not be the 
ones to be punished by Congress’s fail-
ure to act. We have to decide now. 

Mr. President, I ask unanimous con-
sent for 3 additional minutes to speak. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. CORNYN. Mr. President, we have 
to decide now whether Medicare is 
worth protecting or whether political 
gamesmanship and partisan politics 
are going to take over. While it is cost-
ly to fix Medicare and the SGR, stall-
ing will be far more expensive. So 
while some of my colleagues on the 
other side of the aisle may be content 
with another shortsighted, short-term 
fix, I suggest we debate and pass a bi-
partisan solution that will keep the 
promise of Medicare for seniors but 
also make sure there will be access to 
that coverage by providing fair com-
pensation for physicians. Why should 
we, and why should they, settle for 
less? 

I yield the remainder of my time. 
The PRESIDING OFFICER. The Sen-

ator from Michigan. 
Mr. LEVIN. Mr. President, title II of 

the bill before us, which amends the 
Foreign Surveillance Intelligence Act, 
would authorize retroactive immunity 
for telecommunications companies 
that collected intelligence information 
inside the United States in defiance of 
the clear requirements of the Foreign 
Surveillance Intelligence Act as it was 
then on the books. 

The argument has been made that we 
must provide such immunity because 
these telecommunications companies 
responded to requests from the Govern-
ment in a time of great uncertainty, 
after the events of September 11, 2001. 
I have some sympathy for their situa-
tion, but I also have sympathy for in-
nocent Americans who may have had 
their privacy rights violated as a result 
of illegal actions taken by tele-
communications companies at the be-
hest of an administration that has all 
too frequently tried to place itself 
above the law. 

The bill before us makes no effort to 
reconcile these competing interests. 
Instead, it requires the dismissal of all 
civil suits against telecommunications 
companies that may have illegally dis-
closed confidential communications of 
their customers at the behest of U.S. 
Government officials. Dismissal would 
also be required even if the disclosure 
violated the constitutional rights of in-
nocent U.S. citizens whose confidential 
communications were illegally dis-
closed. 

The so-called judicial review author-
ized in this bill is totally unsatisfac-
tory. Under title II of the bill, the 
FISA Court would be permitted to re-
view these cases only to determine 
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whether the Attorney General or the 
head of an element of the intelligence 
community told telecommunications 
companies that the Government re-
quest had been authorized by the Presi-
dent and ‘‘determined to be lawful,’’— 
presumably determined by anybody— 
even if nobody could reasonably have 
believed that the request actually was 
lawful. A judicial review that is lim-
ited to determining whether the ad-
ministration claimed that its actions 
were legal is a sham review that pro-
vides no justice at all. Of course the ad-
ministration claimed its actions were 
legal. Indeed, the Intelligence Com-
mittee report on this bill specifically 
states that the administration’s letters 
requesting assistance from tele-
communications companies made the 
claims that they were legal. 

I do not believe this congressional 
grant of retroactive immunity is fair. I 
do not believe it is wise. And I do not 
believe it is necessary. 

Retroactive immunity is not fair be-
cause it leaves innocent American citi-
zens who may have been harmed by the 
unlawful or unconstitutional conduct 
of telecommunications companies at 
the behest of the administration with-
out any legal remedy. It is hard to un-
derstand how the Attorney General can 
claim, as he does in a letter dated July 
7, 2008, that this is a ‘‘fair and just re-
sult.’’ 

Those who have been harmed are not 
likely to have any recourse against the 
Government officials who asked tele-
communications companies to disclose 
the private information of their cus-
tomers because the Government offi-
cials enjoy qualified immunity for ac-
tions taken in their official capacity. 
These officials do not even have the 
burden of demonstrating that their ac-
tions were legal and constitutional to 
be immune from suit. 

Nor is retroactive immunity wise, be-
cause it sets a dangerous precedent of 
retroactively eliminating rights of U.S. 
citizens and precludes any judicial re-
view of their claim. If we act here to 
immunize private parties who cooper-
ated with executive branch officials in 
a program that appears to have been il-
legal on its face, our laws and their 
prohibitions will be less of a deterrent 
to illegal activities in the future. This 
would be a terrible precedent if a fu-
ture administration is as inclined as 
the current one to place itself above 
the law. 

Finally, retroactive immunity is not 
necessary for the intelligence commu-
nity to collect intelligence against ter-
rorists using newly available tech-
nology. They have the right to use 
newly available technology—‘‘they’’ 
being the intelligence community— 
under title I of this bill. Title I pro-
vides that the Attorney General and 
the Director of National Intelligence 
direct telecommunications companies 
to assist in collection programs, and 
these directives are enforceable by 
court order as has been the case since 
the Protect America Act was adopted 
last August. 

We are collecting needed intelligence 
information today pursuant to that 
act, without any retroactive immunity 
for telecommunications companies, 
and there is no reason why we cannot 
continue to do so in the future under 
title I of the bill without the retro-
active immunity provided in title II. 

The administration argues that if we 
do not provide retroactive immunity to 
telecommunications providers, ‘‘com-
panies in the future may be less willing 
to assist the Government.’’ 

But let’s be clear what we are talking 
about here. Telecommunications com-
panies have prospective immunity if 
they assist the Government in a man-
ner that is authorized by this bill. 
Moreover, they can be compelled to do 
so under the bill, as has also been the 
case since the enactment of the Pro-
tect America Act. What companies 
might be less willing to do is to assist 
the Government in intelligence gath-
ering efforts that are illegal. And what 
is wrong with that? Do we want to en-
courage companies to assist a future 
administration in unlawful intel-
ligence-gathering efforts? 

Nor is retroactive immunity nec-
essary to protect telecommunications 
companies that acted in good-faith re-
liance on representations from admin-
istration officials. There are other 
ways in which we can recognize their 
equity without insulating misconduct 
from judicial review and without deny-
ing any relief to innocent U.S. citizens 
who may have been harmed. 

For example, we can safeguard these 
interests by substituting the United 
States as the defendant in cases 
against telecommunications compa-
nies, or by requiring that the United 
States indemnify telecommunications 
companies for any damages in such 
cases. In either case, we could cap dam-
ages to make sure that the taxpayers 
are not required to pay an unreason-
able burden as a result of unlawful de-
cisions by the administration. We 
could also provide a measure of protec-
tion to American citizens whose rights 
have been violated by limiting the im-
munity provided to those cases where 
the telecommunications companies 
demonstrate that they had a reason-
able basis for a good-faith belief that 
the assistance they were providing was 
lawful, a requirement that is notably 
absent from the bill before us. 

The Bingaman amendment is a very 
modest proposal which does not decide 
the retroactive immunity question or 
remove the retroactive immunity pro-
vision from the bill. It leaves the retro-
active immunity provision in the bill 
but postpones the effective date of that 
immunity until 90 days after Congress 
receives the comprehensive inspector 
general report required by the bill. 

This amendment, the Bingaman 
amendment, does not have any effect 
at all on title I of the bill, which allows 
the intelligence community to collect 
information using newly available 
technology. The Bingaman amendment 
allows title I to go into law without 

change and without delay. The inspec-
tor general report may give us impor-
tant information that helps us under-
stand the extent to which the adminis-
tration’s actions were illegal or uncon-
stitutional, and the extent to which in-
nocent U.S. citizens may have been 
damaged by these actions. The delayed 
effective date in the Bingaman amend-
ment would give us the opportunity to 
consider this information, not just as-
surances of administration officials, 
before retroactive immunity goes into 
effect and cases are dismissed. That in-
formation required to be provided to us 
by the inspector general is surely rel-
evant to this issue. 

If we adopt the Bingaman amend-
ment, we will have highly relevant in-
formation about the extent to which il-
legal or unconstitutional actions were 
taken against innocent American citi-
zens and the extent to which those citi-
zens were harmed by those actions. The 
Bingaman amendment gives us the op-
portunity to take this additional infor-
mation into account before retroactive 
immunity takes effect, while at the 
same time preventing any harm to 
telecommunications companies by 
staying any litigation against them 
until the information becomes avail-
able. 

We can pass this bill and we can en-
sure that the intelligence community 
continues to have the authority to col-
lect information on suspected terror-
ists without surrendering the rights of 
Americans whose privacy may have 
been violated. 

I support the Bingaman amendment 
as a way to introduce a bit of balance 
into the process of protecting the pri-
vacy of innocent Americans while rec-
ognizing some equity in the position of 
the telecommunications companies. 

I yield the floor and yield back my 
time. 

The PRESIDING OFFICER. The Sen-
ator from Georgia is recognized. 

Mr. CHAMBLISS. Mr. President, I 
rise today to discuss H.R. 6304, the 
FISA Amendments Act. I am dis-
appointed that after so many months 
of negotiations, after the Senate passed 
similar legislation in February, and 
after the House passed this bill by 293– 
129, the Senate is stalling enactment of 
necessary changes to FISA by debating 
amendments which would gut this bill 
of a valuable provision liability relief 
for our telecommunications carriers. 

The three amendments we debate 
today would singularly undermine 
months of hard work by the Senate In-
telligence Committee and the House to 
reach an agreement on this bill. In par-
ticular, Senators DODD and FEINGOLD 
have offered an amendment striking 
title II of the bill which provides liabil-
ity relief to those telecommunication 
carriers who currently face lawsuits for 
their alleged assistance to the Govern-
ment after September 11. Senator 
SPECTER has offered an amendment 
that would require the courts to deter-
mine the constitutional merits of the 
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President’s terrorist surveillance pro-
gram, TSP in cases against private par-
ties. And, Senator BINGAMAN has of-
fered an amendment which would need-
lessly delay liability relief for a review 
of the President’s TSP to be completed, 
which Members of this body have al-
ready done. I do not support any of 
these amendments. 

Over 40 lawsuits have been filed 
against our communications providers 
alleging statutory and constitutional 
violations, seeking billions of dollars 
in damages. These suits are not in-
tended to bring justice to any indi-
vidual; rather, they are a fishing expe-
dition. The lawyers who brought these 
cases hope to use our court system to 
discover some claim or discover some 
standing for their clients; yet none of 
the plaintiffs in any of these lawsuits 
have any evidence to illustrate that 
they were subjects of the President’s 
TSP or that they suffered any harm. As 
a result, I wonder how a court could 
uphold that any of these individuals 
even have a claim to raise. The Presi-
dent has stated repeatedly that in the 
wake of 9/11, the TSP intercepted com-
munications of suspected terrorists, in-
cluding those communicating with in-
dividuals inside the U.S. or whose com-
munications pass through the U.S. To 
date, this program has been reviewed 
by numerous Inspectors General, the 
Department of Justice, our intelligence 
community and Congress. Do we need 
to add the courts to the list? The For-
eign Intelligence Surveillance Court is 
already on that list. 

As a member of the Select Com-
mittee on Intelligence, I had access to 
the classified documents, intelligence, 
and legal memorandum, and heard tes-
timony, related to the President’s TSP 
program. After careful review, as stat-
ed in the committee report accom-
panying the Senate’s FISA legislation, 
the committee determined ‘‘that elec-
tronic communication service pro-
viders acted on a good faith belief that 
the President’s program, and their as-
sistance, was lawful.’’ The committee 
reviewed correspondence sent to the 
electronic communication service pro-
viders stating that the activities re-
quested were authorized by the Presi-
dent and determined by the Attorney 
General to be lawful. The committee 
concluded that granting civil liability 
relief to the telecommunications pro-
viders was not only warranted, but re-
quired to maintain the regular assist-
ance our intelligence and law enforce-
ment professionals seek from them and 
others in the private sector. It was 
clear in discussions within the com-
mittee that most of us were concerned 
about the harm the Government could 
face if it cannot rely on the private 
sector. Without this provision, the 
harm faced by the Government will be-
come a reality. 

I cannot understate the importance 
of this assistance, not only for intel-
ligence purposes but for law enforce-
ment too. The Director of National In-
telligence and the Attorney General 

stated, ‘‘Extending liability protection 
to such companies is imperative; fail-
ure to do so could limit future coopera-
tion by such companies and put critical 
intelligence operations at risk. More-
over, litigation against companies be-
lieved to have assisted the Government 
risks the disclosure of highly classified 
information regarding extremely sen-
sitive intelligence sources and meth-
ods.’’ There is too much at stake for us 
to deny those who assist the Govern-
ment the liability relief they need, and 
deserve, or to delay its implementa-
tion. 

Senator SPECTER’S amendment asks 
the courts to review and determine the 
constitutionality of the President’s 
TSP before dismissing any lawsuit 
against the telecommunication car-
riers. This amendment not only se-
verely undermines the findings of this 
body, but also calls into question the 
activities of the other political branch 
in our Government, the executive. The 
courts would be granted access to high-
ly sensitive, executive branch intel-
ligence activities, which they are not 
experienced in, and be required to 
make a legal determination on the con-
stitutional authorities of the Presi-
dent. The courts usually avoid these 
types of decisions, and rightfully so. 
Moreover, the courts should not issue 
mere advisory opinions, yet this 
amendment requires the court to deter-
mine the constitutionality of a Presi-
dential program when the government 
is not a party to these actions. Even 
with the passage of this bill the gov-
ernment or a Government official can 
still be sued for a TSP violation. If a 
plaintiff brought an action against the 
Government, the courts could then de-
termine the constitutionality of the 
program; however, Congress should not 
hold America’s private companies hos-
tage until the courts review what Con-
gress and others already have found. 
Further, regardless of the Govern-
ment’s program, our companies should 
not be held liable for assistance that 
they were assured was lawful. Let the 
Government carry the burden for its 
own actions. 

Similarly, Senator BINGAMAN’S 
amendment would stay all of the law-
suits brought against the communica-
tions carriers until the inspectors gen-
eral conducted a review of the TSP. 
Various inspectors general have re-
viewed already the President’s pro-
gram. The review called for by the 
FISA Amendments Act is nothing new. 
I see no reason to delay liability relief 
like this. The scope of the IGs’ review 
included by this legislation is not in-
tended to be a legal determination of 
the TSP. Instead, the FISA Amend-
ments Act calls for the IGs to review 
each respective agency’s access to the 
legal reviews of the program and 
grants the IGs access to communica-
tions with the private sector related to 
the program. Any review conducted 
pursuant to this legislation will have 
no impact on the lawsuits brought 
against private corporations. The only 

thing this amendment does is hold the 
cases up in court for over a year while 
the reviews are completed. This is 
purely political and Congress should 
not play games with our national secu-
rity, or even when U.S. companies and 
their customers’ money are involved. 

Finally, Senators DODD and FEINGOLD 
offer the same amendment that they 
did in February, to completely strike 
Title II of the bill which provides this 
liability relief. This same amendment 
failed to pass the Senate in February 
by 31–67. As I have stated, I support 
Title II, and believe the Senate has al-
ready shown its lack of support for this 
amendment. 

Mr. President, I oppose all three 
amendments offered to the FISA 
Amendments Act and urge my col-
leagues to do the same. It is time for 
the Senate to stop delaying enactment 
of a FISA bill and to reject these 
amendments which would gut the bill 
of much needed relief for our tele-
communications providers. 

The PRESIDING OFFICER. The ma-
jority leader. 

Mr. REID. Mr. President, I will use 
leader time for my presentation. 

The PRESIDING OFFICER. The lead-
er is recognized. 

Mr. REID. Mr. President, the Senate 
will soon vote on the FISA bill, which 
represents a final result of negotiations 
among the White House and Democrats 
and Republicans in Congress. 

I opposed the version originally 
passed by the Senate. Although im-
provements have been made in the 
version now before this body, the legis-
lation continues to contain provisions 
that will lead to immunity to the tele-
communications companies that co-
operated with the Bush administra-
tion’s warrantless wiretapping pro-
gram. For that reason, I have no choice 
but to vote no. 

Having said that, I am pleased that 
President Bush and the congressional 
Republicans finally agreed to negotiate 
a better bill. For months, the President 
insisted it was his way or the highway. 
The White House refused to come to 
the negotiating table, repeatedly de-
manding that the House simply pass 
the Senate’s bill. I commend our 
Democratic colleagues in the House for 
standing up to insist on more protec-
tions for the privacy of innocent Amer-
icans. 

This debate has shown once again 
that protecting the American people is 
not a Democratic or Republican issue. 
Democrats want to provide our intel-
ligence professionals all the tools they 
need to fight terrorism. We must also 
protect the privacy of law-abiding 
Americans and protect against abuses 
of our Constitution. 

We all know that in the darkest cor-
ners of the Earth lie evil people who 
seek to harm our country and our peo-
ple. We all agree on the need to mon-
itor the communications of terrorists 
in order to protect the American peo-
ple. But despite what the President in-
sists, America is strengthened by our 
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reverence for our law and our Constitu-
tion. 

I am grateful for the efforts of con-
gressional leaders who have worked 
tirelessly, and at times it may have 
seemed endlessly, to craft this com-
promise bill. Senators FEINGOLD and 
DODD deserve special recognition for 
reminding us that our Constitution 
must always come first. I have to com-
pliment Senator ROCKEFELLER—a very 
difficult assignment he has, being the 
chairman of this most important com-
mittee, but he does it with great dig-
nity. 

This version of this legislation is bet-
ter than the bill the Senate passed in 
February and better than the flawed 
Protect America Act signed by the 
President last summer. 

This legislation now includes Senator 
FEINSTEIN’s amendment to reaffirm 
FISA as the exclusive means by which 
the executive branch may collect sur-
veillance. This provision is Congress’s 
direct response to the strained argu-
ment of President Bush’s lawyers that 
Congress meant to repeal the very 
clear and specific requirements of 
FISA when Congress passed the author-
ization for the use of military force in 
Afghanistan. Congress flatly rejects 
that argument as having no basis in 
fact or in law. 

This bill includes Senator LEAHY’s 
important amendment requiring a 
comprehensive IG review of the Presi-
dent’s program as well as greater judi-
cial supervision. 

This bill requires the U.S. Attorney 
General to develop guidelines to ensure 
compliance with the fourth amend-
ment and prevent reverse targeting; 
that is, targeting someone abroad when 
the real purpose is to acquire the com-
munications of a person here in the 
United States. 

This bill provides for increased con-
gressional oversight, requiring exten-
sive reporting to the Judiciary Com-
mittee and Intelligence Committees 
about the implementation of the new 
provisions and their impact on U.S. 
persons. 

This bill rejects changes to the defi-
nition of electronic surveillance, a 
change sought by the administration 
that could have had unforeseen and far- 
reaching consequences for FISA’s pro-
tections for the privacy of law-abiding 
Americans. 

This bill ensures that the law expires 
in 4 years, requiring the next President 
and Congress to evaluate its effective-
ness. 

Let me in passing say that Senator 
LEAHY, the chairman of the Judiciary 
Committee, worked hard on this. As 
you know, there was a joint referral. 
Again, Senator LEAHY worked, as he 
does on all pieces of legislation, tire-
lessly and for the good of this country. 

These changes I have mentioned add 
checks on the expansive executive pow-
ers contained in the original bill. But, 
as I said, despite these improvements, 
this legislation certainly needs more 
work. That is why I oppose it and why 

I am committed to working with the 
new President to improve it. 

Congress should not wait until the 
2012 expiration to improve this legisla-
tion. I will work to ensure that Con-
gress revisits FISA well before 2012, in-
formed by the oversight that will be 
conducted in the coming months by the 
Judiciary Committee and the Intel-
ligence Committees and by the reports 
of the inspectors general. Next year, 
for example, Congress will be required 
to revisit a number of provisions of the 
PATRIOT Act. That may provide a 
suitable occasion to review the related 
issues in this FISA legislation. 

While the bill before us does include 
some improvements to title I’s intel-
ligence collection procedures, I oppose 
totally title II. I think it is just way 
out of line. 

Title II establishes a process where 
the likely outcome is immunity to the 
telecommunications carriers that par-
ticipated in the President’s illegal 
warrantless wiretapping program. That 
is what it was. The bill does not pro-
vide any protection for the Govern-
ment officials who designed and au-
thorized the program. That is good. It 
also, of course, does not preclude a 
challenge to the constitutionality of 
the legislation in Federal district 
court. 

Nobody should read title II of this 
bill as a judgment on the legality of 
the President’s warrantless wire-
tapping program because it is not. No-
body should expect that a grant of im-
munity is anything other than a one- 
time action. This was made clear in the 
Senate Intelligence Committee report 
that accompanied an earlier version of 
this legislation. Service providers 
should clearly understand that no 
grant of immunity will be forthcoming 
if they cooperate with future Govern-
ment requests that do not comply with 
the procedures outlined in this legisla-
tion. 

The current lawsuits against the 
telecom companies seek account-
ability. 

These lawsuits could have been a ve-
hicle to achieve a public accounting of 
the President’s illegal warrantless 
wiretapping program. That is why it is 
important that the Democratic nego-
tiators forced the President to submit 
his program to a comprehensive inspec-
tors general review. That review should 
finally provide a full airing of this en-
tire sorry episode. The bill requires the 
inspectors general of the relevant agen-
cies to complete a comprehensive re-
view of the President’s surveillance 
program within a year. By the time 
that report is issued, President Bush 
will have left office. Although his term 
will have come to an end, the work of 
uncovering this administration’s 
abuses of power is just beginning. Fu-
ture Presidents, future Congresses, and 
the American people will learn from 
President Bush’s abuses of power in a 
positive fashion. 

The debate on this FISA legislation 
may be nearing an end, but the history 

books are yet to be written. Through-
out this fight, a small number of lonely 
voices insisted that there is no con-
tradiction between liberty and secu-
rity. As new facts have become known, 
their numbers have swelled, and the 
voices have grown louder. I am con-
fident that when it is all known, the 
condemnation of President Bush’s bla-
tant disregard for the Constitution will 
be deafening. I hope that because those 
voices refused to be silenced, the next 
President and all future Presidents will 
not waiver from a path that protects 
the American people without compro-
mising our core American values based 
upon our Constitution. 

The PRESIDING OFFICER. The Sen-
ator from Connecticut. 

AMENDMENT NO. 5064 
(Purpose: To strike title II) 

Mr. DODD. Mr. President, before the 
Majority Leader leaves the floor, I 
thank him personally but also collec-
tively for his leadership on this issue. 
This is an act of courage on his behalf, 
given the arguments made by the other 
side, and his leadership on this created 
the possibility for us to offer this 
amendment to strike title II. I share 
his thoughts. He expressed them very 
well. I wish to identify myself with 
them. This is not at all about ques-
tioning the need for security. We all 
understand that. This is a simple ques-
tion. Should the telecom industry be 
granted immunity, without us being 
able to determine whether their ac-
tions are legal? It may come out that 
the courts determine they were legal. 
If so, we move forward. All we are ask-
ing is that the opportunity be given to 
determine the legality of their actions. 

The majority leader has made it 
clear why it is important. This is about 
the Constitution and the rule of law. It 
seems to me a very simple request and, 
as such, I ask unanimous consent to 
lay the pending amendment aside and 
call up amendment No. 5064. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The clerk will report. 
The assistant legislative clerk read 

as follows: 
The Senator from Connecticut [Mr. DODD], 

for himself, Mr. FEINGOLD, Mr. LEAHY, Mr. 
REID, Mr. HARKIN, Mrs. BOXER, Mr. SANDERS, 
Mr. WYDEN, Mr. KENNEDY, and Mr. DURBIN, 
proposes an amendment numbered 5064. 

Strike title II. 

Mr. DODD. Mr. President, it is very 
simple. Strike that section of the bill 
that grants immunity to a number of 
telecommunications companies that, 
for a period of roughly 5 or 6 years, lit-
erally vacuumed up phone conversa-
tions, faxes, e-mails, photographs, on a 
wholesale basis, of virtually every 
American citizen. The only reason it 
has come to a halt is because there was 
a whistleblower who identified the pro-
gram. Otherwise the program would be 
ongoing. Again, none of us argue, at 
least I don’t argue at all, about the im-
portance of having the ability to get 
the cooperation of an industry that 
could help us identify those who would 
do us harm. That is not the debate. 
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The debate is whether there is an ap-

propriate means by which those war-
rants are sought before these telecom 
companies would begin to turn over the 
private conversations, e-mails, and 
communications of American citizens. 
That is what this debate is about. It is 
a simple debate on whether we keep 
this section of the bill or strike it out 
and allow the judicial branch, a co-
equal branch of Government, to deter-
mine whether the acts by the executive 
branch were constitutional and if they 
were they legal. 

If this amendment is not adopted, it 
will be a vote by the legislative body 
that determines whether they were 
legal. We are not competent or the ap-
propriate constitutionally delegated 
body to perform that function. That is 
why we have three coequal branches of 
Government. The executive branch 
made this decision. We in the legisla-
tive branch have an obligation to insist 
that the judicial branch determine the 
legality of the actions taken. 

I wish to thank as well my colleague, 
Senator FEINGOLD of Wisconsin, my 
lead cosponsor, but also to mention, if 
I may, Senator LEAHY, who has been a 
stalwart on this effort and always a 
great crusader against those who would 
do harm to the rule of law. I also want 
to thank Senator REID, the Majority 
Leader, and Senators HARKIN, BOXER, 
SANDERS, WYDEN, KENNEDY, DURBIN, 
KERRY, and CLINTON for their support 
for this amendment. I also thank, if I 
may, JAY ROCKEFELLER, who chairs 
this committee. While I am highly crit-
ical of title II of the bill, I have great 
respect for him and the work he has 
tried to do in leading the Intelligence 
Committee on this difficult issue. 
While I still have major reservations 
about title I of this bill, the fact that 
title II still exists in this bill makes it 
impossible to be supportive of this leg-
islation, if that is retained in the bill 
that we vote on tomorrow. 

For many Americans, the issue may 
seem a very difficult one to follow. It 
may seem like another squabble over a 
corporate lawsuit. But in reality, it is 
so much more than that. This is about 
choosing between the rule of law and 
the rule of men. You heard our col-
league, Senator LEVIN, and the Major-
ity Leader eloquently describe the situ-
ation as it presently exists. 

For more than 7 years, President 
Bush has demonstrated time and time 
again, unfortunately, that he neither 
respects the role of Congress nor does 
he apparently respect the rule of law 
on these matters. Today, we are con-
sidering legislation which will grant 
retroactive immunity to the tele-
communications companies that are 
alleged to have handed over to this ad-
ministration the personal information 
of virtually every American, every 
phone call, every e-mail, every fax, and 
every text message, and all without 
warrant. 

Some may argue that, in fact, the 
companies received documentation 
from the administration stating that 

the President authorized the wire-
tapping program and that, therefore, it 
is automatically legal. These advocates 
will argue that the mere existence of 
documentation justifies retroactive 
immunity; that because a document 
was received, companies should be 
retroactively exonerated from any 
wrongdoing. But as the Intelligence 
Committee has already made clear, we 
already know that the companies re-
ceived some form of documentation 
with some sort of legal determination. 

But that logic is deeply flawed. Be-
cause the question is not whether the 
companies received a document from 
the White House. The question is, were 
those actions legal? 

It is a rather straightforward and 
surprisingly uncomplicated question. 
Did the companies break the law? Why 
did the administration not go to the 
FISA Court as they were required to do 
under the Foreign Intelligence Surveil-
lance Act? 

Since 1978, that court has handled 
18,748 warrants, and they have rejected 
5 since 1978, in almost 30 years, accord-
ing to a recent published report in the 
Washington Post. So the issue raised 
for me is, why didn’t these companies 
go before that court to determine 
whether a warrant was justified? Why 
did they decide merely to rely on some 
letter or some documentation, none of 
which has ever been established as a 
legal justification for their actions? 

Either the companies complied with 
the law as it was at the time or they 
didn’t. Either the companies and the 
President acted outside the rule of law 
or they followed it. Either the under-
lying program was legal or it was not. 
If we pass retroactive immunity, not a 
single one of these questions will ever 
be answered—ever. Because of this so- 
called compromise, Federal judges’ 
hands will be tied and the outcome of 
these cases will be predetermined. Ret-
roactive immunity will be granted. 

So this is about finding out what ex-
actly happened between these compa-
nies and the administration. It is about 
holding this administration to account 
for violating the rule of law and our 
Constitution. It is about reminding 
this administration that where law 
ends, tyranny begins. Those aren’t my 
words, where the law ends, tyranny be-
gins. Those words were spoken by the 
former British Prime Minister, Mar-
garet Thatcher. 

It is time we say no more, no more 
trampling on our Constitution, no 
more excusing those who violate the 
rule of law. These are our principles. 
They have been around since the 
Magna Carta, even predating the Con-
stitution. They are enduring. What 
they are not is temporary. And what 
we should not do at a time when our 
country is at risk is abandon them. 
That is what is at stake this evening 
and tomorrow when the vote occurs. 

Allowing retroactive immunity to go 
forward is, by its very nature, an aban-
donment of those principles. Similar to 
generations of American leaders before 

us, we too are confronted with a 
choice. Does America stand for all that 
is right with our world or do we retreat 
in fear? Do we stand for justice that se-
cures America or do we act out of 
vengeance that weakens us? 

Whatever our political party, Repub-
lican or Democratic, we are all elected 
to ensure that this Nation adheres to 
the rule of law. That is our most funda-
mental obligation as Members of this 
great body, to uphold the rule of law— 
not as partisans but as patriots serving 
our Nation. The rule of law is not the 
province of any one political party or 
any particular Member of the Senate 
but is, rather, the province of every 
American who has been safer because 
of it. 

President Bush is right about one 
thing. The debate is about security. 
But not in the way he imagines. He be-
lieves we have to give up certain rights 
in order to be safer. This false dichot-
omy, this false choice that to be more 
secure, you must give up rights is a 
fundamentally flawed idea. In fact, the 
opposite is true. To be more secure, 
you must defend your rights. 

I believe the choice between moral 
authority and security is a false 
choice. I believe it is precisely when 
you stand up and protect your rights 
that you become stronger, not weaker. 
The damage done to our country on 9/ 
11 was both tragic and stunning, but 
when you start diminishing the rights 
of your people, you compound that 
tragedy. You cannot protect America 
in the long run if you fail to protect 
the Constitution of the United States. 
It is that simple. 

As Dwight Eisenhower, who served 
our country as both President and as 
the leader of our Allied forces in Eu-
rope during World War II, said: 

The clearest way to show what the rule of 
law means to us in everyday life is to recall 
what has happened when there is no rule of 
law. 

That is why I believe history will 
judge this administration harshly for 
their disregard for our most cherished 
principles. If we do not change course 
and stand for our Constitution at this 
hour, for what is best for our country, 
for what we know is just and right, 
then history, I am confident, will most 
certainly decide that it was those of us 
in this body who bear equal responsi-
bility for the President’s decisions—for 
it was we who looked the other way, 
time and time again. 

This is the moment. At long last, let 
us rise to it. Support the amendment I 
am offering on behalf of myself and the 
other Members I mentioned earlier. We 
must put a stop to this idea of retro-
active immunity. It is time we stood 
for the rule of law. That is what is at 
stake. The FISA Courts were created 
specifically to strike the balance be-
tween a secure nation and a nation de-
fending its rights. That is why the law 
has done so well for these past 30 years, 
amended many times, to keep pace 
with the changes of those who would do 
us great harm. 
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At this very hour, in the wake of 9/11, 

to say we no longer care about that, 
that we will decide by a simple major-
ity vote to grant retroactive immunity 
to companies who decided that a letter 
alone was enough legal authority for 
them to do what they did is wrong. 

I have pointed out before in lengthy 
debate, not every phone company par-
ticipated in the President’s warrantless 
wiretapping program. Not everyone 
did. There were those who stood up to 
the administration and said, without a 
warrant, without proper legal author-
ity, we will not engage in the 
vacuuming up of the private informa-
tion of American citizens. They should 
be recognized and celebrated for stand-
ing for the rule of law. 

For those who decided they were 
going to go the other way, let the 
courts decide whether that letter, that 
so-called documentation, was the legal 
authority that allowed them to do 
what they did for more than 5 long 
years. 

Tomorrow we will vote around 11 
o’clock on this amendment. I commend 
Senator BINGAMAN and Senator SPEC-
TER. They have offered amendments as 
well dealing with other parts of this 
legislation for which I commend them. 
But I hope my colleagues, both Demo-
crats and Republicans, would think 
long and hard about this moment. Sen-
ator CARL LEVIN of Michigan said 
something very important toward the 
conclusion of his remarks: That this in 
itself becomes a precedent, that some 
future administration, fearing they 
would not get permission from a FISA 
Court to engage in an activity that vio-
lated the privacy of our fellow citizens 
will no doubt use the vote tomorrow, 
if, in fact, those who are for retroactive 
immunity prevail. They will cite that 
act by this body as a legal justification 
for some future administration circum-
venting the FISA Courts in order to do 
exactly what was done in this case. It 
becomes a legal precedent. 

So there is a great deal at risk and at 
stake with this vote tomorrow. It is 
about the rule of law. It is not about 
whether you care about the security of 
our Nation. Every one of us cares deep-
ly about that, and we want to do every-
thing we can to thwart those who 
would do us great harm. This is about 
the simple issue of whether a court of 
law ought to determine whether these 
companies violated the Constitution. 
Did they or didn’t they? If they did not, 
so be it. If they did, then those to 
whom they did harm ought to be com-
pensated at what marginal or minimal 
level one would decide. But let the 
court decide this. Let’s not decide it by 
a simple vote here and set the prece-
dent that I think we would regret for 
years and years to come. 

With that, Mr. President, I yield the 
floor. 

I suggest the absence of a quorum. 
The PRESIDING OFFICER. The 

clerk will call the roll. 
The assistant legislative clerk pro-

ceeded to call the roll. 

Mr. BROWN. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

MOTORCOACH SAFETY 

Mr. BROWN. Mr. President, today 
the National Transportation Safety 
Board presented its final report on the 
Atlanta motorcoach accident involving 
the Bluffton University baseball team 
last March. 

The crash resulted in the deaths of 
five players on that team: Tyler Wil-
liams, Cody Holp, Scott Harmon, Zack 
Arend, and David Joseph Betts. The 
driver, Jerome Niemeyer, and his wife 
Jean were also killed in the crash. 
Many of the other passengers—33 in 
all—were treated for injuries. 

For the families of those who lost 
loved ones and the families whose sons 
survived but now struggle with the 
aftermath, today has been highly an-
ticipated. 

Only hours after news of the accident 
hit home, these families pledged to im-
prove safety measures on motorcoaches 
so that preventable—preventable—fa-
talities would not occur in the future. 

For John Betts, who lost his son 
David in the crash, it was important to 
take the accident and make it into 
something positive in honor of his son 
and the other bright, talented young 
men who died that morning. Motor-
coach safety became his crusade. 

I spoke to Mr. and Mrs. Betts today 
and their son and daughter and talked 
to other parents of survivors and one 
who had died, and I think about their 
courage and their commitment and 
their passion to do this in the names of 
their sons, to fight for motorcoach 
safety so this tragedy does not befall 
other families. The Betts family sees 
upgrading the safety laws for 
motorcoaches as an opportunity to 
save the lives of future riders. Mr. 
Betts sees it also as a way to memori-
alize David and his teammates and, as 
he puts it, to make the world they 
lived in better than it was when they 
left it. 

The Motorcoach Safety Enhancement 
Act, which I introduced last November 
along with Senator HUTCHISON from 
Texas, would address the shortfall in 
safety regulations for motorcoaches. 

Today’s final report echoes the rec-
ommendations the NTSB has been pub-
lishing for years and aligns itself with 
the safety improvements incorporated 
into our legislation. Specifically, the 
National Transportation Safety Board 
underscored major safety shortfalls 
that the Motorcoach Safety Enhance-
ment Act addresses, such as develop-
ment of a motorcoach occupant protec-
tion system, improved passenger safety 
standards, enhanced safety equipment 
and devices, and required onboard re-
corders with the capability to collect 
crash data. 

Many of the injuries sustained in 
motorcoaches could be prevented by in-

corporating high-quality safety tech-
nologies that exist today but are not 
widely used, such as crush-proof roof-
ing and glazed windows to prevent ejec-
tion. More basic safety features, such 
as readily accessible fire extinguishers 
and seatbelts—simple seatbelts—for all 
passengers, are still not required on 
motorcoaches. As a father of four, I 
find it particularly disturbing to know 
students are still riding in vehicles 
without even the option of buckling up. 
Seatbelts, window glazing, fire extin-
guishers—these are not new tech-
nologies. These are commonsense safe-
ty features that are widely used. Yet 
mandating them, as recommended by 
the NTSB, has been languishing for 
years. 

The Motorcoach Safety Enhancement 
Act would instruct the Secretary of 
Transportation to enact these and 
other safety features and to establish a 
timeframe so these safety require-
ments do not spend any more time in 
limbo. 

Sadly, the Bluffton University base-
ball team’s fatal accident was not 
unique. We have witnessed story after 
story about motorcoach accidents. One 
happened in Texas, which precipitated 
Senator HUTCHISON’s involvement in 
this effort. This bill takes the lessons 
learned from the tragic events of the 
Bluffton University baseball team’s 
motorcoach accident and aims to cor-
rect them for future riders. 

It is my hope that in the future par-
ents will not have to endure the an-
guish and the grief that the Betts fam-
ily members experienced and the fam-
ily members of Tyler Williams and 
Cody Holp and Scott Harmon and Zack 
Arend and, as I said, the Betts family. 
I applaud the Betts family and the 
other Bluffton University parents for 
their courageous fight, for their per-
sistence, and for their dedication to 
improving motorcoach safety in the 
midst of so much personal pain. Those 
families are truly remarkable. 

I urge this body to swiftly pass the 
Motorcoach Enhanced Safety Act. 

Mr. President, I yield the floor and 
suggest the absence of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The legislative clerk proceeded to 
call the roll. 

Mr. REID. Mr. President, I ask unan-
imous consent that the order for the 
quorum call be rescinded. 

The PRESIDING OFFICER (Mr. 
BROWN). Without objection, it is so or-
dered. 

f 

MORNING BUSINESS 

Mr. REID. Mr. President, I ask unan-
imous consent that the Senate proceed 
to a period for the transaction of morn-
ing business, with Senators allowed to 
speak therein for up to 10 minutes 
each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 
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